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Abstract of the contribution: This contribution proposes evaluation and conclusion for FS_eNS KI#1.
1. Discussion
The eight solutions can be first categorized into VPLMN transparent solution (Sol#1 and #2) and VPLMN non-transparent solution (Sol# 3, 4, 5, 6, 7 and 8).
Considering the trigger of this key issue (MEANS) is the assumption than an AMF cannot be shared by isolated slices, we believe that the subscription storage (UDM) should not have knowledge of AMF deployment with regard to slicing isolation information, especially for roaming scenario where it’s impossible for HPLMN to know that information about VPLMN. A unique solution for both roaming and non-roaming cases is preferred, but any VPLMN transparent solution doesn’t solve the problem with a unique solution for both roaming and non-roaming cases.
Conclusion #1: Solution #1 and 2 do not provide a solution applicable to both roaming and non-roaming cases, thus neither of them should be considered.
The VPLMN non-transparent solution can be further categorized into solutions with NAS impact (Sol#3, 4, 6, 7 and 8) and solutions without NAS impact (Sol #5).

The obvious drawbacks for all solutions with NAS impact are as following:

(1) In order to serve the Rel-15 UEs, serving PLMN still needs to maintain the Rel-15 AMFs serving all supported S-NSSAIs, and at the same time deploy isolated AMFs supporting Rel-16 MEANS;
(2) In solution #4, 6 and 8, the isolated AMFs supporting Rel-16 MEANS need to provide the S-NSSAIs belonging to different mutual exclusive slicing groups to UE, even if this AMF cannot serve the other S-NSSAI group (s), which contradicts the trigger of the key issue.
Considering the above drawbacks of solution #3, 4, 6, 7 and 8, they are not deemed as proper solution as conclusion for this key issue.

Conclusion #2: Solution #3, 4, 6, 7 and 8 do not support Rel-15 UE to be benefited from MEANS design and require operator to deploy additional isolated AMFs supporting MEANS design while maintaining the Rel-15 AMFs to serve Rel-15 UEs, thus they should not be considered as conclusion for this key issue.
Solution #5 proposes the UE to provide the S-NSSAIs in the Request NSSAI in priority order, when receiving the Requested NSSAI the AMF/NSSF does not include the S-NSSAIs of lower priority in the Allowed NSSAI until all S-NSSAIs of the Allowed NSSAI are allowed to be access together. This solution has no NAS impact, and can easily be implemented in a UE for Rel-16; also, by proper configuration in AMF by operator, the AMF can easily avoid putting the S-NSSAI(s) which cannot be accessed together into the list of rejected S-NSSAI(s). Therefore, the UE can still request different set of S-NSSAI(s) with including the ignored S-NSSAI(s) by AMF in order to express adjusted interest without being powered off or swapped in/out SIM card.
NOTE: Even for Rel-15 UE under development targeted to be shipped in 2019 and 2020, the S-NSSAIs in the Requested NSSAI can be easily adjusted to be developed in priority order without waiting any NAS impact to be reflected in the standard, thus solution #5 is deemed as sufficient solution to have the MEANS feature supported for UEs belonging to the first 5G release.

Conclusion #3: Solution #5 can satisfy the scenario of mutual exclusive access to different network slicing with slight UE implementation impact and slight AMF/NSSF implementation upgrade, which can also support majority of the Rel-15 UEs to be benefited from MEANS design provided by Rel-16, thus it is proposed to conclude Solution #5 for normative work for Key Issue #1.
2. Proposal
It is proposed to agree the following evaluation and conclusion for KI#1 into the TR 23.740.
* * * First change (all new texts) * * * *

7.1
Evaluations for KI#1: Mutually Exclusive Access to Network Slices

The following set of evaluation criteria are used to evaluate the proposed solutions for KI#1 to support UE for mutually exclusive accessing to network slices: 
1) Comply to the definition of Mutually Exclusive Access to Network Slices as described in clause 3.1

2) Comply to the working assumptions and requirements as described in clause 4.

3) Address all the objectives of the KI#1 as described in clause 5.1 

4) Impact to the UE, the serving PLMN, the home PLMN, e.g. AMF, NSSF, UDM, SMF, PCF in term of signalling interfaces, control flows and internal logic etc. including changes to the semantics of existing services/parameters

5) Impact to (R)AN
Following are overall evaluations for KI#1:
· Solution #1 and 2 do not provide a solution applied for both roaming and non-roaming cases;

· Solution #3, 4, 6, 7 and 8 do not support Rel-15 UE to be benefited from MEANS design and require operator to deploy additional isolated AMFs supporting MEANS design while maintaining the Rel-15 AMFs to serve Rel-15 UEs; 

· Solution #5 can satisfy the scenario of mutual exclusive access to different network slicing with slight UE implementation impact and slight AMF/NSSF implementation upgrade, which can also support majority of the Rel-15 UEs to be benefited from MEANS design provided by Rel-16.
8
Conclusions

Editor's note:
This clause will capture conclusions from the study.



For Key Issue #1 (Mutually Exclusive Access to Network Slices), it is concluded that Solution #5 is selected.
* * * End of change * * * *
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