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Abstract of the contribution: This contribution provides evaluation to solutions for issues regarding how to store and manage the database of UE capability ID’s and corresponding UE capabilities.
1. Introduction
When a UE capability ID is used, a database with the capabilities for each ID is needed. Different methods of how to generate and update the database have been proposed. Below, a summary of the alternatives are given. One solution where the method is described is given in parenthesis. (Many methods are mentioned in several solutions, but we have only listed one.)
Where to store the the UE capability database:
· gNB may have a local cache, but will ask AMF for mappings for unknown cap. ID’s. (Solution 6)
· AMF (Solution 6)
· Centralized network function (Solution 2)
· UDR, AMF keeps a copy. (Solution 4)
How to update the UE capability database:
· Dynamically, by requesting capabilities from UE’s when the capability ID is unknown. (Solution 7)

· Dynamically, by requesting capabilities from another network node when the capability ID is unknown. (Solution 7)

· Pre-provisioned with data from operator or vendors. (Solution 4)

· Pre-provisioned with standardized values. (Solution 6)
2. Discussion
If the gNB can map the cap ID to capabilities locally, it can save processing time and memory space. However, it is not realistic that the gNB should keep a database of all possible capability ID’s, so the logical solution is that gNB may keep a local cache with parts of the database in order to take advantage of the capability ID.
Proposal 1: It is agreed that gNB may maintain a local cache of the UE capability database.
The size of the gNB database is a compromise of memory need for the database, and what hit-rate is required. Which capability ID mappings that are stored in a gNB might vary significantly between different gNB’s, since one individual UE that camps in a cell daily may motivate stored capabilities for an unusual ID. It is therefore not a good idea to pre-provision the gNB database, but it is a better solution to let gNB update the database dynamically.

In several solutions it is described that the gNB can ask the AMF for the capabilities if a capability ID is not stored locally. This method will limit the signalling load on Uu, and is therefore preferred.
Proposal 2: It is agreed that gNB will update the local cache dynamically by requesting capabilities from the AMF when the capabilities of a capability ID is unknown. 
The UE capabilities also need to be stored in the AMF, in order to maintain legacy behaviour. It is therefore logical that also each AMF keeps a local copy of the database. It is not required that the database covers all possible capability ID’s, but the AMF need to store the capabilities of all UE’s registered in the AMF. If the capability ID of an UE is in the database, only the capability ID need to be saved in the user context, but if not, the database should be updated, or the full capability need to be saved in the user context.
Proposal 3: It is agreed that the AMF shall store the UE capabilities for at least all capability ID’s used by UE’s registered in the AMF.
For updating the UE capability database in the AMF, there are multiple options. The database could be updated dynamically based on arriving traffic, or it could be pre-provisioned with capability ID’s that are either standardized, as described in solution 11, or vendor based as described in solution 1.
Regardless of what method is used, it can not be expected that the AMF keeps a database of every possible capability set. If standardized capability ID’s combined with delta signalling is used, it would be feasible to pre-provision the AMF with all standardized capability ID’s, but the signalling load would be large compared to the alternative with one capability ID that describes the full capability.

As a consequence, there need to be a method to upload the UE capabilities when the capability ID of an UE is not in the database. If it is required that the database is pre-provisioned, additional standardization efforts are needed to define interfaces for pre-provisioning, and the management effort will be increased, compared to the case when the database is dynamically updated based on the UE’s registered in the AMF.

Observation 1: If the capability database in the AMF is dynamically updated, complexity is minimized, since there is no need for management efforts or standardized protocols for pre-provisioning the database.
Proposal 4: It is agreed that the AMF will update its UE capability database dynamically.
There are several alternatives as to how the AMF database can be updated. If the UE arrives to the AMF through inter-AMF mobility, the AMF could get the capabilities from the originating AMF. If the UE is doing a registration in the cell, the AMF could receive the capabilities from the UE, using legacy methods, as described in Solution 5. The AMF could also request the capabilities from a central network function as described in Solution 4. 
The complexity of standardization as well as management is minimized if the capabilities are received from the UE. However, two drawbacks with that method have been discussed. The Uu signalling load is larger than with the network central method, and UE’s that is reporting erroneous capabilities might affect the capabilities used for other UE’s using the same capability ID.

The signalling load due to capability requests for ID’s not in the database should not be high. If the memory available for the database is large, it will only be needed first time an UE with a specific capability ID registers in the AMF. (If the available memory for the database is limited, uncommon capability ID’s might not be stored in the database, and the signalled capabilities will increase, but it is still expected that the load is relatively small.)

With a network assigned capability ID, in solution 8, the UE will always signal the full capability the first time it registers to the PLMN with a specific set of capabilities. That method will eliminate the risk of erroneous capabilities corrupting the database. The same method can be used with vendor based capability ID’s, or the full capabilities could be requested the first days a new capability ID is used or the first 10 registrations with the ID, in order to minimize the risk.
Observation 2: It is possible to ensure reliability of a cap ID database updated dynamically based on UE reported capabilities.

Proposal 6: It is agreed that the AMF will receive the UE capabilities from the UE when an UE registers with a capability ID that is not in the database of the AMF. No central database is needed.
Proposal 7: Add the submitted text proposal to TR 23.786.
2. Proposal 
It is proposed to add the following evaluation to TR 23.786. 
FIRST CHANGE
8 Conclusions

8.2 Key Issue #2: Where are the UE radio capabilities stored?

The gNB may maintain a local cache of the UE capability database.

The AMF shall store the UE capabilities for at least all capability ID’s used by UE’s registered to the AMF.

There is no need for a network central database of UE capabilities.
8.3 Key Issue #3: How are the UE radio capabilities managed?

8.3.1 Update of the UE capability database
The gNB will update the local cache of the database dynamically, by requesting capabilities from the AMF when the capabilities of a capability ID is unknown.

Also the AMF will update it’s database dynamically. The AMF will receive capabilities from originating AMF’s when UE’s are moving into the AMF, or receive it from UE’s that are registering in the AMF.
END OF CHANGES
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