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* * * First Change * * *

1. Discussion
Last SA2 meeting, solution#1 was agreed as one solution to key issue#1, that proposes that Nnwdaf provides analytics information based on statistics to a consumer. The following concerns were documented in the chairman notes:

· The content of the Subscription/request in table 6.1.1.3.1.2-2, that includes both Number of Registrations and Service Level Satisfactory, since there is no use case that motivates those examples. The example as such is not easy to understand and include application Is and list of UEs, so what registrations are we talking about?.

· The analytics output includes: Related analytics (or arrays of analytics) on the requested observation period, per Target Object Value; Again, what type of analytics are those that cannot be covered by the existing Target Object values?. 

· The content of the example in table Table 6.1.1.4.1-1 again includes analytics that are not explained why this is needed. What are number fo registration for Application Id and Slice?. What use case describes that?

In summary, there are some misalignment between the scope of the key issue#1 and the proposed solution #1, for both the request for analytics and the analytics information provided by NWDAF. 

Reading what the key issue is about, the following topics are listed:

-
How a 5GS NF requests or subscribes to the NWDAF for providing analytic information.

-
How the NWDAF provides/updates the analytic information to the 5GS NF 

Observation: Key issue aims to define “How”, it is about what service should be provided and consumer should use the service.

Proposal 1: Define the analytics framework as solution agnostic.
Proposal 2: Define which specific analytics are needed on a per solution basis.

Proposal

Update solution 1 to fit the key issue descriptions and requirements. Keep it solution agnostic.
* * * First Change * * * *

6.1
Solution 1: Network Data Analytics Feedback

6.1.1
Description

6.1.1.0
General

This is a solution to Key Issue#1: Analytic Information Exposure to 5GS NF.This solution is to define the framework for network data analytics feedback and the detailed parameters of the network data analytics will be defined in each of the solutions to the key issues corresponding to specific use cases.

The solution extends the features of NWDAF as exposed in clause 4.19 of TS 23.502 [3] by enabling statistics for data or events collected in the past and based on these statistics, predictions for data or events in the future. It integrates Event Filter Information, Event Reporting Information, and Target of Event Reporting as defined for network exposure framework in clause 4.15.1 of TS 23.502 [3].

6.1.1.1
Network data analytics Subscribe/Unsubscribe

This procedure is used by any NF service consumer) to subscribe/unsubscribe at NWDAF to be notified on analytic information, using existing Nnwdaf services defined in TS 23.502 [3]. Any entity can consume this service as far as they follow SBI defined in TS 23.502 [3].
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Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe

1.
The NF service consumer subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation.

2.
If NF service consumer subscribes to analytic information, the NWDAF notifies the NF service consumer with the analytic information by invoking Nnwdaf_EventsSubscription_Notify service operation.

6.1.1.2
Network data analytics Request

This procedure is used by the NF service consumer (e.g. UDM, AMF, SMF, PCF) to request and get from NWDAF analytic information, using Nnwdaf_AnalyticsInfo_Request defined in TS 23.502 [3].
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Figure 6.1.1.2-1: Network data analytics Request

1.
The NF service consumer requests analytic information by invoking Nnwdaf_AnalyticsInfo_Request service operation.

2.
The NWDAF responds with analytic information to the NF service consumer.

6.1.1.3
How a NF requests or subscribes to analytics

A NF subscribes or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues, note that each key issue will include specific EventID. 

	
	
	

	

	
	


	

	
	


	
	
	

	

	

	



NOTE:
If Subscription information includes a UE identity or a list of UE identities, privacy issues should be taken into account, e.g. user consent.

Each analytics defined in other solutions should reuse the following same framework to define the parameters of the analytics request to the NWDAF.

6.1.1.3.1
Content of Analytics requests/subscribe

6.1.1.3.1.1
General

In addition to basic SBI parameters defined in TS 23.502 [3].the requests or the subscription to analytics should contain:

-
Type of analytics: Event ID as defined in TS 23.502 [3] clause 4.15.1 , possibly fit to use cases (e.g. service quality of network slice, UE expected behaviour, CP or UP related analytics, etc). 
-
Analytics filtering information: Event Filter Information (as defined in TS 23.502 clause 4.15), this set of parameter types and values enables to select which type of analytics information are requested (e.g. subset of all available analytics produced by NWDAF for the given Event ID value).

Editor's note: The exact delimitation between Analytics filtering information and Target of Event Reporting needs to be clarified.

-
Target of Event Reporting (as defined in TS 23.502 clause 4.15.1): the object targeted by analytics/predictions . The Target of event reporting defined in TS 23.502 [3] clause 4.15.1 is reused (and extended) for that purpose. Details on this information is described in clause 6.1.1.3.1.2.

-
Observation period: time interval [start..end] covered by the computation, either in the past or in the future, expressed as positive or negative offsets to the present. An interval in the past is a request for statistics. An interval in the future is a request for predictions. A default value means statistics in the recent past, with a time range defined by the NWDAF.

-
A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] clause 4.15.1, allowing the Event Receiving NF to correlate notifications received from the NWDAF with this subscription.

-
Event Reporting Information (as described in the TS 23.502 [3] Table 4.15.1-1).


This parameter already supports the configuration of the Mode of Reporting (e.g. reporting up to a maximum number of reports allowing a one-shot analytics request, periodic reporting along with periodicity, reporting up to a maximum duration) or the request to notify immediately the current status of the subscribed statistics, if available, to the requesting NF.

-
Optional preferences on analytics (e.g. computation constraints).

NOTE:
The exact definition of preferences on analytics/predictions is left for the normative phase.

6.1.1.3.1.2
Target of Event Reporting

In TS 23.502 [3] clause 4.15.1, the target of event reporting could indicate entities such as specific UEs, or PDU session, a group of UE(s) or any UE (i.e. all UEs) with possible filtering based on e.g. DNN, S-NSSAI. The entities that can be indicated by the target of event reporting are extended for the generation of analytics. The target of event reporting is a set of value assertions (i.e., Target Type = value) which determines which entities are concerned for the production of relevant analytics.

Each parameter may or may not support wildcards. In case of wildcards, it shall be possible to specify either an empty wildcard meaning "all values", or a constrained wildcard by denoting a range of values.

The parameters may be organized as a set of additional value assertions (e.g. equality assertions, wildcards).



	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


NOTE 1:
The exact definition of parameters is left for the normative phase.


In complement, the output mode may be used to determine whether the provided analytics are aggregated for all entities that are targeted or individually listed i.e. provided for each individual Target. For at most one single Target Type and one single parameter within a subscription, it should be possible to specify if it is individually listed. This permits to collect an array of statistics on one single dimension, in order for the consumer NF to compare statistics and facilitate its decisions.
When level aggregation is chosen, the cumulative or mean value of the measurement shall be provided, depending on the type of statistics. . Aggregation rules should be specified per statistics type.

When individually listed, all individual values of the target parameter corresponding to the wildcard are requested.).



	
	

	
	

	
	


6.1.1.4
How NWDAF provides analytics

6.1.1.4.1 General

A NF subscribes to or requests analytics using the Nnwdaf service defined in clause 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues.

The NWDAF functionality does not overlap the existing NF functionality.

Each analytics defined in other solutions should reuse the same following framework to define the parameters of the analytics request to the NWDAF. This framework follows the framework already defined in TS 23.502 [3] clause 4.15.

6.1.1.4.2
Content of Analytics responses/notifications

the response or the notification to analytics should contain:

-
Identification of the request/subscription including:

-
Notification Correlation Id (provided in the subscription request) as defined in 23.502 [3].;

-
The Event ID (one of the Event Id provided in the request) as defined 23.502 [3].,

-
Target Object Values, which contains values associated with the subscribed/requested analytics 
-
The analytics output includes:

-
Related analytics (or arrays of analytics) on the requested observation period, per Target Object Value corresponds to Event Specific parameter list defined in TS 23.502 [3].
-
Optional additional information:

-
Timestamp of analytics generation, which allows consumers to decide until when the received information shall be used. For instance, an NF can deem a received notification from NWDAF for a given feedback as invalid based on this timestamp;

-
Probability assertion: level of certainty, degree of confidence in statistics/prediction.



	
	

	
	

	
	


6.1.2
Impacts on Existing Nodes and Functionality
NWDAF: New EventIds are provided. No impacts on the existing Nnwdaf interface, except for the slicing information that should become optional, as other event filters should be allowed.

Consumer NF: For a NF such as PCF or NSSF that are consumers of Nnwdaf service, the impacts are to support new EventIds if required by each of the solutions. For other new consumers, the impacts are listed the solutions to each key issue.

The solution is compatible with the existing NWDAF services as exposed in clause 4.19 of TS 23.502 [3] (NnwdafAnalyticsInfo and Nnwdaf_EventSubscription). The content of the operations for subscribe/request and notify/response of such services are extended. The solution extends the features of NWDAF as exposed in TS 23.502 [3], by enabling both analytics in the past and predictions in the future.

It integrates Event Filter Information, Event Filter information, and event target, parameters as defined for network exposure framework in clause 4.15 of TS 23.502 [3] or clause 5.3 of TS 29.518 [XX].


6.1.3
Solution Evaluation

The solution provides application-agnostic analytics.

It enables to provide analytics information in the past and predictions in the future related to various domains, leaving all decisions to the consumer NF.

This solution preserves the current defined services for analytics exposure defined in NWDAF, i.e., Nnwdaf_EventSubscription and Nnwdaf_AnalyticsInfo, as it indicates that the procedures for analytics exposure are the same in 23.502 [3].
This solution keeps the alignment with the Network Exposure defined in TS 23.502 [3] clause 4.15. Nevertheless, this solution defines in detail the content of subscribe/request and notify/response messages associated with such services.

The proposed content of these messages requires the current definition of the NWDAF service operations in TS 23.502 [3] to be extended to support such solution.

The proposed extensions of the NWDAF service operations allows NWDAF to provide analytics that go beyond network slice load analytics as defined in Rel‑15 (TS 23.501 [2]) and supports thus the analytics identified as required in the Use Cases defined in clause 5.1.

* * * End of Changes * * * *
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1. Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe 
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1. Nnwdaf_AnalyticsInfo_Request







2. Nnwdaf_AnalyticsInfo_Request response
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