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Abstract of the contribution: This document proposes some conclusions related to the architectural assumptions listed in the TR 23.791.
* * * First Change * * *

1. Discussion
Clause 4 lists some architectural assumptions, this document proposes to list some conclusions as follows:

· NWDAF follows the NF discovery and selection principles defined in TS 23.502.

· Data Analytics may be either centralized, meaning that any type of analytics algorithm is provided by one NWDAF instance. Data analytics may be non-centralized, meaning that one or several type of analytics are provided by one NWDAF instance. Multiple NWDAF instances may be deployed. Note that the architectural assumptions consider the option that data collection and data analytics may be centralized and that data collection and data analytics can be performed by a NWDAF instance specific to a particular analytics.
· The NWDAF (Network Data Analytics Function) as defined in TS 23.503 [4] is used for data collection and data analytics in centralized manner. An NWDAF may be used for analytics for one or more Network Slice.

· For instances where certain analytics can be performed by a 5GS NF independently, a NWDAF instance specific to that analytic maybe collocated with the 5GS NF. The data utilized by the 5GS NF as input to analytics in this case should also be made available to allow for the centralized NWDAF deployment option.
Proposal

Conclude that NWDAF follows the NF discovery and selection principles. Conclude that multiple instances of NWDAF may exist, each NWDAF instance may provide data analytics of one specific type identified by an EventId.
* * * First Change * * * *

8
Conclusions


The eNA solution in Rel-16 shall be based on the following principles:
Evolves the Network Analytics architecture and the NWDAF NF defined in 23.501 and Nnwdaf service defined in 23.502.

Complies with the specification of NF framework defined in 23.501, and any updated proposed by eSBA (the relation with eSBA SID has not been studied in this TR).
· NWDAF discovery functionality is required.

· NWDAF profile and Nnwdaf_EventExposure and Nnwdaf_Analytics service include service authorization information to indicate the NF type, NF realms are allowed to consume each NWDAF service.

· Multiple instances of NWDAF exist. Each NWDAF instance informs the NRF of the list of NF services that supports.
In addition, the specification of NF framework defined in 23.501 needs to be enhanced to support that each NWDAF instance reports the type of analytics its supports.
* * * End of Changes * * * *
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