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Abstract of the contribution: This paper provides an overall evaluation and conclusion for key issues 1 and 2 for stand-alone non-public networks.
1
Discussion

The following solutions address key issue 1 and 2: solution 1, 2, 3, 4 and 5. While solutions 1, 3 and 4 support stand-alone non-public networks, solution 2 addresses non-stand-alone non-public networks (i.e. non-public networks that are part of a PLMN. Solution 5 addresses access control related aspects for both kind of deployments.
This paper focuses on stand-alone non-public networks, i.e. on solutions 1, 3 and 4. The following sections analyze those solutions with respect to network identification, discovery and selection; non-public network subscription; and access control aspects.
1.1
Network identification, discovery and selection
The following commonality can be identified for solutions 1, 3 and 4: All solutions propose to identify and select non-public networks at least using a PLMN ID and a non-public network ID.
In more detail, with respect to the PLMN ID, the following is proposed by solutions 1, 3 and 4:

-
Solution 1 (see also [1]) suggests MCC 999 as recently assigned by ITU for use by private networks as an example for PLMN IDs for non-public networks. At the same time solution 1 also clarifies that regional PLMN IDs are not precluded. In summary, solution 1 proposes to not place any restrictions on the PLMN ID that can be assigned for non-public networks.
-
Solution 3 also suggests to broadcast a PLMN ID for non-public networks to ensure that "non-public network discovery and selection is [...] compatible with existing PLMN selection procedure". Solution 3 also lists MCC 999 as one example.
-
Solution 4 proposes that a dedicated unique PLMN ID is either reserved globally or within a country (e.g. by local regulation allocating an MNC for use by private networks in a given country, i,.e. together with the country-specific MCC).
Observations:
-
Both solutions 1 and 2 suggest MCC 999 as one example how PLMN IDs for non-public networks could be defined.

-
As an alternative solution 4 proposes to aim for a globally unique PLMN ID. However, the benefit of reserving a globally unique PLMN ID – instead of using for instance a PLMN ID from the MCC 999 range – is not obvious since solution 4 at the same time states that a "non-public network is distinguishable from public network by the non-public network ID". In other words, in solution 4 the PLMN ID (even though proposed to be globally unique) is not used to identify the network as a non-public network. Therefore, the PLMN ID does not carry any additional semantics in solution 4.

-
Solution 1 and 3 are very similar in that they propose to (also) support regional PLMN IDs that may be allocated by local regulation for use by non-public networks.
-
Generally speaking there is no obvious reason to put any restrictions on the PLMN ID used for non-public networks. Note that the fact that a given cell is part of a non-public network can be derived based on the existence of the non-public network ID (NPN-ID) in SIB.

Conclusion 1: In line with solution 1, there is no need to place any restrictions on the PLMN ID that can be used for non-public networks.
With respect to the non-public network ID, the following is proposed by solutions 1, 3 and 4:

-
Solution 1 proposes to broadcast the list of NPN-IDs identifying the non-public networks the cell provides access to.
-
Solution 3 proposes to broadcast an NPN-ID and optionally in addition a list of SP-IDs. The NPN-ID identifies a local standalone non-public network. The SP-IDs point to external service providers (either PLMN or 3rd party service providers) whose services can be accessed via the non-public network. In case the SP-ID points to a 3rd party service provider solution 3 proposes that the SP-ID could be a domain name.
-
Solution 4 proposes to broadcast one or more tuples of PLMN ID and NPN-ID to indicate the supported non-public networks.

Observations:

-
Solution 4 proposes tuples of PLMN ID and NPN-ID although solution 4 at the same time proposes to use a dedicated unique PLMN ID. It is not obvious why the same dedicated unique PLMN ID should be repeated multiple times in SIB.

-
In contrast to this, solution 1 proposes to broadcast a PLMN ID and a list of NPN-IDs, which is more efficient compared to solution 4.

-
Solution 3 proposes a single NPN-ID and optionally one or more SP-IDs in addition to the NPN-ID. 
-
With respect to SP-IDs and the access to external SP services as proposed by solution 3:

-
Which architecture is assumed for SP service access and how to efficiently broadcast domain name-based SP IDs has not been described yet and requires further discussion.

-
According to TS 22.261 [2], there are no SA1 requirements for non-public networks pointing to the need to support access to 3rd party (i.e. non-PLMN) service providers.
-
Also, according to [2], there is only a requirement reading "Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers: [...]access to subscribed PLMN services via the non-public network;".

-
In other words, there is only a requirement to support access to PLMN services via a non-public network for non-public network subscribers; there is no requirement to support the same for UEs that do not have a non-public network subscription (e.g. UEs that only have a PLMN or 3rd party subscription). The latter is however what solution 3 proposes.

-
In summary it can be seen that 

-
Solutions 1, 3 and 4 have a common aspect (broadcasting NPN-ID(s) in addition to PLMN ID). This functionality is essential to enable stand-alone non-public networks.
-
The SP-ID concept as proposed by solution 3 is an additional enhancement to support access to external service providers. This part of solution 3 still has open issues that require further work and more importantly, is not covered by SA1 requirements. However, as the SP-ID concept is an extension on top of the NPN-ID, this part could easily be added in a later release (e.g. Rel-17) after addressing the requirements and the remaining open issues of the solution.
Conclusion 2: It is proposed to focus on the basic functionality needed to support stand-alone non-public networks in Rel-16 and to leave further enhancements (e.g. the SP-ID concept as proposed by solution 3) that are not covered by SA1 requirement for non-public networks for a later release. Consequently, it is proposed to broadcast a PLMN ID and list of NPN-IDs to identify non-public networks, in line with solution 1.
1.2
Subscription aspects

For accessing stand-alone non-public networks, solutions 1, 3 and 4 propose that the UE uses non-public network credentials that are stored in the non-public network's UDM.
Solution 3 proposes to additionally support use of PLMN or 3rd party credentials to register with a non-public network in order to access PLMN or 3rd party services.
Similarly solution 4 proposes an additional variant "where the corresponding credential for the public PLMN is used also for the non-public network [...] and UE authentication can be performed by the public PLMN's AUSF/UDM."

As illustrated in the previous section, there are no SA1 requirements covering use of PLMN or 3rd party credentials for access to PLMN or 3rd party services.
Conclusion 3: In line with solution 1, when accessing stand-alone non-public networks, the UE uses non-public network credentials that are stored in the non-public network's UDM.

1.3
Access control

In the context of the study access control has two aspects:
1)
Preventing unauthorized UEs from accessing non-public networks

2)
Preventing authorized UEs from accessing a non-public network during network overload

With respect to (1), solutions 1 and 5 propose that non-public networks (a) broadcast an indication to prevent UEs not supporting non-public networks from accessing and (b) broadcast the list of supported NPN IDs to prevent UEs which support non-public networks but are not configured with one of those NPN-IDs from accessing.

With respect to (2), solution 1, 3 and 5 essentially reuse the existing access control framework as is. Solution 3 and 1 clarify in addition that access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).
Conclusion 4: Unauthorized UEs are prevented from accessing a non-public network based on broadcast information as proposed by solution 1 and solution 5. The existing access control framework is assumed to be reusable as is to prevent authorized UEs from accessing in case of network overload. Access control related information is configured in the UE per non-public network, i.e. as part of the subscription information that the UE has for a given non-public network.
1.4
Conclusion

In line with conclusions 1-4, it is proposed to recommend solution 1 as the basis for normative work for stand-alone non-public networks.
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Proposal

The following changes are proposed to be applied to TR 23.734.
*** Start of changes ***

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
7.x
Evaluation for key issue 1 and 2

Solutions 1, 3 and 4 address key issues 1 and 2 for stand-alone non-public networks:
-
Network identification, discovery and selection
-
All solutions propose to identify and select non-public networks at least using a PLMN ID and a non-public network ID.
-
PLMN ID aspects:
-
Both solution 1 and 2 suggest MCC 999 as one example how PLMN IDs for non-public networks could be defined.

-
As an alternative solution 4 proposes to aim for a globally unique PLMN ID. However, the benefit of reserving a globally unique PLMN ID – instead of using for instance a PLMN ID from the MCC 999 range – is not obvious since solution 4 at the same time states that a "non-public network is distinguishable from public network by the non-public network ID". In other words, in solution 4 the PLMN ID (even though proposed to be globally unique) is not used to identify the network as a non-public network. Therefore, the PLMN ID does not carry any additional semantics in solution 4.

-
Solution 1 and 3 are very similar in that they propose to (also) support regional PLMN IDs that may be allocated by local regulation for use by non-public networks.

-
Generally speaking there is no obvious reason to put any restrictions on the PLMN ID used for non-public networks, which is inline with solution 1.
-
Non-public network ID and other identifiers:

-
Solution 4 proposes tuples of PLMN ID and NPN-ID although solution 4 at the same time proposes to use a dedicated unique PLMN ID. It is not obvious why the same dedicated unique PLMN ID should be repeated multiple times in SIB.

-
In contrast to this, solution 1 proposes to broadcast a PLMN ID and a list of NPN-IDs, which is more efficient compared to solution 4.

-
Solution 3 proposes a single NPN-ID and optionally one or more SP-IDs in addition to the NPN-ID. However, with respect to SP-IDs and the access to external SP services, various aspects of solution 3 are still open, including which architecture is assumed for SP service access and how to efficiently broadcast domain name-based SP IDs. Also, neither access to external 3rd party services nor access without a non-public network subscription are covered by SA1 requirements.
-
Subscription aspects
-
For accessing stand-alone non-public networks, solutions 1, 3 and 4 propose that the UE uses non-public network credentials that are stored in the non-public network's UDM.

-
Solution 3 proposes to additionally support use of PLMN or 3rd party credentials to register with a non-public network in order to access PLMN or 3rd party services.

-
Similarly, solution 4 proposes an additional variant "where the corresponding credential for the public PLMN is used also for the non-public network [...] and UE authentication can be performed by the public PLMN's AUSF/UDM."

-
There are no SA1 requirements covering use of PLMN or 3rd party credentials for access to PLMN or 3rd party services.
-
Access control

-
In the context of the study access control has two aspects:

1)
Preventing unauthorized UEs from accessing non-public networks

2)
Preventing authorized UEs from accessing a non-public network during network overload

-
With respect to (1), solutions 1 and 5 propose that non-public networks (a) broadcast an indication to prevent UEs not supporting non-public networks from accessing and (b) broadcast the list of supported NPN IDs to prevent UEs which support non-public networks but are not configured with one of those NPN-IDs from accessing.

-
With respect to (2), solution 1, 3 and 5 essentially reuse the existing access control framework as is. Solution 3 and 1 clarify in addition that access control information is configured per non-public network (i.e. as part of the subscription information that the UE has for a given non-public network).

*** Next change ***

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.x
Conclusion for key issue 1 and 2
To enable stand-alone non-public networks, it is recommended to select solution 1 as the basis for normative work.
*** End of changes ***
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