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Abstract of the contribution: This contribution proposes conclusions for key issue #9.
Discussion
There are three solutions addressing KI#9 in the technical report:

-
Solution #11: Support 5GC-capable UEs via 5G-RG/FN-RG for wireline access network using N3GPP solutions
-
Solution #12: 3GPP UE behind a 5G-RG Register to 5GS and Establish PDU Session
-
Solution #27: Support 5GC-capable UEs via 5G-RG for wireline/wireless access network using N3GPP solutions
All solutions are similar since they all leveraging the trusted/untrusted N3GPP solutions but there are some differences. If solution #11 is considered as the baseline the following differences exist:

Solution #12 proposes that the N3IWF is located inside the W-5GAN instead of outside. Solution #12 can thereby not support the FWA scenario where the same IWF must be accessible from the NG-RAN access as well. The overall impact for solution #12 is larger since there is an impact on W-5GAN. BBF would have to include a N3IWF function inside the BBF access network. Solution #11 supports a similar deployment by having the IWF collocated with AGF-U and 5G-RG UPF as an implementation/deployment option, basically resulting in the same architecture as solution #12. Solution #11 is therefore a superset of Solution #12. 
Solution #27 adds support for accepting/rejecting UEs based on 5G-RG subscription parameter (list of subscribed UE IDs). The intent is to support scenarios where only certain UEs (“home UEs”) should be allowed access via the RG and other UEs (“guest UEs”) are either rejected or treated differently. Solution #11 is instead using location information of the 5G-RG/FN-RG and subscription information of the 5G-capable UE to do access restrictions and to differentiate the service. Solution #27 currently only works when the trusted procedures are used. 
Furthermore, the solution #27 requires that the 5G-capable UE sends the 5G-RG GUTI to the AMF (received from the 5G-RG via EAP-5G) and this information is used to determine if the UE is allowed access or not. This could potentially be a security problem since nothing prevents the UE from sending i the 5G-GUTI received from a different 5G-RG where it has access. 
Also, in solution #27 the UE does not know beforehand if it has access or not. Therefore, all UEs will try to attach to the 5G-RG (if they have the SSID configured) causing a lot of signalling in the network (e.g., context information requests between AMFs) to finally determine that they are not allowed to access the 5G-RG. We believe that the best solution to address this use case is to use the untrusted procedures where access to the WLAN network is separated from 5GC access. The “home UEs” that should have access to the 5G-RG/FN-RG are then provisioned with the SSID/shared password used on the WLAN network of the 5G-RG/FN-RG. 
Based on the above analysis solution #27 has certain drawbacks and open issues and it is thus proposed to not progress it in rel-16. Solutions for addressing the “home”/”guest” UE scenarios can be investigated in later release.  

It is therefore proposed to recommend solution #11 for normative specifications.
Proposal
It is proposed to update TR 23.716 as follows

***** First Change *****
8.2.X
Conclusions for key issue #9
Solution #11 “Support 5GC-capable UEs via 5G-RG/FN-RG for wireline access network using N3GPP solutions” as described in clause 6.11 is endorsed as a basis for normative specifications.
***** End of Changes *****

**** Not to be added to the TR ****

Appendix

The solutions are evaluated according to the following criteria:

-
Support for both 5G-RG and FN-RG scenarios

- 
Support for FWA

- 
Support for mobility between 3GPP and 5G-RG/FN-RG access

-
Support for access restriction and differentiated services for public/family UEs

-
UE impacts

- 
(R)AN impacts

- 
5GC impacts

- 
Solution maturity / Open issues 

	Criteria / Solution
	Solution #11: “Support 5GC-capable UEs via 5G-RG/FN-RG for wireline access network using N3GPP solutions”
	Solution #12 “3GPP UE behind a 5G-RG Register to 5GS and Establish PDU Session”
	Solution #27 “Support 5GC-capable UEs via 5G-RG for wireline/wireless access network using N3GPP solutions”

	Support for both 5G-RG and FN-RG scenarios
	Both the trusted and untrusted options is supported for 5G-RG.

Untrusted option is supported for FN-RG.
	Only 5G-RG scenario described but seems like FN-RG can be supported as well.
	Same as solution #11

	Support for FWA
	Yes
	No. W-5GAN also serves the 5GC-capable UE. No similar function in NG-RAN.
	Same as solution #11

	Support for mobility between 3GPP and 5G-RG/FN-RG access
	Yes
	Yes
	Same as solution #11

	Support for access restriction and differentiated services for public/family UEs
	Limited since it requires IWF to provide location information (line-id) for 5G-capable UE on N2. Information if UE is allowed access or not will be provisioned in the 5G-capable UE subscription information.
	No
	Yes, supported for the trusted procedures. Information if UE is allowed access or not will be provisioned in the 5G-RG subscription information.

	5G-RG impact
	No impact for the untrusted option.

For the trusted option, the 5G-RG need to support the TN-AP role and furthermore it must be trusted by the 5GC capable UE and the PLMN.
	No impact. Only IP forwarding required since the untrusted N3GPP is used which is transparent to the 5G-RG.
	Same as solution #11

	5GC-capable UE impact
	Untrusted option: Minor impact to N3IWF selection to cater for collocated cases. 

Trusted N3GPP option: No difference compared to solution #1 in clause 7.1 
	Untrusted option: Not described in detail but potential impact to N3IWF selection to select IKE/IPSec endpoint in W-5GAN.
	Same as solution #11

	(R)AN impacts
	No impact 

Optional impacts to W-5GAN to be able to coordinate QoS profiles received for RG and UEs behind RG.
	W-5GAN need to include IKE/IPsec functionality for the untrusted N3GPP solution.
	Same as solution #11

	5GC impacts
	Minor
	Minor. No identified impact but it is expected that also in this solution you would like to have line-id location information sent to AMF for the 5GC-capable UE.
	Same as solution #11

	Solution maturity / Open issues
	No open issues 
	Two ENs / open issues
	No solution provided for how to provide RG based access restriction when the untrusted procedures are used. 
Potential security issue that 5G-GUTI of the 5G-RG is sent via the 5G-capable UE.
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