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1. Overall Description:

SA2 has introduced a UDSF (Unstructured Data Storage Function) in 5G System to support compute storage separation principle. This allows any NF to store and retrieve its unstructured data. This implies that the data stored in the UDSF is vendor specific in Release 15. There is also no standardized protocol for NF to UDSF (see N18/Nudsf) (or any external storage) as CT4 decided not to specify the protocol for N18 interface in Release 15. 
SA2 understands that TS 33.501 includes key handling functionality for a source AMF when transferring a UE context to a new AMF. SA2 observed TS 33.501 states the following which goes against the architecture principle (i.e. vendor specific data stored in the UDSF) agreed above:

· “KSEAF shall not be stored in the UDSF”
When context stored in the UDSF is not specified and proprietary (i.e. not testable in an interoperable manner), it is unclear why TS 33.501 specifies the above requirement regarding KSEAF for AMF to UDSF interface?

SA2 would also like to highlight that this statement also implies that the AMF cannot support stateless AMF by storing context in the UDSF, which destroys the compute-storage separation principle.
At SA2#127Bis meeting, SA2 agreed a CR (0418) to TS 23.502 allowing the AMF to store the UE context in the UDSF (typically after a transaction), and the UE context can at a later stage be retrieved and used by any new AMF within the same AMF Set without interacting with the AMF (i.e. for context transfer) that previously stored the UE context. This assumes that the complete UE context is stored in the UDSF and it allows context retrieval without involving old AMF.
SA2 has also specified AMF planned removal and AMF auto-recovery procedures that assume that the UE context is stored in the UDSF or UE context is backed up in another AMF. In both cases, the context storage is proprietary and not specified.
In general, it is assumed that the UE context (including identifiers and security) can be stored in the UDSF (or any external storage) and/or in the backup AMF for above specified features to work.
Thus, SA2 would like to point out the inconsistencies due to text above in TS 33.501 that prevents the use of the above features and compute-storage separation principles (in general), specified for 5G System in SA2.
?
2. Actions:

To SA3 group.

ACTION: 
SA2 kindly asks SA3 to take the above information into account.
3. Date of Next TSG-SA2 Meetings:
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Sophia Antipolis, France
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15 – 19 October 2018
Dongguan, China
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