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1.
 Introduction

Enhancements to Solution 2 for the LMF based location solution are added here to address the following additional key issues:

-
Key Issue 5: Slicing dependent location service.

-
Key Issue 12: LCS support for Non-3GPP access.

-
Key Issue 15: Location continuity support.
2.
Proposed Changes to TR 23.731
Note that the only change to each of the figures below is to use the term “(R)AN” in place of “NG-RAN” or “RAN”. 
**** FIRST CHANGE ****

6.2
Solution 2: LMF Based Location Solution

6.2.1
Introduction

The LMF based solution is intended to address or resolve, partly or completely, the following key issues:

-
Key Issue 1: Enhancement to LCS Architecture.

-
Key Issue 3: Support of low latency LCS.
-
Key Issue 5: Slicing dependent location service.
-
Key Issue 6: Scalability.

-
Key Issue 8: Support of IoT UEs.
-
Key Issue 12: LCS support for Non-3GPP access.

-
Key Issue 15: Location continuity support.
The LMF based solution may also enable, or be compatible with, other solutions to address or resolve some of the other key issues.

6.2.2
Functional Description
6.2.2.1
Architecture
The LMF based location solution focuses location support on the LMF and bypasses the AMF except for obtaining UE reachability, status and subscription information and exchanging location related messages with a target UE or NG-RAN. The service based architecture and corresponding reference point architecture for roaming and non-roaming UEs are shown below.



Figure 6.2.2-1: Non-roaming reference architecture for LMF Based Solution
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Figure 6.2.2-2: Roaming reference architecture for LMF Based Solution
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Figure 6.2.2-3: Non-roaming reference architecture for LMF Based Solution in reference point representation
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Figure 6.2.2-4: Roaming reference architecture for LMF Based Solution in reference point representation
Figure 6.2.2-1 is identical to Figure 4.4.4.1-1 in TS 23.501 [4] except for the removal of the LRF in Figure 6.2.2-1 which is not relevant to commercial location services. Figure 6.2.2-3 is similar to Figure 4.4.4.1-2 in TS 23.501 [4]  with the following differences:

-
LRF is removed.

-
The NLs interface between the AMF and LMF is replaced by an NLs* interface which is similar in some respects.

-
The NLg interface between an AMF and GMLC is replaced by an NLg* interface between an LMF and GMLC which can be based on the same protocol.
**** NEXT CHANGE ****

6.2.3.1
5GC-MT-LR Procedure

Figure 6.2.3.1-1 shows a 5GC Mobile Terminated Location Request (5GC-MT-LR) procedure for a roaming UE. A 5GC-MT-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 6.2.3.1-1. With this procedure:

-
Privacy requirements can be configured in the HGMLC or transferred from the UDM to the HGMLC and are not needed in the AMF.

-
AMF support is limited to functions already defined for other NFs, e.g. providing the LMF with UE reachability, status and location information, and providing connectivity access to the UE and NG-RAN.
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Figure 6.2.3.1-1 - 5GC Mobile Terminated Location Request (5GC-MT-LR) for a roaming UE

1.
An external LCS client sends a location request to an HGMLC in the HPLMN for the target UE. The HGMLC verifies the authorization of the LCS Client to locate the target UE and UE privacy requirements.
NOTE 1:
The external LCS client may instead be an NF or an AF which accesses the HGMLC via an NEF as described in clause 6.9 for Solution 9.
2.
The HGMLC invokes the Nudm_UE ContextManagement_Get service operation towards the home UDM of the target UE with the GPSI or SUPI of the UE.

3.
The UDM returns the serving AMF address and possibly a VGMLC address, a current access type, and/or an LMF address in the VPLMN. The UDM may also return subscribed privacy requirements for the target UE - e.g. if not stored in the HGMLC.
NOTE 2:
If the UDM does not return an AMF address, the HGMLC may also query the home HSS of the target UE for a serving MME address as described in clause 9.1.1 of TS 23.271 [6]. The EPC-MT-LR procedure described in clause 9.1.15 of TS 23.271 [6] may then be performed instead of steps 4-18.
4.
If a VGMLC address was not returned in step 3, the HGMLC may use the NRF service in the HPLMN to select an available VGMLC in the VPLMN, based on the VPLMN address contained in the AMF address received in step 3. The HGMLC forwards the location request to the VGMLC and includes the AMF address, the target UE identity (e.g. SUPI), any LMF address received in step 3, any access type received at step 3 and any privacy requirements for the UE.

5.
The VGMLC determines an LMF in the VPLMN and invokes the Nlmf_ProvideLocation Request service operation to forward the location request to the LMF. If the VGMLC and LMF functions are combined, this step may be omitted.

NOTE 3:
The VGMLC may determine an LMF in the following alternative ways:

1)
If VGMLCs, LMFs and AMFs are fully interconnected (e.g. via an operator IP intranet), a VGMLC may determine an LMF based on any suitable criteria (e.g. location QoS, type of LCS client, VGMLC Id, access type) and independently of the AMF. As one example, a VGMLC could be configured with all LMFs in the VPLMN and could select LMFs on a round robin basis.

2)
If an AMF is allowed to use some but not all LMFs in the VPLMN, a VGMLC could be configured with the allowed LMFs for each AMF - and could then select an LMF based on specific criteria (e.g. QoS) or randomly.

3)
A VGMLC may use the NRF service in the VPLMN to request a set of available LMFs in the VPLMN and may then select one LMF as in (1). Use of the NRF service can support network slicing (e.g. similar to SMF selection in clause 4.3.2.2.3 of TS 23.502 [5]) if the HGMLC is configured with an S-NSSAI or obtains an S-NSSAI from the UDM for the target UE in step 3.
4)
When a UE registers with the 5GC, the serving AMF could select an LMF (e.g. using the NRF service and an S-NSSAI). The AMF or the LMF (e.g. as described in clause 6.8.3 for Solution 8) can then provide the LMF address to the UDM along with the AMF address. If at a later time the selected LMF is changed, e.g. due to change of UE’s AN, the AMF or the LMF updates the UDM accordingly. The UDM can then provide the LMF address in step 3 to the HGMLC which would provide the address to the VGMLC in step 4. This alternative might be supported only for UEs from certain HPLMNs and/or UEs with a subscription to 5GC-MT-LR usage.

6.
As an optional optimization, instead of performing steps 4 and 5, if the HGMLC can determine or select the LMF (e.g. based on the VPLMN identity, AMF address, using the NRF service or by receiving an LMF address from the UDM in step 3), the HGMLC may invoke the Nlmf_ProvideLocation Request service operation to forward the location request directly to the LMF.

NOTE 4:
When this optimization is used, the HGMLC needs to support the Nlmf SBI. Therefore, if the HPLMN operator wishes to avoid support of the Nlmf SBI by combining GMLCs with LMFs, steps 4 and 5 should be used rather than step 6.

7.
The LMF invokes the Namf_MT_EnableUEReachability Request service operation towards the serving AMF to verify UE reachability.

NOTE 4:
If the serving AMF is no longer available, the LMF uses the NRF service in the VPLMN to select another AMF from the same AMF set as the previous serving AMF.

8.
If the UE is currently in CM Connected state for 3GPP or non-3GPP access, this step is skipped. Otherwise, if the UE is currently in CM Idle state for 3GPP access but is reachable, the AMF performs a 3GPP network triggered service request in order to place the UE in connected state.

9.
The AMF invokes the Namf_MT_EnableUEReachability Response service operation towards the LMF to confirm UE reachability.

10.
The LMF may notify the UE and verify UE privacy requirements based on any privacy requirements received from the HGMLC in steps 4-6. If this occurs, the LMF sends a supplementary services Location Notification invoke to the UE via the serving AMF using the Namf_Communication _N1N2MessageTransfer service operation.
NOTE 5:
Transfer of supplementary services messages and positioning messages between the LMF and UE for steps 10, 11 and 14 may be based on the procedure in clause 4.13.5.4 in TS 23.502 [5] in the case of 3GPP access or may use the procedure summarized in clause 6.13.3 for Solution 13 in the case of non-3GPP access.
11.
The UE notifies the user of the location request and verifies user permission if UE privacy is to be verified. The UE then returns a supplementary services Location Notification response to the LMF indicating whether the user grants or withholds permission for the location request when UE privacy is verified. The supplementary services response is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation.

12.
If the LMF needs to know the current access type(s) (i.e. 3GPP and/or non-3GPP) and any serving cell for the UE prior to performing positioning in step 14 and prefers to obtain this from the serving AMF rather than the UE, NG-RAN or N3IWF (e.g. to reduce latency), the LMF invokes the Namf_EventExposure_Subscribe service operation towards the AMF to obtain UE location information and includes the immediate one time notification flag.

13.
The serving AMF returns the UE access type(s) and location information to the LMF (e.g. 3GPP access type and serving cell ID).

14.
The LMF may perform one or more of the positioning procedures described in clauses 4.13.5.4, 4.13.5.5 and 4.13.5.6 of TS 23.502 [5] for 3GPP access or the positioning procedures summarized in clause 6.13.3 for Solution 13 for non-3GPP access. In the case of the procedure in clause 4.13.5.4 of TS 23.502 [5] for 3GPP access or step 4d in clause 6.13.3 for Solution 13 for non-3GPP access, the LMF may include a routing identifier identifying the LMF in any positioning message intended for the UE which is sent to the serving AMF (e.g. at step 1 in Figure 4.13.5.4-1 in TS 23.502 [5]), which the AMF can then forward to the UE in the NAS transport message (e.g. at step 3 in Figure 4.13.5.4-1 in TS 23.502 [5]). The LMF determines the UE location using information obtained in this step and/or in step 13.

NOTE 6:
In the event of a change of serving AMF  for the UE within the same PLMN and while positioning is in progress, the old AMF can return an error indication to the LMF when the LMF attempts to send a positioning protocol message to the UE, the NG-RAN or the N3IWF. In addition, if the LMF subscribes to event notification from the old AMF for a change of AMF using the AMF event exposure service operation, the old AMF can notify the LMF when a change of AMF occurs. Provided the LMF is able to access the new AMF, the LMF can resume any of steps 10-14 with the new AMF. For positioning in the UE or NG-RAN that is already in progress when a change of AMF occurs, positioning protocol messages can be returned by the UE or NG-RAN to the LMF via the new AMF, since the messages would include a routing identifier indicating the LMF. This will enable a positioning session between the UE and LMF to continue following a change of AMF.
NOTE 7:
In the event of mobility of a target UE from 5GC to EPC, the LMF can subscribe to notification by the old AMF. The LMF can then return any UE location so far obtained or an error indication to the HGLMC at steps 15-17. In the case of an error indication, the HGMLC can repeat steps 2 and 3 to query the UDM and HSS for a new AMF and new MME address. When an MME address is returned by the HSS, the HGMLC can perform an EPC-MT-LR as described in clause 9.1.15 of TS 23.271 [6] to obtain the UE location.
15-18.
The LMF returns the location estimate to the LCS client via the VGMLC and/or HGMLC.
6.2.3.2
5GC-MO-LR Procedure

Figure 6.2.3.2-1 summarizes a 5GC Mobile Originated Location Request (5GC-MO-LR) procedure for a roaming UE. A 5GC-MO-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 6.2.3.2-1. With this procedure:

-
The LMF and VGMLC can be combined to avoid support of the Nlmf SBI in the VPLMN

-
Subscription to MO-LR support is assumed to be provided to the AMF by the UDM and could be provided to the LMF when the LMF requests UE status information from the AMF. As an alternative, the LMF could query the UDM.

-
The LMF is selected by the AMF.
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Figure 6.2.3.2-1 - 5GC Mobile Originated Location Request (5GC-MO-LR) for a roaming UE

1.
The UE performs a service request if in idle state.

2.
The UE sends a supplementary services MO-LR request to the serving AMF indicating a request for a location estimate, location assistance data or sending of a location estimate to an LCS client via transfer to third party (TTTP). For TTTP, the UE identifies the external LCS client and possibly the HGMLC. The MO-LR is sent inside a NAS transport message. The UE may include a default routing identifier in the NAS transport message indicating that the AMF may select any LMF in the VPLMN.

3.
The AMF selects an LMF in the VPLMN based on receiving a default routing identifier in step 2 and invokes the Namf_Communication_N1MessageNotify service operation towards this LMF to transfer the MO-LR request. The AMF includes a SUPI for the UE.
NOTE 1:
The AMF may select the LMF using the NRF service and may make use of an S-NSSAI to support network slicing. Alternatively, LMF selection may occur when a UE first registers as described for Solution 8 in clause 6.8, in which case the LMF address may be part of the UE context in the AMF. 
4.
The LMF invokes the Namf_EventExposure_Subscribe service operation towards the AMF to obtain UE location information and the UE subscription to MO-LR and includes the immediate one time notification flag.

5.
The serving AMF returns UE location information to the LMF (e.g. current access types and any serving cell ID) and UE subscription to MO-LR. The LMF verifies that the UE is subscribed to the MO-LR request received in step 3.

Editor's note:
It is assumed that the Namf EventExposure service operation is extended to allow provision of UE subscription information for an MO-LR. An alternative could be a new service operation. A decision on preferred support is FFS.

6.
If the MO-LR request indicates a request for a location estimate or sending of a location estimate to an LCS client via TTTP, the LMF may perform one or more of the positioning procedures described in clauses 4.13.5.4, 4.13.5.5 and 4.13.5.6 of TS 23.502 [5] in the case of 3GPP access, or the positioning procedures for Solution 13 summarized in clause 6.13.3 in the case of non-3GPP access. The LMF then determines the UE location using information obtained in this step and/or in step 5. If the MO-LR request indicates a request for location assistance data, the LMF performs the positioning procedure described in clause 4.13.5.4 of TS 23.502 [5] in the case of 3GPP access, or the positioning procedure for Solution 13 summarized in clause 6.13.3 in the case of non-3GPP access, to transfer the assistance data to the UE. For procedures involving the UE , the LMF may include a routing identifier identifying the LMF in any positioning message intended for the UE which is sent to the serving AMF (e.g. as at step 1 in Figure 4.13.5.4-1 in TS 23.502 [5]), which the AMF can then forward to the UE in the NAS transport message (e.g. as at step 3 in Figure 4.13.5.4-1 in TS 23.502 [5]). If TTTP was not requested in step 2, steps 7-10 are skipped.

7.
The LMF selects a VGMLC in the VPLMN and invokes the Nlmf_EventNotify service operation towards the VGMLC. The service operation includes the location obtained in step 6, the SUPI for the UE, the LCS client ID and any HGMLC address provided in step 2. This step can be omitted if the LMF and VGMLC functions are combined in the same entity.

8.
The VGMLC forwards the location, the UE identity and LCS client identity to the HGMLC. The VGMLC may determine the HGMLC address if not provided in step 7 from the HPLMN identity inferred from the SUPI.

9.
As an optional optimization, if the HGMLC address is provided by the UE in step 2 or can be determined by the LMF (e.g. based on the HPLMN identity as inferred from the UE identity), the LMF may invoke the Nlmf_EventNotify service operation towards the HGMLC. The service operation includes the location obtained in step 6, the SUPI for the UE and the LCS client ID provided in step 2. When step 9 occurs, steps 7 and 8 are omitted.

10.
The HGMLC provides the UE location and a UE identity to the external LCS client.
11.
The LMF invokes the Namf_Communication _N1N2MessageTransfer service operation towards the AMF to send a supplementary services MO-LR response to the AMF confirming completion of the MO-LR request in step 2 and including any location determined in step 6
12.
The AMF forwards the MO-LR response to the UE in a NAS transport message.
6.2.3.3
Periodic and Triggered 5GC-MT-LR Procedure

Figure 6.2.3.3-1 summarizes a periodic and triggered 5GC-MT-LR procedure for a roaming UE. A periodic and triggered 5GC-MT-LR procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 6.2.3.3-1. The trigger events may comprise any of:

-
UE available event

-
Area event (UE entering, leaving or remaining with the area)

-
Motion event (UE moving by more than a threshold straight line distance from a previous location)

Only one of these events may be requested by an LCS Client or the UE available event may be combined with either a periodic event or another triggered event. When a UE is already available, a request for the UE available event is equivalent to requesting a current location for the target UE. With this procedure:

-
The LMF and VGMLC can be combined to avoid support of the Nlmf SBI in the VPLMN

-
Privacy requirements can be configured in the HGMLC or transferred from the UDM to the HGMLC and are not needed in the AMF

-
The same LMF may be used for each successive periodic or triggered location fix thereby avoiding overhead to assign and release the LMF for each location and enabling use of information obtained by the LMF for previous location fixes

-
Trigger detection occurs in the UE
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Figure 6.2.3.3-1 - Deferred 5GC-MT-LR for periodic, triggered and UE available event for a roaming UE

1.
An external LCS client sends a location request for a periodic and triggered location for a target UE to an HGMLC in the HPLMN for the UE. The location request provides the type of location reporting being requested and associated parameters. For periodic location, the request includes the time interval between successive location reports and the total number of reports. For triggered reporting for an area event, the request includes details of the target area, whether the trigger event to be reported is the UE being inside, entering into or leaving the target area, and whether event reporting shall include UE location estimates. For triggered reporting for the motion event, the request includes a threshold linear distance for triggering a location report and whether event reporting shall include UE location estimates. For the UE available trigger event, no additional parameters are needed. The HGMLC may verify UE privacy requirements.
NOTE 1:
The external LCS client may instead be an NF or an AF which accesses the HGMLC via an NEF as described in clause 6.9 for Solution 9.
2-3.
The HGMLC queries the UDM for the serving AMF address, UE privacy requirements and possibly a VGMLC address, current access type and/or an LMF address in the VPLMN as described for steps 2-3 in Figure 6.2.3.3-1. 
NOTE 2:
The HGMLC may also query the home HSS of the target UE for a serving MME address as described in clause 9.1.1 of TS 23.271 [6]. The deferred EPC-MT-LR procedure for Periodic and Triggered Location described in clause 9.1.19 of TS 23.271 [6] may then be performed instead of steps 4-34 – e.g. if the HSS returns an MME address but the UDM does not return an AMF address.
4-6.
The HGMLC forwards the location request to the LMF via a VGMLC or directly as described for steps 4-6 of Figure 6.2.3.3-1. The HGMLC includes in the location request the AMF address, the UE identity (e.g. SUPI), the type of location reporting being requested and associated parameters, a reference number to be used to identify later responses, and any privacy requirements for the UE. For area event reporting, the HGMLC, VGMLC or LMF may convert the target area into an equivalent set of cells or TAs in the VPLMN. LMF selection (if needed) by the VGMLC may be supported as described for step 5 of Figure 6.2.3.1-1.
7-10.
If the LMF supports the type of periodic and triggered location requested, the LMF returns an acknowledgment to the LCS client, via the VGMLC and/or HGMLC, indicating that the request for periodic or triggered location was accepted.

11-13.
The LMF verifies UE reachability and that the UE is in a connected state as described for steps 7-9 of Figure 6.2.3.1-1.

14-15.
If the UE is not reachable (e.g. is in eDRX or PSM), the LMF invokes the Namf_EventExposure_Subscribe service operation towards the AMF in order to be informed by the AMF when the UE again becomes reachable. At that point and if the UE may not yet be in connected state, the LMF may again perform steps 11-13. The LMF may also perform steps 14-15 to obtain the current access type(s) (i.e. 3GPP and/or non-3GPP) and any serving cell ID for the UE from the AMF after the UE becomes reachable as in steps 12-13 of Figure 6.2.3.1-1.
NOTE 3:
In the event of a change of serving AMF for the UE within the same PLMN when the UE becomes reachable, the old AMF can notify the LMF and the LMF can perform steps 14-15 to obtain the current access type(s) (i.e. 3GPP and/or non-3GPP) and any serving cell ID for the UE from the new AMF.
NOTE 4:
In the event of mobility of a target UE from 5GC to EPC when the UE becomes reachable, the old AMF can notify the LMF. The LMF can then return an error indication to the HGLMC using steps 21-23. The HGMLC can then repeat steps 2 and 3 to query the UDM and HSS for a new AMF and new MME address. When an MME address is returned by the HSS, the HGMLC can perform a deferred EPC-MT-LR for Periodic and Triggered Location as described in clause 9.1.19 of TS 23.271 [6].
16-17.
Once the UE is reachable, the LMF may verify UE privacy requirements, based on UE privacy requirements received from the HGMLC in steps 3-5, via a supplementary services interaction as in steps 10-11 for Figure 6.2.3.1-1.

18.
If triggered location for the UE available event was requested, the LMF performs UE positioning as for step 14 of Figure 6.2.3.1-1. If no other triggered or periodic location reporting was requested, the LMF skips steps 19-20 and 25-34 and performs steps 21-24 to return the UE location to the LCS Client after which the procedure terminates.

19.
If periodic location or triggered location for the area event or motion event was requested, the LMF sends a supplementary services LCS Periodic-Triggered Event Invoke message to the UE via the serving AMF by invoking the Namf_Communication _N1N2MessageTransfer service operation. The message carries the location request information received from the VGMLC or HGMLC, the reference number assigned by the HGMLC and the HGMLC address if the same LMF will not be used in step 27. The LMF includes a routing identifier in the Namf_Communication _N1N2MessageTransfer service operation indicating whether later trigger event reports (in step 27) are to be sent by the UE to the same LMF. The routing identifier would be transferred to the UE by the serving AMF in a NAS transport message used to convey the LCS Periodic-Triggered Event Invoke to the UE and would identify the LMF when use of the same LMF is required. The routing identifier may otherwise be omitted or set to a default value that indicates any LMF.

20.
If the request in step 19 can be supported, the UE returns an acknowledgment to the LMF. which is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation.

21-24.
The LMF sends a response to the LCS client via the VGMLC and/or HGMLC carrying any location estimate obtained at step 18 for the UE available event. When steps 19-20 were performed, the response also confirms that event reporting for periodic or triggered location was activated in the UE. The VGMLC (if used) and optionally the LMF can then release state information for the periodic and triggered 5GC-MT-LR request. If the LMF indicates in step 19 that the same LMF must be used for later trigger event reports (in step 27), the LMF retains state information for the UE.

25.
If steps 19 and 20 are performed, the UE monitors for occurrence of the trigger event requested in step 19 (e.g. a periodic trigger event, an area trigger event or a motion trigger event). When a trigger event is detected, the UE proceeds to step 26.

26.
The UE performs a service request if in idle state.

27.
The UE sends a supplementary services 5GC-MO-LR request to an LMF which is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation. The request indicates an event report for a periodic and triggered location request and includes the type of trigger event being reported, the HGMLC address if received at step 19, and the reference number. The request may also include a location estimate if reporting of a location estimate is required. If requested in step 19, the UE may ensure the MO-LR request is routed by the serving AMF to the same LMF that initiated the periodic and triggered location request by including any routing identifier received at step 19. Otherwise, the UE can include a default routing identifier to indicate that the AMF may select any LMF in the VPLMN.
NOTE 5:
Step 27 does not require the same serving AMF as in steps 16-20 so mobility between AMFs is supported. In the event of mobility of a target UE from 5GC to EPC prior to step 26, the UE may report a trigger event detected at step 25 according to steps 13-24 of Figure 9.1.19.1-1 of TS 23.271 [6] if the deferred EPC-MT-LR procedure for Periodic and Triggered Location is supported by both the UE and EPC.
28.
If a location estimate was not included in step 27 and if reporting of location estimates was requested at step 5 or step 6, the LMF performs steps 12-14 of Figure 6.2.3.1-1 to obtain a location estimate for the UE.

29.
The LMF returns an MO-LR return result to the UE via the serving AMF using the Namf_Communication _N1N2MessageTransfer service operation to confirm that an event report will be sent to the LCS client.

30.
The LMF selects a VGMLC (which may be different to the VGMLC for steps 3-7) and invokes an Nlmf_EventNotify service operation towards the VGMLC with an indication of the type of event being reported, the reference number, the H-GMLC address and a location estimate if this was requested and obtained at step 27 or step 28. This step may be omitted if the LMF and VGMLC are combined.

31.
The VGMLC forwards the information received in step 30 to the HGMLC.

32.
As an optional optimization, steps 30 and 31 are omitted and the LMF instead sends the information in step 30 directly to the HGLMC.

33.
The HGMLC uses the reference number received in step 31 or step 32 to identify the periodic and triggered location request received in step 1 and then sends the location estimate and type of trigger event being reported to the external LCS client.

34.
The UE continues to monitor for further trigger events and instigates steps 26-33 each time a trigger event is detected.

6.2.3.4
Optimized Periodic and Triggered 5GC-MT-LR Procedure

Figure 6.2.3.4-1 summarizes an optimized 5GC-MT-LR procedure for a roaming UE to support periodic and triggered location in the same manner as in Figure 6.2.3.3-1 but with less resource usage and less impact to the UE and LMF. A corresponding optimized procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 6.2.3.4-1. This procedure has the same characteristics as the procedure in Figure 6.2.3.3-1, but in addition:

-
The same LMF is always used for each successive periodic or triggered location fix thereby avoiding overhead to assign and release the LMF for each location and enabling use of information obtained by the LMF for previous location fixes.

-
Support of the supplementary services MO-LR request and response is not needed by the UE or LMF.

-
Trigger detection occurs in the UE, in the LMF or in both the UE and LMF.
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Figure 6.2.3.4-1 - Optimized Periodic and Triggered 5GC-MT-LR for a roaming UE

1-18.
Steps 1 to 18 of Figure 6.2.3.3-1 are performed.

19.
The LMF determines whether to use trigger event detection by the LMF or by the UE - e.g. based on the type of periodic or triggered location being requested, the LMF capabilities, the UE capabilities (if known) and whether the UE employs power saving mode and is currently reachable. For trigger event detection by the LMF, steps 26-27 are performed and steps 20-21 and 28-30 are omitted. For trigger event detection by the UE, steps 20-21 and 28-30 are performed and steps 26-27 are omitted. In some implementations, an LMF may use both types of trigger detection in order to improve trigger detection reliability or if the UE and LMF detect different types of triggers.

20.
For trigger detection by the UE, the LMF sends a positioning protocol (e.g. LPP) message to the UE via the serving AMF using the Namf_Communication _N1N2MessageTransfer service operation. The LMF includes in the message a request for periodic or triggered location reporting by the UE as determined by the LMF in step 19 and the type of location measurements or location estimate to be provided by the UE for location reporting in step 30. The LMF also includes a routing identifier identifying the LMF in the Namf_Communication _N1N2MessageTransfer service operation which is transferred to the UE by the AMF.

21.
If the request in step 20 can be supported, the UE returns an acknowledgment to the LMF in a positioning protocol (e.g. LPP) message. which is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation.

22-25.
Steps 21-24 of Figure 6.2.3.3-1 are performed to confirm that event reporting for periodic or triggered location was activated in the LMF and/or UE and to return any location estimate for the UE available event obtained at step 18 if the UE available event was requested at step 5 or step 6.

26.
For trigger detection by the LMF, the LMF may monitor the status and/or location of the UE by periodically querying the AMF for new UE status and location information and/or subscribing to location event reporting from the AMF such as for a change of access type, cell ID or TA. When periodic location of the UE was requested in step 5 or step 6, step 26 may not be needed.

27.
The LMF uses the information in step 26 or other information (e.g. the current time) to detect when a trigger event has occurred. When a trigger event is detected the LMF proceeds to step 31.

28.
For trigger event detection by the UE, the UE monitors for occurrence of the trigger event requested in step 20. The monitoring may occur while the UE is in idle state and/or while the UE is unreachable from the network (e.g. with eDRX or PSM). The UE may also (e.g. periodically) request assistance data from the LMF to help determine a location, if needed to detect a trigger event. When a trigger event is detected, the UE proceeds to step 29.

29.
The UE performs a service request if in idle state.

30.
The UE sends a positioning protocol (e.g. LPP) message to the LMF which is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation. The request may indicate the type of event being reported and includes any location information (e.g. location measurements or a location estimate) that were requested in step 20. The UE includes the routing identifier received in step 20 to ensure the positioning protocol message is sent to the same LMF which instigated the periodic and triggered location request in step 20.

31.
If inclusion of a location estimate in event reports was requested in step 5 or step 6, the LMF determines a location estimate for the UE based on any location measurements or location estimate received in step 30 in the case of UE trigger event detection or based on UE status or location information obtained in step 26 in the case of LMF trigger event detection. If necessary (e.g. to obtain a more accurate location estimate), the LMF may perform UE positioning as for step 14 of Figure 6.2.3.1-1.

32-35.
Steps 30-33 of Figure 6.2.3.3-1 are performed to return an indication of the trigger event to the external client and a location estimate if this was requested.

36.
For trigger event detection by the LMF, the LMF continues to monitor for and detect further trigger events as in steps 26-27 and instigates steps 31-35 each time a trigger event is detected.

37.
For trigger event detection by the UE, the UE continues to monitor for and detect further trigger events as in step 28 and instigates steps 29-35 each time a trigger event is detected.
6.2.3.5
Low Power Periodic and Triggered 5GC-MT-LR Procedure

Figure 6.2.3.5-1 summarizes a low power variant of the optimized 5GC-MT-LR procedure in subclause 6.2.3.4 for a roaming UE to support periodic and triggered location. A corresponding procedure for a non-roaming UE would comprise a subset of the procedure shown in Figure 6.2.3.5-1. This procedure has the same characteristics as the procedure in Figure 6.2.3.4-1, but in addition:

-
The UE is enabled to report the occurrence of trigger events and provide associated location information using connectionless transfer.

-
Location determination and UE authentication can occur in non-real time in the LMF.

-
Location reports from multiple UEs can be batched by the NG-RAN or N3IWF to the LMF to reduce signalling overhead.

-
Transfer of location reports can be prioritized according to QoS requirements.

-
The option of employing trigger detection in the LMF is not used.
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Figure 6.2.3.5-1 – Low Power Periodic and Triggered 5GC-MT-LR for a roaming UE

1-18.
Steps 1 to 18 of Figure 6.2.3.3-1 are performed.

19.
Step 20 of Figure 6.2.3.4-1 is performed. In addition, the LMF includes in the request for periodic or triggered location reporting a request for the UE to send event reports using connectionless transfer via NG-RAN and includes one or more UE IDs for connectionless reporting, ciphering information, a priority indication and criteria for reporting using connectionless transfer versus a NAS signalling connection.

20.
If the request in step 19 can be supported, the UE returns an acknowledgment to the LMF in a positioning protocol (e.g. LPP) message. which is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation. The UE indicates in the acknowledgment whether sending event reports using connectionless transfer  is supported in addition to sending using a NAS signalling connection.

21-24.
Steps 21-24 of Figure 6.2.3.3-1 are performed to confirm that event reporting for periodic or triggered location was activated in the UE and to return any location estimate for the UE available event obtained at step 18 if the UE available event was requested at step 5 or step 6.

25.
The UE monitors for occurrence of the trigger event requested in step 19. The monitoring may occur while the UE is in idle state and/or while the UE is unreachable from the network (e.g. with eDRX or PSM). The UE may also (e.g. periodically) request assistance data from the LMF to help determine a location, if needed to detect a trigger event. When a trigger event is detected, the UE proceeds to step 26.

26.
The UE determines based on the criteria received in step 19 whether to report the trigger event using connectionless transfer  or a NAS signalling connection. If the UE is already in connected state or can only access the 5GC via a type of RAN node which does not support connectionless transfer, the UE determines to use a NAS signalling connection

27. If the UE determines to use a NAS signalling connection at step 26, the UE performs steps 29-31 of Figure 6.2.3.4-1. The UE then skips steps 28-33.

28.
If the UE determines to use connectionless transfer  at step 26, the UE obtains any location measurements or location estimate requested in step 19. If the UE is using 3GPP access, the UE determines a suitable temporary serving cell and requests and obtains a signalling channel with an associated RAN node in NG-RAN. 

29.
The UE sends a positioning message to a RAN node for 3GPP access or an N3IWF for non-3GPP access. The positioning message includes the routing identifier for the LMF received in step 19, the UE ID or one of the UE IDs received in step 19, an authentication code to authenticate the UE ID and the priority indication received at step 19. The positioning message also includes a positioning protocol (e.g. LPP) message which includes any location measurements or location estimate obtained in step 28 and may identify the type of event being reported. The positioning protocol message may be ciphered using the ciphering information received at step 19. Other content of the positioning message is not ciphered.

30.
The UE and the RAN node release the signalling channel in the case of 3GPP access.

Editor's note:
Details of how a signalling channel would be setup in step 28, used to transfer a positioning message in step 29 and released in step 30 would be for RAN to determine and are outside the scope of the study in this TR. Details on authentication of the UE ID would be for SA3 to approve or determine.

31.
For 3GPP access, the RAN node may obtain uplink location measurements of UE signalling received at step 28 and/or step 29. The RAN node sends a network positioning message included in an N2 Transport message to an AMF. The network positioning message includes any uplink location measurements obtained by the RAN node and the positioning protocol message, the UE ID, the authentication code and the priority indication received at step 29. The RAN node shall also include the routing identifier for the LMF received at step 29 in the N2 Transport message. The RAN node may use the priority indication to expedite sending of the network positioning message and/or to include information for additional UEs related to the same LMF in the same network positioning message. Any information for additional UEs would be treated and processed separately by the LMF.

Editor’s note: The RAN node may use security mechanism defined by SA3 for the connectionless transfer to protect the system.   

32.
The AMF invokes the Namf_Communication_N2InfoNotify service operation towards the LMF indicated by the routing identifier received in step 31. The service operation includes the network positioning message received in step 31.

33.
The LMF identifies the UE using the UE ID in the network positioning message and authenticates the UE ID using the authentication code in the network positioning message. The LMF then deciphers the positioning protocol message in the network positioning message if this was ciphered. If inclusion of a location estimate in event reports was requested in step 5 or step 6, the LMF uses any uplink location measurements included in the network positioning messages and any location measurements or location estimate included in the positioning protocol message to determine or verify a location estimate for the UE. The LMF may use the priority indication in the network positioning message to expedite or retard processing of the network positioning message at step 33.
34-37.
Steps 30-33 of Figure 6.2.3.3-1 are performed to return an indication of the trigger event to the external client and a location estimate if this was requested.

38.
The UE continues to monitor for and detect further trigger events as in step 25 and instigates steps 26-37 each time a trigger event is detected.
**** Next CHANGE ****

6.2.4.1
Impacts to UDM and Nudm SBI
The Nudm_UE ContextManagement service operation defined in TS 23.502 [5] in Release 15 for use by as GMLC in obtaining the serving AMF address for a 5GC-MT-LR can be reused by the LMF Based solution without significant change. The only difference to Release 15 would be to enable the service operation to be used by an GMLC in a different PLMN than the HPLMN to support roaming scenarios.

UDM impact:
same.
Nudm SBI impact:
same + inter-PLMN support.
When slicing dependent location service is supported, the Nudm SBI needs to support the providing of S-NSSAI in the Nudm_CM_Get response. 
**** End of CHANGE ****
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