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* * * First Change * * * *

6.1.2.2.2
Distribution of the policies to UE

The UE access selection and PDU Session related policy control policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

The PCF may provide the UE access selection and PDU Session related policy information at the initial Registration procedure, when Subscribed S-NSSAIs changes or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [3]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF is under a predefined size limit, known by the PCF. If this predefined limit is exceeded then PCF splits the UE access selection and PDU related policy information. To enable such a split and allow a subsequent parial update, the UE access selection and PDU Session related policy information is divided into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). Each Policy Section provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF. The PCF may provide several such Policy Sections to the UE in combination provided that their combined size does not exceed this predefined limit. The PCF delivers to the UE transparently via the AMF.

A list of self-contained UE access selection and PDU session related policy information implies that:

-
when the PCF delivers URSP rules to the UE, the PCF provides the list of URSP rules in the order of precedence;

-
when the PCF delivers WLANSP rules, the list of WLANSP rules relevant for the UE are provided in the order of priority;

-
when the PCF delivers the non-3GPP access network selection information the list of non-3GPP access network selection information relevant to the UE are provided.

The PCF may divide the UE access selection and PDU Session related policy information into different Policy Sections, each one identified by a Policy Section Identifier (i.e. PSI). The PSI is assigned by the PLMN. 
NOTE 1:
PSI list can be different per user. One PSI and its corresponding content can be the same for one or more users.

NOTE 2:
PCF may, for example, assign the URSP as one whole Policy Section, or it may subdivide the information in the URSP into multiple Policy Sections by assigning one or several URSP rules to each Policy Section.

The AMF forwards the UE access selection and PDU Session related policy information to the UE. The UE updates the stored UE access selection and PDU Session selection policies with the one provided by the PCF as follows:

-
If the UE has no Policy Sections with the same PSI, the UE stores the Policy Section;

-
If the UE has existing Policy Sections with the same PSI, the UE replaces the stored Policy Section with the received information;
-
The UE may remove the stored Policy Section if the received information content is empty.

NOTE 3:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

PCF maintains per UE the Latest Version Delivery Status of each Policy Section. The Latest Version Delivery Status indicates whether the latest version of the Policy Section is successfully distributed or removed on the UE. PCF also maintains per UE the PEI of the UE device.
At Initial Registration, the UE requests the UE access selection and PDU Session related policy information from the PCF, and the PCF provides only the Policy Sections which have not been delivered to the UE. PCF determines the Policy Sections to be delivered to the UE based on Latest Version Delivery Status of each Policy Section. In case of USIM change or any other event happened on UE, the UE provides in the request the PEI or an indicator of UE policy information synchronization to retrieve all the the UE access selection and PDU Session related policy information applicable to the UE. The UE shall indicate that it does not support ANDSP to PCF if the UE does not support non-3GPP access. The PCF shall not send ANDSP to UE in this case. The AMF provides the UE access selection and PDU Session related policy information to PCF in the Npcf_AMPolicyControl_Create procedure.


When the PCF receives Npcf_AMPolicyControl_Create,  it retrieves from the UDR the list of PSIs to be distributed to the UE and the previously used PEI for this SUPI. For the PSI which there’s no available content in the PCF, it also retrieves from the UDR of the PSI content.The PCF then provides an updated list of PSIs and corresponding contents to the AMF in the Npcf_AMPolicyControl_Create Response. When the currently used PEI is different from the previously used PEI and/or an indicator of policy information synchronization is received in Npcf_AMPolicyControl_Create, the PCF provides all the PSI and the corresponding contents in the Npcf_AMPolicyControl_Create Response. If the PCF decides to split the UE policies to be sent to the UE, the PCF uses Npcf_AMPolicyControl_UpdateNotify service and then AMF uses UE configuration Update procedure for transparent UE policies delivery procedure to deliver the policies to the UE, this is defined in TS 23.502 [3] clause 4.2.4.3 and clause 4.16.

The PCF maintains the latest list of PSIs delivered to each UE as part of the information related to the Policy Association until the Npcf_AMPolicyControl_Delete is received from the AMF. Then PCF stores the latest list of PSIs,  its contents and the Latest Version Delivery Status of each PSI in the UDR using the Nudr_UDM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry". The PCF also stores PEI in the UDR using the Nudr_UDM_Update including DataSet "Policy Data" and Data Subset "UE context policy control".
PLMN ID is provided to UE and used to indicate which PLMN a PSI list belongs to.
NOTE 4:
The UE doesn't provide to the PCF the list of pre-configured PSIs stored in the UE.

NOTE 5:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.
* * * Next Change * * * *

6.2.1.3
Policy control subscription information management

The PCF may request subscription information at PDU Session establishment and at UE Context Establishment.

The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.

NOTE:
How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].

The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information

	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Previously used PEI
	Permanent Equipment Identifier of the UE device used in the last AM policy association of the UE. 
	Optional


The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control" is described in Table 6.2-2.

Table 6.2-2: PDU Session policy control subscription information

	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows in the DNN
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce policies based on subscriber spending limits
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment
	Optional

	Charging related information
	This part defines the charging related information in the policy control subscription profile
	

	Default charging method
	Default charging method for the PDU Session (online / offline)
	Optional

	CHF address
	The address of the Charging Function
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service)
	Optional

	Start date
	Start date and time when the usage monitoring profile applies
	Optional

	End date
	End date and time when the usage monitoring profile applies
	Optional

	Volume limit
	Maximum allowed traffic volume
	Optional

	Time limit
	Maximum allowed resource time usage
	Optional

	Reset period
	Time period to reset the remaining allowed consumed usage for periodic usage monitoring control (postpaid subscriptions)
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services
	Conditional (NOTE 1)

	NOTE 1:
The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)


Table 6.2-3: Remaining allowed usage subscription information

	Information name
	Description
	Category

	Remaining allowed usage related information
	This part includes a list of Remaining allowed usage associated with the subscriber.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level)
	Optional

	Volume usage
	Remaining allowed traffic volume
	Optional

	Time usage
	Remaining allowed resource time usage
	Optional

	NOTE 1:
The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included)


The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.

The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.

The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.

The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.

Handling of operator specific policy data by the PCF is out of scope of this specification in this release.

The policy control subscription profile information provided by the UDR at UE context establishment using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" is described in Table 6.2-4.

Table 6.2-4: Policy Set Entry

	Information name
	Description
	Category

	PSI
	Policy Section Identifier. The reference to the Policy Section information,
	Optional

	Latest Version Delivery Status
	It indicates whether the latest version of the policy section is successfully delivered. When the rule content is newly added or updated by the operator, the Latest Version Delivery Status is set to “NO”.
(NOTE)
	Optional

	NOTE: PCF also maintains Latest Version Delivery Status of the policy section, and only when the policy section is successfully delivered to the UE, PCF sets the the Latest Version Delivery Status to “YES”.


The subscriber data provided by the UDR using Nudr service for Data Set "Subscriber Data" and Data Subset "Access and Mobility Subscriber Data" is described in TS 23.502 [3], Table 5.2.3.3.1-1.
* * * End of Changes * * * *


