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1. Discussion
Key issue EPC-2 is about how to provide " RLOS request indication". Three solutions have been proposed for this key issue: 
· Solution #2
· Solution #3
· Solution #9
For this key issue solution #2 and #3 both propose that if the PLMN advertises its support of RLOS, the UE shall indicate in the Attach Request that the attachment is for RLOS. In such case, and if the network supports RLOS, the network shall skip the authentication, establish a default PDN connection to a specific RLOS APN as part of the Attach procedure, and accept the Attach.
Solution #9 also proposes that during the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access. Based on the RLOS indication in the RRC signalling, the RAN node applies the following RLOS-specific access control (see other papers related to why this is not appropriate) and performs appropriate MME selection.

2. Proposal
Based on that it is proposed that for key issue EPC-2 to agree on the following: 

· if the PLMN advertises its support of RLOS, the UE shall indicate in the Attach Request that the attachment is for RLOS. In such case, and if the network supports RLOS, the network shall skip the authentication, establish a default PDN connection to a specific RLOS APN as part of the Attach procedure, and accept the Attach.
· during the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access. Based on the RLOS indication in the RRC signalling, the RAN node performs appropriate MME selection.
>>>Start Changes<<<
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Evaluation

Editor's note:
This clause will provide a general evaluation of the solutions.
Key issue EPC-2 is about how to provide " RLOS request indication". Three solutions have been proposed for this key issue: 

· Solution #2
· Solution #3
· Solution #9
For this key issue solution #2 and #3 both propose that if the PLMN advertises its support of RLOS, the UE shall indicate in the Attach Request that the attachment is for RLOS. In such case, and if the network supports RLOS, the network shall skip the authentication, establish a default PDN connection to a specific RLOS APN as part of the Attach procedure, and accept the Attach.
Solution #9 also proposes that during the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access. Based on the RLOS indication in the RRC signalling, the RAN node applies the following RLOS-specific access control (for which there are no service requirements in rel.15) and performs appropriate MME selection.

9
Conclusions

Editor's note:
This clause will capture agreed conclusions from the study.
For key issue #EPC-1 it is concluded to adopt the following: 

· if the PLMN advertises its support of RLOS, the UE shall indicate in the Attach Request that the attachment is for RLOS. In such case, and if the network supports RLOS, the network shall skip the authentication, establish a default PDN connection to a specific RLOS APN as part of the Attach procedure, and accept the Attach.
· during the RRC connection establishment procedure, the UE indicates in the RRC signalling that the RRC connection is for RLOS access. Based on the RLOS indication in the RRC signalling, the RAN node may perform appropriate MME selection. In addition, to ease network congestion due to RLOS, eNB may reject the RRC connection establishment with extended wait timer. UE shall not attempt to establish a new RRC connection with RLOS RRC establishment cause, in the same PLMN but the UE can establish RRC connection for other services e.g. emergency or normal service. How eNB determines to reject RLOS request is implementation specific.
>>>End of changes<<<
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