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1
Overall description
Per TS 22.101 CR546 
(S1-181396) for Rel-16, RLOS services can be accessed by unauthenticated UEs and authenticated UEs in limited service state. The following is quoted from TS 22.101:
…The local operator can restrict unauthenticated UEs to be able to access restricted local operator services exclusively.

Authenticated UEs in limited service state may also be able to use restricted local operator services.  

In S2-181450/S3-180347 (SA2#126), SA3 provided the following preliminary feedback on the questions in S1-174604:
· Whether it can be assumed that an UE (authenticated or unauthenticated) is always aware that its request is for a Restricted Local Operator Service, hence the UE shall indicate it to the network.
SA3 response:

SA3 believes that, as the RLOS service is unprotected at the 3GPP level, a UE that does not wish to use the RLOS service explicitly should not be able to access the RLOS service as this would result in a bidding down attack and an unexpected loss of privacy for that user.  Therefore SA3 agrees with SA1 that the UE shall pass an explicit indicator to the network for the use of RLOS before access to RLOS is granted.

SA2 would like to clarify that RLOS service is not necessarily unprotected at the 3GPP level. An authenticated UE could use the same security protection measures for RLOS services as for usual 3GPP access. The relevant use case is the situation where a UE can be authenticated but is in limited service state, e.g. due to being in a forbidden area.
With the above, SA2 would like to ask SA3 the following question:

Question: When a UE that can be authenticated attempts to connect to a network for RLOS service, should that UE always be authenticated by the network? 
2
Actions
ACTION: 
SA2 kindly asks SA3 to provide feedback to the question above.
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Dates of next TSG SA WG2 meetings
TSG SA WG2 Meeting 128bis
20 - 24 Aug 2018


Sophia Antipolis, France

TSG SA WG2 meeting 129
15 - 19 Oct 2018


Dongguan, China

�TS 22.101 v16.0.0 is not yet available.






