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Abstract of the contribution: This contribution proposes a use case for NWDAF exposing analytics to OAM and the associated KI.
1 Introduction
Based on the discussion in S2-186666, this paper proposes the following changes for TR23.791:
· Add a new Use Case: NWDAF Assisted Network Slice Resource Adjustment
· Update the KI#4: NWDAF exposure analytics to OAM
2 Proposal
It is proposed to make the following changes to the TR 23.791.

* * * * Start of 1st Change * * * * 
[bookmark: _Toc516467365][bookmark: _Toc473190644][bookmark: _Toc500949091]5.2.4	Key Issue 4: Interactions with OAM for Data Collection and Data Analytics Exposure
[bookmark: _Toc516467366]5.2.4.1	Description
Use cases listed have a common requirement that NWDAF can use for analytic purposes some data that is available in OAM system.
The following topics should be addressed by SA2 in collaboration with SA5.
-	Framework for making OAM data available to NWDAF.
-	How/whether NWDAF is to retrieve the network level KPIs from OAM
-	Framework for making NWDAF data analytics available to OAM;
-	Granularity of Data analytics provided by NWDAF to OAM
-	What data and Hhow the data can be provided from OAM to NWDAF?
-	Several metrics and KPIs are already defined for OAM (TS 28.XXX series). Could such metrics be reused for NWDAF as set of basic data from each NF?
-	Could NWDAF use the already existing services provided by the OAM?
- How to ensure that different NFs and OAM will not consume the same analytics from NWDAF and avoid the triggering of simultaneous and potentially unnecessary changes in 5GS network?

[bookmark: _Toc516467367]5.2.4.2	Requirements
The NWDAF shall be able to have access to data from the OAM.
The NWDAF shall be able to provide analytics to OAM if required by OAM.
A flexible framework for making OAM data available to NWDAF (interfaces, basic information model and extension rules) should be defined.
The NWDAF should be able to refine the scope of required information as needed.
The 5GC should be able to enforce authentication and authorization of the NWDAF for a certain data access.
* * * End of Change * * * 
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