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1.	Proposal 
It is proposed the following KI is added to TR 23.740

***********************PROPOSED TEXT********************************

[bookmark: _Toc516555628]6.X	Solution #X: Solution to Key issue#1: Mutual exclusion awareness in UE.
[bookmark: _Toc516555629]6.X.1	Introduction
As per definition of Mutually exclusive Network Slices:
The access to Network Slices is considered to be mutually exclusive for a UE when their respective S-NSSAIs are both present in the UE’s subscription and the UE is prevented from accessing both S-NSSAIs simultaneously.
The case exists a UE may attempt to request in a Registration Request e.g. two S-NSSAIs in the Requested NSSAI are not compatible. It is assumed the network then detects this is an incorrect NSSAI, accepts the Registration request, places the UE in default slices as subscribed by the UE (possibly this causes a AMF change, and as a reminder the default NSSAIs must be mutually compatible), and indicates to the UE that there were incompatible S-NSSAIs. The automatic UE configuration procedures ought to also get triggered as per the existing TS 23.501.
It is clear however that if the UE is not provided by the network with the exact S-NSSAIs that were incompatible and assuming the UE may subsequently request a number of S-NSSAIs >2, before the UE can eventually form a mutually compatible set of S-NSSAIs in a Requested NSSAIs, including one of the S-NSSAIs that were detected as incompatible, it may take a number of trials and errors. This would be the result of allowing a current Rel-15 UE to be provisioned with some S-NSSAIs that are mutually incompatible. 
Hence, unless rel-15 is updated e.g. in the late drop, in Rel-15 a UE cannot be provisioned with mutually incompatible S-NSSAIs unless the operator is ready to accept that a suboptimal behaviour and a number of trial and errors may be involved in using certain slices. However, these trials and errors may be unacceptable for the correct operation of a mutually exclusive slice (e.g. a public safety slice may not welcome a trial and error phase before some mission critical data or media can be exchanged over the public safety slice, but this slice may have to coexist with e.g. a V2X slice on a police car).
For this reason we need to specify some means by which:
1) A properly configured UE never requests mutually exclusive slices in a requested NSSAI
2) Error cases can be handled in a way that the network can provide the UE with the rules that avoid future repetition of the error, for UEs that are compliant to the solution proposed.
3) There are no trial end errors once 1 and 2 are implemented in the system
Whether a late Rel-15 change needs to be considered (aligned with the late Rel-15 drop) will be part of the conclusions of the study.
Editor’s note: compatibility with rel-15 UEs and network needs to be assessed.
 

[bookmark: _Toc516555630]6.X.2	Functional description
It is proposed that for each S-NSSAI in the UE subscription, a Mutual Exclusion Class Information is associated. This information identifies whether a certain S-NSSAI can be used with other S-NSSAIs and rules to define such coexistence
It is proposed (but this is subject to further discussion) that in Rel-16 these classes of mutual exclusion are identified by means of Mutual Exclusion Class Information, which identifies classes of slices that can be used simultaneously:

Table 5.15.x-1 – Mutual Exclusion Class Information
	S-NSSAI 
Mutual exclusion class
	Rule

	0
	No constraint defined for the S-NSSAI

	1
	S-NSSAI can be used alongside S-NSSAIs with same SST field value

	2
	S-NSSAI can be used alongside S-NSSAIs with same SD field value

	3
	S-NSSAI cannot be used alongside any other S-NSSAI

	4
	S-NSSAI can be used only alongside class 4 S-NSSAIs (Operator defined)

	5
	S-NSSAI can be used only alongside class 5 S-NSSAIs (Operator defined)

	6
	S-NSSAI can be used only alongside class 6 S-NSSAIs (Operator defined)

	7
	S-NSSAI can be used only alongside class 7 S-NSSAIs (Operator defined)

	8
	S-NSSAI can be used only alongside class 8 S-NSSAIs (Operator defined)

	9
	S-NSSAI can be used only alongside class 9 S-NSSAIs (Operator defined)

	10
	S-NSSAI can be used only alongside class 10 S-NSSAIs (Operator defined)

	11
	S-NSSAI can be used only alongside class 11 S-NSSAIs (Operator defined)

	12
	S-NSSAI can be used only alongside class 12 S-NSSAIs (Operator defined)

	13
	S-NSSAI can be used only alongside class 13 S-NSSAIs (Operator defined)

	14
	S-NSSAI can be used only alongside class 14 S-NSSAIs (Operator defined)

	15
	S-NSSAI can be used only alongside class 15 S-NSSAIs (Operator defined)



Classes 0-3 are standardised, and offer global interoperability. They identify the obvious classes of slices that are compatible with any other slice, those that are isolated (so not compatible with any other slice) and :
· Those  slices that can be used simultaneously with any other slice of the same type in the UE and share same dedicated AMFs for the SST in the CN
· Those  slices that can be used simultaneously with any other slice of the same SD filed (e.g. all slices from same tenant, e.g. from same vertical customer) by a the UE and e.g. can share same AMF dedicated for the SD in the CN.
Classes 4-15 are operator specific. They define coexistence classed valid across a PLMN. 
An S-NSSAI cannot be used simultaneously with S-NSSAIs that do not belong to the same Mutual Exclusion Class or do not meet the related standardised Mutual Exclusion Class definition if applicable. 
Based on the above proposal, it follows that there can be 12 operator specific coexistence classes and 4 standardised ones. If more (or fewer) classes were deemed needed can be discussed and so the total number can be decided in normative phase.
A VPLMN can decide, for inbound roamers, that some of the HPLMN coexistence classes are modified to other operator-specific values in VPLMN, and this information can be sent together with the configured NSSAI or Allowed NSSAI for the VPLMN, as long as this is consistent with the intended behaviour by the HPLMN (i.e. Network Slices that are incompatible in HPLMN, remain so in the VPLMN). 
If the mutual exclusion rules specified in the S-NSSAI Mutual Exclusion Class Information, which the serving PLMN receives from the UDM as part of the UE subscription data, are not met by a Requested NSSAI in a Registration Request message, the Requested NSSAI is considered as not valid and the AMF shall return in the Registration accept to the UE (which includes only default S-NSSAIs in Allowed NSSAI, alongside their coexistence class information which is the same as all the Default S-NSSAIs shall be enabled to be used at the same time) a cause code indicating that the UE has provided an invalid Requested NSSAI due to Mutual Exclusion reasons, but the S-NSSAIs in the Requested NSSAI shall not be stored as Rejected S-NSSAIs unless the AMF detected some of them were not supported in the TA or in the PLMN for the UE, in which case these S-NSSAIs are indicated by the AMF as rejected S-NSSAIs. 
Then, this triggers the UE configuration to be updated, e.g. the registration accept may also provide a Configured NSSAI including the UE the Mutual Exclusion class Information. 
If a HPLMN requires the Mutual Exclusion to be supported while the UE is roaming, in a Rel-15 network, this can be supported by provisioning in the UE a Configured NSSAI for the HPLMN with the Mutual Exclusion Class Information for each S-NSSAI. and the UE shall respect these rules when using the S-NSSAIs in the Rel-15 network, with the standing assumption Rel-15 network can always support any set of S-NSSAIs. However the HPLMN cannot rely on the VPLMN to enforce the Mutual exclusion rules, or expect that the VPLMN is respecting the Mutual Exclusion by allocating dedicated fucntions (e.g AMF) that are e.g. handling only S-NSSAIs belonging to the same Mutual exclusion class. The Rel-15 VPLMN is also not able to use the Mutual exclusion information in the UE subscription.

[bookmark: _Toc516555631]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures for the solution.

[bookmark: _Toc516555632][bookmark: _Hlk517688998]6.X.4	Impacts on existing entities and interfaces
-	UE: support of Mutual Exclusion Class Information and procedures that include it for its configuration in the UE from the network.
-	AMF: enforcement of the Mutual Exclusion Class Information received from UDM and/or inclusion in NSSF queries as part of sending the Subscribed S-NSSAIs.
-	NSSF: enforcement of the Mutual Exclusion Class Information
-	UDM: Handling of the Mutual Exclusion Class Information.
[bookmark: _Hlk500857602]
[bookmark: _Toc516555633]6.X.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.



***********************END of PROPOSED TEXT***************************
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