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1
Proposal
It is proposed to agree the following pCR for inclusion in TR 23.743.

######################### START CHANGES ###########################
6.Y
Solution #Y: UE manufacturer-specific UE capability ID
6.Y.1
Introduction
This solution addresses Key Issue X1 (How are the UE capabilities identified?).

6.Y.2
Functional Description

In this solution the UE Radio Capabilities are identified with a UE capability ID that has the following salient characteristics:

-
The UE capability ID is a short pointer (e.g. 2-3 octets; the exact size is to be determined by RAN) that together with the TAC field in the PEI uniquely identifies a set of UE Radio Capabilities.

-
The TAC field uniquely identifies the UE manufacturer.

-
The UE capability ID is assigned by the UE manufacturer.
-
The UE is configured with one or more UE capability IDs that map into distinct set of UE Radio Capabilities.

-
At any given instant the UE has only one UE capability ID that is indicated to the network.

6.Y.3
Procedures

Void.

6.Y.4
Impacts on existing entities and interfaces

Void.
######################### NEXT CHANGE ###########################
6.X
Solution #X: UE capability ID indicated in Access Stratum and N2
6.X.1
Introduction
This solution addresses Key Issues X2 (Where are the UE radio capabilities stored?) and X3 (How are the UE radio capabilities managed?).

6.X.2
Functional Description

This solution has the following salient characteristics:

-
UE indicates the UE capability ID (e.g. as defined in clause 6.Y) in initial access stratum signalling to the RAN node, which further conveys it to the AMF using N2 signalling.
-
The dictionary used for translation of the UE capability ID [possibly in combination with PEI or another parameter, depending on the solution to Key Issue X1] into an explicit set of UE Radio Capabilities is stored in the AMF or in a stand-alone Network Function in the 5GC that can be queried by the AMF.

6.X.3
Procedures

If the UE is configured with one or more UE capability IDs, it provides one of these parameters in initial access stratum signalling. The UE capability ID is conveyed to the AMF in an N2 message.

The AMF uses the UE capability ID [possibly in combination with PEI or another parameter, depending on the solution to Key Issue X1] to retrieve the explicit set of UE Radio Capabilities. The explicit set of UE Radio Capabilities is stored locally in the AMF or is fetched from a stand-alone Network Function in the 5GC architecture.

If the AMF is successful with the retrieval, the AMF signals the explicit set of UE Radio Capabilities to the RAN in the N2 REQUEST message.

If the AMF is unable to retrieve the explicit set of UE Radio Capabilities corresponding to the UE capability ID [possibly in combination with PEI or another parameter, depending on the solution to Key Issue X1], the AMF shall not send any UE Radio Capability information to the RAN in that message. This triggers the RAN to request the UE Radio Capabilities from the UE and to upload it to the AMF using an N2 notification message.
6.X.4
Impacts on existing entities and interfaces

This clause illustrates the changes to existing procedures in TS 23.502. Only the impacted steps in the call flows are described. New text is provided in italics.
6.X.4.1
Registration procedure
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Figure 6.X.4.1-1: Registration procedure (same as TS 23.502 Figure 4.2.2.2.2-1)
1.
UE to (R)AN: AN message (AN parameters, Registration Request (Registration type, SUCI or 5G-GUTI or PEI, last visited TAI (if available), Security parameters, Requested NSSAI, [Mapping Of Requested NSSAI], UE 5GC Capability, PDU Session status, List Of PDU Sessions To Be Activated, Follow on request, MICO mode preference, Requested DRX parameters, UE support of Request Type flag "handover" during the attach procedure) and the list of PSIs).


The AN parameters may also include a UE Capability ID.

NOTE 1:
The UE Capability ID can be included if the Registration type indicates Initial Registration or Mobility Registration Update.

3.
(R)AN to new AMF: N2 message (N2 parameters, Registration Request (as described in step 1) and UE access selection and PDU session selection information).


The N2 parameters also include the UE Capability ID if it was provided by UE in step 1.

11.
[Conditional] new AMF to UE: Identity Request/Response (PEI).


If the UE Radio Capability ID was included in step 3 the AMF uses the UE Capability ID [possibly in combination with PEI or another parameter, depending on the solution to Key Issue X1] to determine the explicit UE Radio Capability based on preconfigured mapping information. The determination of the UE Radio Capability may involve a query to a stand-alone NF that stores the translation dictionary. If the determination of the UE Radio Capability is successful the AMF stores the UE Capability ID and optionally the UE Radio Capability in the UE context, overwriting any existing stored values.
22.
New AMF to UE: Registration Accept (5G-GUTI, Registration Area, Mobility restrictions, PDU Session status, Allowed NSSAI, [Mapping Of Allowed NSSAI], [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI], Periodic Registration Update timer, LADN Information and accepted MICO mode, IMS Voice over PS session supported Indication, Emergency Service Support indicator, Accepted DRX parameters, Network support of Interworking without N26).


If the UE Radio Capability is available in the AMF, the UE Radio Capability is provided to NG-RAN by AMF in this step.
Editor’s Note: It is FFS whether there is a benefit in sending the UE Radio Capability to NG-RAN earlier in this call flow.
6.X.4.2
UE Triggered Service Request
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Figure 6.X.4.2-1: UE Triggered Service Request procedure (same as TS 23.502 Figure 4.2.3.2-1)
12.
AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, AMF Signalling Connection ID, Handover Restriction List, Subscribed UE-AMBR, MM NAS Service Accept, list of recommended cells / TAs / NG-RAN node identifiers).


If the UE Radio Capability is available in the AMF, the AMF adds the UE Radio Capability in the N2 Request message to the (R)AN nodes.

6.X.4.3
RAN retrieval of UE Radio Capability

Similar procedure already exists in TS 23.502 clause 4.2.8a (UE Capability Match Request procedure). It is proposed here as a new stand-alone procedure for clarity.

If the AMF has not provided the UE Radio Capability as part of establishment of UE context in the RAN, the RAN retrieves the UE Radio Capability over the radio interface and notifies the AMF using the N2 UE Capability Info Indication message.
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Figure 6.X.4.3-1: RAN retrieval of UE Radio Capability (new)
1.
If the (R)AN has not already received the UE radio capabilities from the AMF, the (R)AN requests the UE to upload the UE radio capability information.

2.
The UE provides the (R)AN with its UE radio capabilities sending the RRC UE Capability Information.

3.
The (R)AN sends the UE Radio Capability to the AMF. The AMF stores the UE Radio Capability without interpreting it for further provision to the (R)AN as per TS 23.501 [2] clause 5.4.4.1.

######################### END CHANGES ###########################
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3 N2 UE Capability Info Indication
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