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1
Introduction
It proposes a new solution on how to establish the PDU session for the trusted non3GPP access. Similar with the solution defined in untrusted non3GPP access, the different IP address is used to identify the different PDU session, and the GRE layer carries the QFI/RQI.   
2
Proposal 

It is proposed to agree the following P-CR to TR 23.716.
********************* start of changes ****************
7.1.3.4
NAS transport and User-Plane Aspects

7.1.3.4.1
General

This clause specifies (a) how NAS messages are transported between the UE and TNGF-CP and (b) how user-plane (UP) data is transported between the UE and TNGF-UP.

For creating connections between the UE and TNGF for NAS transport and UP data transport, a certain protocol is required on the NWt reference point. This is schematically shown if the figure below. Note that non-seamless offload traffic (i.e. UP traffic carried outside of a PDU session) does not need to be tunnelled to the TNGF.
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Figure 7.1.3.4.1-1: NWt connections for NAS transport and UP data transport

Various mechanisms can be applied to establish connections for NAS transport and UP data transport. The following options are considered below. These options should be evaluated and the best option should be selected.

-
Option 1: IKEv2 and IPsec with NULL encryption.

-
Option 2: NWt protocol between the UE and TNGF.
-
Option 3: IP protocol between the UE and TNGF.
Editor's note:
More options may be considered and evaluated.

Several existing tunnelling protocols could be used between the UE and TNGF, including L2TP, PPTP, etc., but none of these protocols is sufficient to meet the requirements of trusted non-3GPP access operation and specifically the mobility requirements.

********************* Next change ****************
7.1.3.4.4
Option 3: IP layer between the UE and the TNGF

In this solution, the TNAP forwards the DHCP message from UE to the TNGF. The TNAP behaves as the DHCP relay. 
This solution assumed that the UE has 1 IP address assigned to transport NAS and 1 different IP address assigned for each PDU session.
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Figure 7.1.3.4.4-1: PDU session procedure
0a. The UE registers to the 5GC as defined in 7.1.3.3 from step 1-11. Especially, the UE receives the NAS IP address allocated by the TNGF as defined in the subclause 7.1.3.3 step 9b.

0b-0d. The UE requests the IP address via DHCP message as defined in 7.1.3.3 step 12.  The TNAP forwards the DHCP message from UE to the TNGF. The UE includes the UE ID and the TNGF NAS IP address as the Server IP address in the DHCP request message. The UE ID, e.g. the UE NAI, is used by the TNGF to identify the UE. 

The TNGF allocates the UE IP address and sends back to the UE via DHCP ACK. 

The following NAS message can be encapsulated in the IP header with the TNGF NAS IP and UE IP address. 

1. The UE sends the PDU session establishment request message . This NAS message is encapsulated by the NAS IP and the UE IP address. 

2-5. The same steps as defind in the 3GPP TS 23.502 to establish PDU session. 

 6. After receiving the PDU Session Establishment Accept message, the UE triggers the DHCP information message to the TNGF.  In the DHCP information message, the UE includes the PDU session ID in the DHCP Option IE. 

7. The TNGF allocates the TNGF user plane IP address for the PDU session, and stores the binding relationship betweent the TNGF user plane IP address and the PDU session ID. 

8. The TNGF sends the TNGF user plane IP address with the related PDU session ID to the UE. 

In user plane, the UE encapsulates the PDU session data with the GRE layer and the IP layer. The different TNGF user plane IP address can be used to identify the different PDU session, and the GRE layer can be used to carry the QFI/RQI.  

Editor’s Note: security aspects need further considerations, for example how to detect that a UE message is coming from a different UE which has spoof the IP address of a legitimate UE.
********************* Next change ****************
6.11.3
5GC-capable UE behind 5G-RG using 802.1x with 3GPP credentials

6.11.3.2
General

This sub-solution is applicable when 802.1x (EAP over LAN) and 3GPP credentials are used to associate with the WLAN. In this option, the solution for trusted N3GPP is used as baseline but with the additional property that the service is offered via a wireline access and a 5G-RG. FN-RG is not applicable for this case since changes may be needed in the RG (FN-RG is not supporting the role of EAP Authenticator). This option can typically be used in case a service provider offers services via wireline access to all the subscribers of the service provider.

· The combination of 5G-RG and W-5GAN will act as a trusted N3GPP access network from the 5GC-capable UE and 5GC perspective. Solution #1 described in clause 7.1 is used as baseline but it is expected that any solution selected for trusted N3GPP can be re-used/enhanced for this scenario as well.
6.11.3.3
PDU session establishment procedure

The procedures in 7.1.3.4.2 (step 14-19) or 7.1.3.4.3 (step 14-19) or 7.1.3.4.4 (Step 1-8) can be followed depending on what option is selected.

At step 16b, the W-5GAN can setup QoS reservations for the 5G-RG.

Interface between 5G-RG and W-5GAN will be defined by BBF. 

Editor’s note: FFS if null encryption can be used both for CP and UP for 5G-RG access
********************* End of changes ****************
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