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Abstract of the contribution: This contribution proposes the potential way to achieve the mutually exclusive access to Network Slices for UEs.
Discussion
In FS_eNS SID, Mutually Exclusively Access to Network Slices is defined as the access to Network Slices is considered to be mutually exclusive for a UE when their respective S-NSSAIs are both present in the UE’s subscription and the UE is prevented from accessing both S-NSSAIs simultaneously. 
Also, in Key Issue#1: Mutually exclusive access to Network Slice, it describes some scenarios that UE is restricted from using two services (S-NSSAIs) simultaneously. For achieving this, some issues are presented. Among all the issues, one issue which is 

· Which information is used to support mutually exclusive access to Network Slices in the UE and/or in the network?
· How to support the UE to select the particular network slice(s) that can serve the UE simultaneously?

Based on the architectural assumptions and requirements, mutually exclusive access to network slices should
· Support of the mutually exclusive access to network slices in a PLMN shall not impact Rel-15 UEs’ behaviour

· The network operator shall be able to ensure that UE is prevented to access Network Slices which are mutually exclusive for that UE

Therefore, it proposes to reuse the existing message to achieve the negotiation between the UE and the network for the support of mutually exclusive access to network slices. 
In clause 5.15 of TS 23.501, if UE wants to access to network slice instance(s), UE needs to provide Requested NSSAI to RAN and core network. In addition, Requested NSSAI can be the combination of Configured NSSAI for Serving PLMN/HPMN and Allowed NSSAI. After selecting serving AMF, 
1) Either the serving AMF can verify the Requested NSSAI with Subscribed S-NSSAIs retrieved from UDM to determine the Allowed NSSAI or 

2) the serving AMF can query NSSF with Requested NSSAI, Subscribed S-NSSAIs and other necessary information to NSSF to obtain the Allowed NSSAI.
The above operations from Serving AMF are to determine the valid S-NSSAIs for UE via comparisons with Subscribed S-NSSAIs as the Allowed NSSAI. The network at this step, it does not consider the mutually exclusive access to Network Slices. However, the network may obtain the requests from AFs that some applications/services are not allowed access together by a UE, therefore, the network needs to inform the UE and make the UE not to access those mutually exclusive application/services.

Avoiding to increase additional signalling message, the Allowed NSSAI can play as the message to inform the UE how the S-NSSAIs sent by UE are mutually exclusive by combining those S-NSSAIs which can be accessed simultaneously as the Allowed NSSAI. When UE receives the Allowed NSSAI, UE can get the information that which S-NSSAI(s) are mutually exclusive when comparing with Requested NSSAI.
Proposal
According to the above discussion, it proposes the following 

Allowed NSSAI can be composed of the combination of S-NSSAIs that can be simultaneously accessed by UE.
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