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Abstract of the contribution: this pCR proposes some interim conclusions for "event exposure" key issue.
1. Introduction
There are three solutions have been captured in TR 23.731, to address key issue "Location Service Exposure". The pCR tries to summarize the common and different points of the three papers and propose the common aspects as interim conclusion.
2. Discussion
Solution #9, #10, # 11, propose same/similar idea regarding the following three aspects:
1. Interfaces to exposure clients:

Option 1: terminates via GMLC, for clients e.g. supports legacy interface only;

Option 2: terminates via NEF, for clients supports T8 interface;

Proposal: both options are considered interim conclusion, for different use cases;

2. Client request authorization:

Performed by NF receiving the LCS exposure request. (Conclusion) 

3. Storage of client request

Performed by NF receiving the LCS exposure request if authorized. (Conclusion)
3. Proposal

 It proposes to document the following texts into TR 23.731.
***** BEGIN 1st CHANGE *****
8
Conclusions
Editor's note:
This clause will capture conclusions from the study.
 8.X Interim conclusions on Location service exposure
Key Issue #7 “Location service exposure” (as required by in clause 5.7) has the following interim conclusions based on solution 9 (documented in clause 6.9) and solution 10 (documented in clause 6.10).

Interim conclusion 1: Interfaces to exposure clients, two options are supported:

· Option 1: terminates via GMLC, for clients e.g., supporting legacy interface only;

· Option 2: terminates via NEF, for clients e.g., supporting CAPIF;

Interim conclusion 2: Client request authorization is performed by NF receiving the LCS exposure request.
Interim conclusion 3: Storage of client request is performed by NF receiving the LCS exposure request if authorized. 
***** End of CHANGE *****
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