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Abstract of the contribution: This contribution proposes a solution #37 update and Interim conclusion for the Key Issue 11 on Monitoring.

Proposal

It is proposed to update solution#37 and add interim conclusion for the Key Issue #11: Monitoring in the TR 23.724: 

* * * * Beginning of Changes * * * *
6.37
Solution 37: Monitoring

6.37.1
Introduction
This solution addresses key issue #11 – “Monitoring”.

6.37.2
Functional Description

The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection, and the event reporting to the requested party.

5GS supports various monitoring events. List of monitoring event already supported in 5GC are specified in Table 4.15.3.1-1 of TS 23.502 [7].

Editor’s Note: It is FFS if any additional Monitoring event is required to be supported by 5GS. 

Support for Monitoring Events can be offered either via AMF (as described in clause 6.37.4.1), or via UDM (as described in clause 6.37.4.2), or via PCF (as described in clause 6.37.4.2) and can be reported via the NEF (as specified in in clause 4.15.3 of TS 23.502). Based on operator policies, it shall be possible to configure Monitoring Events such that some Monitoring Event follows procedures in clause 6.37.4.1 while another Monitoring Event follows procedures in clause 6.37.4.3.

6.37.3
Support of EPC interworking
The support of EPC interworking relies on combined SCEF + NEF node as specified in solution #13. Interaction between the SCEF and NEF in the SCEF+NEF need not be standardized. 

Monitoring events only need to be configured by the SCEF+NEF one time, by using either EPC or 5GC procedures. In other words, when a monitoring event has been configured by the SCEF procedures towards the HSS, the NEF need not repeat the same monitoring event configuration towards the UDM, and vice versa.

Consistent with existing EPS-5GS interworking scenarios in TS 23.501 [5], the subscriber data base is managed by a combined HSS+UDM node. 

When UE moves from 5GS to EPS, the UE context information sent by AMF to MME includes the monitoring event configuration information. Similarly when UE moves from EPS to 5GS, the MME's MM context information sent by MME to AMF includes the monitoring event configuration information.

6.37.4
Procedures

6.37.4.1
Monitoring events at AMF

Procedure for monitoring via AMF is specified in clause 4.15.3.2.1 of TS 23.502 [7]. 

6.37.4.2
Monitoring events at UDM

Procedure for monitoring via UDM is specified in clause 4.15.3.2.2 of TS 23.502 [7]. 

6.37.4.3
Monitoring events at PCF

In EPC Monitoring Events via the PCRF enables the SCEF (or AF/AS) to retrieve the location information and to report communication failure of a UE. In 5GC Location reporting and communication failure event reporting are also supported via PCF as shown in the procedure below. 

6.37.4.3.1
PCF service operations information flow

[image: image1.emf] 

AS  

      NEF  

PCF  

2.   Npcf_EventExposure_Subscribe  Request  

4 .  Npcf_   EventExposure _ S ubs cribe   R esponse   

6b.   Namf_ EventExposure _ Notify  

1.   Nnef_EventExposure _ Subscribe  Request  

5.   Nnef_EventExposure _ Subscribe  Response  

6a.   Npcf_EventExposure _ Notify  

8.   Namf_ EventExposure _ Notify  

AMF  

3a.   Namf_EventExposure_Subscribe  Request  

3b .  Namf_   EventExposure _ S ubs cribe   R esponse  

7.   Nnef_EventExposure _ Notify  


Figure 6.37.4.3.1-1: Npcf_EventExposure_Subscribe and Notify operations

1.
The AS subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AS by sending Nnef_EventExposure_Subscribe request.


Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity. The subscription may also include Maximum number of reports and/or Maximum duration of reporting IE.

2.
The NEF subscribes to received Event(s) (identified by Event ID) and provides the associated notification endpoin of the NEF to PCF by sending Npcf_EventExposure_Subscribe request.

3a.
[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the PCF sends the Namf_EventExposure_Subscribe to the AMF serving the requested user. As the PCF itself is not the Event Receiving NF, the PCF shall additionally provide the notification endpoint of itself besides the notification endpoint of NEF. Each notification endpoint is associated with the related (set of) Event ID(s).This is to assure the PCF can receive the notification of subscription change related event.

3b.
[Conditional] AMF acknowledges the execution of Namf_EventExposure_Subscribe.


If the subscription in step 1 is applicable to a group of UE(s) or any UE, the PCF sends the Namf_EventExposure subs request to the corresponding AMF in case subscripton applied to a UE or a group of UE(s), or all the AMF in this PLMN in case subscription applied to any UE.

4.
PCF acknowledges the execution of Npcf_EventExposure_Subscribe.


If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information in step 1, the Number of UEs is included in the acknowledgement.

5.
NEF acknowledges the execution of Nnef_EventExposure_Subscribe to the requester that initiated the request.

6a.
The PCF (depending on the Event) detects the event occurs and sends the event report, by means of Npcf_EventExposure_Notify message to the associated notification endpoint of the NEF.

6b.
[Conditional - depending on the Event] The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_Notify message to associated notification endpoint of the NEF.


If the AMF has a maximum number of reports stored for the UE or the individual member UE the AMF shall decrease its value by one for the reported event if the UE or the individual member UE.


For both step 6a and step 6b, when the maximum number of reports is reached and if the subscription is applied to a one UE, The NEF unsubscribes the monitoring event(s) to the PCF and the PCF unsubscribes the monitoring event(s) to AMF for the UE.


For both step 6a and step 6b, when the maximum number of reports is reached for an individual group member UE, the NEF uses the Number of UEs received in step 4 to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the PCF and the PCF unsubscribes the monitoring event(s) to AMF for each individual UE within that group.


When the Maximum duration of reporting expires in the NEF, the PCF and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.

7.
The NEF forwards to the AS the reporting event received by either Npcf_EventExposure_Notify and/or Npcf_EventExposure_Notify.

8.
[Conditional - depending on the Event] The AMF detects the subscription change related event occurs, e.g. Subscription Correlation ID change due to AMF reallocation, it sends the event report, by means of Namf_EventExposure_Notify message to the associated notification endpoint of the PCF.

6.37.5
Impacts on existing entities and interfaces

PCF: Support of new service operations - Npcf_EventExposure_Subscribe, Npcf_EventExposure_Notify
6.37.6
Evaluation

This solution addresses the architectural requirements for the Key Issue #11 – “Monitoring”

* * * * Beginning of Changes * * * *
8
Conclusions

8.x
Key Issue 11 – Monitoring

For Key Issue #11 (Monitoring), it is recommended to use Solution #37: Monitoring as the basis of normative work in the Rel-16.

* * * * End of Changes * * * * 
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