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*************** Start of changes ***************

4.2.X
UE triggered UE Policy provisioning procedure
The procedure is initiated when the UE determines the UE Policy is outdated (e.g. Rejection casue in NAS MM or SM message from network indicates invalid DNN or S-NSSAI).
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3. UE Policy delivery procedure defined in clause 4.2.4.3 of 23.502

1. UE Policy provisioning request

2. Npcf_AMPolicyControl_Create


Figure 4.2.X-1: UE triggered UE Policy provisioning procedure

1. UE sends UE Policy provisioning request including UE Policy container (Indication of UE Policy initial provisioning request) to AMF.
2. The AMF sends Npcf_AMPolicyControl_Create to the PCF to establish an AM policy control association with the PCF included the UE Policy container received from UE.

3. The UE Policy delivery procedure defined in clause 4.2.4.3 of 23.502 is triggered.
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