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Abstract of the contribution:.
1. Proposal
It is proposed to update solution 16 in 23.726 with two aspects:

1) clarification on L-SMF functionality. L-SMF is not similar as I-SMF, nor as A-SMF. Remove the EN.

2) Adding evaluation part.
* * * Start of Changes* * * 

6.16
Solution 16: I-UPF insertion and L-SMF/L-UPF selection

6.16.1
Overview

This solution addresses the following key issue 5:
-
On AF request to the PCF, how PCF policies are handled in the network? e.g.:
-
Whether the policy related to the AF Request is processed by anchor SMF and/or intermediate SMF and how the two SMFs coordinate insertion and configuration of UPF(s) (e.g. with UL CL rules)?
6.16.2
Description of the solution

6.16.2.1
Network Architecture
The solution is an extension of Solution 1 to address the key issue 5.

In this solution, the I-UPF that acts as UL-CL/BP is controlled by an I-SMF and L-UPF that terminates the N6 to Local Date network is controlled by another L-SMF(Local SMF). The architecture is as in Figure 6.16.2-1. Other un-related Network Functions are not shown for simplicity.
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Figure 6.16.2-1: I-UPF insertion and L-SMF/L-UPF selection

The local SMF is a network function that controls the local UPF connecting to local data network. These L-UPF and L-SMF can be deployed in an enterprise premise. the L-SMF does not handle SM subscription.and has no interaction with PCF, Instead the L-SMF receives session policy and charging policy from I-SMF via N16 interface. The L-SMF configures the L-UPF via N4 with QoS control and charging counting report. The L-SMF does not initiate any session modification/release procedure.

The I-UPF acts as UL-CL or Branching point. An Intermediate SMF(I-SMF) may be used to control the I-UPF when the I-UPF is outside of the A-SMF Service Area. N16 interface is used between I-SMF and A-SMF.
Based on PCF input, the A-SMF decides that there is need to offload some traffics to local Data network and the A-SMF can't control the local UPF, it indicates to AMF there is need to select a Local SMF. The AMF determines if I-SMF is needed based on the target DNAI. The AMF selects both I-SMF if needed and L-SMF according to the target DNAI and UE location information.
6.16.2.2
Procedures

The procedure in figure 6.16.2.2-1 is to select both I-SMF and L-SMF for a PDU session to offload some traffic to local data network.
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Figure 6.16.2.2-1: Procedure to support I-UPF insertion and I-SMF/L-SMF selection

1.
The UE establishes a PDU Session between UE and A-UPF.

2.
Based on AF request, the PCF decides to offload some traffic to local data network. The PCF sends message to A-SMF with information to identify the PDU Session, information to identify the traffic which needs to be offloaded, and information(DNAI) to identify where the traffic should be offloaded to.

3.
The A-SMF decides that the target DNAI can't be served by all UPFs controlled by itself, it sends a N11 message to AMF to select a Local SMF. This N11 message includes the target DNAI, and the PDU Session ID.

4.
The AMF determines that I-SMF is needed. The AMF then selects both I-SMF if needed and L-SMF based on the target DNAI and UE location information.

5.
The AMF sends Nsmf_PDUSession_CreateSMContext Request (SUPI, DNN, PDU Session ID, AMF ID, target DNAI, address of L-SMF, address of A-SMF) to I-SMF.

6.
The I-SMF creates an SM context and responds to the AMF in Nsmf_PDUSession_CreateSMContext Response.

7.
The I-SMF performs I-UPF Selection based on the target DNAI. The I-UPF is used to offload traffic to local data network.

8.
The I-SMF sends an N4 Session Establishment Request to the I-UPF. In this procedure, both N3 CN Tunnel Info and N9 CN Tunnel info are allocated by I-SMF or I-UPF. The I-SMF also provides the AN CN Tunnel info of RAN and the CN Tunnel info of A-UPF to the I-UPF.

9.
The I-SMF updates the N3 CN Tunnel Info of I-UPF to RAN.

10. The I-SMF updates the N9 CN Tunnel Info of I-UPF to A-SMF/A-UPF. In this step, the A-SMF may provide the traffic routing policy and charging policy for offloading traffic to I-SMF.

11. The I-SMF establishes the user plane between I-UPF and L-UPF.

NOTE 1: step 9,10,11 can be performed in parallel.

12. The A-SMF may provide the traffic routing policy and charging policy for offloading traffic to I-SMF if not provided in step 10. The I-SMF sends to the I-UPF the traffic filters identifying the offloaded traffic. The I-SMF also sends the Session policy and Charging policy to L-SMF.
6.16.3
Impact of the solution to existing entities

-
The A-SMF is enhanced to indicate the need of L-SMF selection.

-
The I-SMF is enhanced to establish the user plane between RAN and I-UPF, between I-UPF and A-UPF, between the I-UPF and L-UPF.

-
The AMF is enhanced to select the I-SMF and L-SMF.

6.16.4
Evaluation of the solution
Editor's note:
This clause provides an evaluation of the solution.

The I-SMF is selected based on UE location while the L-SMF is selected based on DNAI. It is possible that I-SMF and L-SMF cannot be collocated. In this solution the AMF selects both I-SMF and L-SMF. The interface N16 is used between I-SMF and L-SMF. This is aligned with current 5GC for SMF selection. Therefore this solution allows more flexible deployment of MEC while keep the 5GC less impacts.
* * * End of Changes * * * 
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