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	Reason for change:
	In the existing specification, NRF is defined to support NF and service discovery and selection functionality. However, in order to find the specific UDM/UDR/AUSF/PCF instances and services to serve a specific UE, e.g. when receiving from AMF a Nnrf_NFDiscovery service operation for discovery of a UDM serving a specific SUPI during registration procedure, the NRF also needs to store a mapping of SUPI to a set of UDM/UDR/AUSF/PCF instances, maybe via UDM/UDR/AUSF/PCF Group ID, which also requires the UDM/UDR/AUSF/PCF to register the SUPI or UDM/UDR/AUSF/PCF Group ID it serves to the NRF. 
In a huge network of EPC, the configuration of user identity to HSS is quite complicated. It is foreseen such complicated user identity to HSS resolution configuration will inherit from EPC in 5GC as kind of user identity to UDM resolution. Furthermore, a user identity to AUSF/UDR/PCF resolution is also needed. Considering that in 5GC, the UDR/UDM supports storage of structured data and AF request data, a resolution from External Identifier/External Group Identifier to Internal Identifier/Internal Group Identifier, i.e. GPSI, GPSI Group Identifier, to SUPI, SUPI Group Identifier is needed as well. 

In 5GC, NRF is designed mainly for service registration and discovery. In case of a small and simple network, it can serve user identity to UDM/UDR/AUSF/PCF resolution as well, as described in the existing specifications. However, in case of a huge network, it is not proper to impose a complicated User identity to UDM/UDR/AUSF/PCF resolution to NRF, which may have negative impact on NRF to focus on services registration and discovery. 
To avoid complicated network configuration, e.g. NF discovery and selection based on SUPI/GPSI, without impacting the agreed NF register and discovery mechanism.  It is possible that a proxy function can be applied to support user identity to UDM/UDR/AUSF/PCF resolution, to avoid imposing network configuration of mapping between SUPI and UDM/UDR/AUSF/PCF instances or UDM/UDR/AUSF/PCF Group ID, as shown in the CR below.
Besides, similar as DRA serving PCC functionality and Diameter Proxy or Redirector Agent in EPC serving User Identity to HSS resolution, the proxy function may additionally support reachability management, signalling traffic monitoring, centralized load balance and/or overload control.
To support the discovery and selection of AUSF and UDM, the routing ID part of SUCI to UDM/AUSF resolution is proposed to be supported as well.

	
	

	Summary of change:
	A deployment option with proxy function between UDM/UDR/AUSF/PCF and other NFs is added in the Annex part.

	
	

	Consequences if not approved:
	 User Identity to UDM/UDR/AUSF/PCF resolution may negatively impact the major functionality of NRF to serve NF and service registration and discovery, which injures implementation of 5GC service based functionalities.
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***** Start of Change # 1 *****
Annex X (informative):
Deployment option to support proxy-based NF discovery and selection

To support the NF service discovery and selection for a specific SUPI/GPSI/SUCI/GPSI Group Identifier, a proxy-based NF discovery and selection option is proposed as a deployment alternative. In this option, the IP address(es) or the FQDN of proxy function(s), instead of the target NF instance(s), might be provided to the requester NF, and the proxy function may further discover the target NF service(s) and instance(s) via a local NRF.

In this option, a proxy function is located between the AUSF/UDM/UDR/PCF and other NFs, as depicted in Figure X-1. In this case, the AUSF/UDM/UDR/PCF registers its services in the Local NRF, and the proxy function is configured as kind of service provider for AUSF/UDM/UDR/PCF into the NRF which may be located in a more central place. When the NRF receives NF discovery request for NF such as AUSF/UDM/UDR/PCF, the NRF provides the IP address or FQDN of the proxy function to requester NF. Upon receiving a service request targeting a specific NF from a requester NF, the proxy function might discover the target NF via the Local NRF and forward the service request to the target NF. Once the requester NF receives the response from the target NF, the requester NF can store the address of the target NF, and the subsequent request can be directly routed to the target NF, without going via the proxy function.
NOTE 1: The Local NRF may be collocated with the proxy function.

NOTE 2: the proxy function may additionally support reachability management, signalling traffic monitoring, centralized load balance and/or overload control.
NOTE 3: Whether the subsequent signaling should be transferred via the proxy function is up to operator decision, e.g. the operator may utilize the proxy function for signalling traffic monitoring and/or centralized load balance and/or overload control.
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Figure X-1 Reference implementation of proxy-based NF discovery and selection
***** End of Changes *****
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