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>>>Start Changes<<<<
9.3a.4
Broadcasting Network Assistance Data

The following procedure is used by the E-SMLC to support broadcasting of network assistance data to target UEs. This procedure is not associated with a UE location session. It is used in a MME LCS stateless manner to send network assistance data to an eNodeB for broadcasting by the eNodeB to target UEs. RAN positioning procedures related to E-SMLC and eNodeB communication are specified in TS 36.455 [48].
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Figure 9.8h: Broadcasting Network Assistance Data

1.
The E-SMLC sends a Location Information message to the MME carrying a Network Assistance Data message. The Network Assistance Data message includes assistance data which may be optionally ciphered. The target eNodeB identity and E-SMLC identity are included for MME routing purposes.

2.
The MME sends the Network Assistance Data message to the eNodeB, conveyed in a S1-AP Transport Message. The MME includes a Routing identifier that represents the E-SMLC identity in a S1-AP Transport Message. This Routing identifier is not dynamically retained at the MME (i.e., the MME remains LCS stateless).

3.
The eNodeB broadcasts the assistance data contained in the Network Assistance Data message.

9.3a.5
Delivery of Ciphering Keys to UEs for Broadcast Assistance Data 

The following procedure depicts a procedure that is used by the E-SMLC and the MME to distribute ciphering keys to UEs to enable UEs to decipher broadcast assistance data that was ciphered by the E-SMLC. This procedure is not associated with a UE location session. The procedure makes use of the Attach and Tracking Area Update (TAU) procedures defined in 3GPP TS 23.401 [41].
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Figure 9.8i: Delivery of Ciphering Keys to UEs for Broadcast Assistance Data
1.
The E-SMLC sends a Ciphering Key Data message to the MME carrying one or more ciphering keys used to cipher network assistance data that is broadcast to UEs according to the procedure in subclause 9.3a.4. For each ciphering key, the E-SMLC includes a ciphering key value, a ciphering key identifier, a validity period, a set of applicable tracking areas and a set of applicable types of broadcast assistance data.
2.
The MME stores the ciphering keys including the validity periods, applicable tracking areas and the types of applicable broadcast assistance data.

3.
A UE sends an Attach Request or a TAU Request to the eNodeB. The Attach Request or TAU Request may be sent as part of normal mobility management, A TAU request may also be sent specifically to request and obtain ciphering keys. The UE includes in the Attach Request or TAU Request an indication that ciphering keys are requested. Other details of the Attach Request and TAU Request are as defined in TS 23.401 [41].

NOTE 1:
A UE should request new ciphering keys using a TAU Request caused by expiration of the periodic TAU timer if the remaining validity period for one or more ciphering keys received earlier by the UE is less than the TAU timer value. This can help avoid all UEs initiating a TAU procedure at the same time to obtain new ciphering keys when a validity period for a ciphering key is about to expire. A UE should also request new ciphering keys for a TAU Request caused by entering a new tracking area if previous ciphering keys are not applicable to the new tracking area.
4.
The eNodeB forwards the Attach Request or TAU Request to the serving MME.

5.
The serving MME returns an Attach Accept or TAU Accept to the eNodeB as defined in TS 23.401 [41]. The MME includes in the Attach Accept or TAU Accept one or more ciphering keys applicable to the current tracking area for the UE. The MME also includes for each ciphering key the ciphering key value, the ciphering key identifier, the validity period, the set of applicable tracking areas and the set of applicable types of broadcast assistance data. 

NOTE:
The MME does not need to keep a record of ciphering keys delivered to a UE and may instead send all ciphering keys stored at step 2 that are applicable to the current tracking area, for which the UE has a subscription and whose validity period had not yet expired. 
6.
The eNodeB forwards the Attach Accept or TAU Accept to the UE. The UE may start to use each ciphering key to decipher network assistance data that is broadcast according to the procedure in subclause 9.3a.4 once the validity period for the ciphering key has started and if the UE is currently in an applicable tracking area. The UE shall cease using a ciphering key when entering a tracking area not applicable to the ciphering key. The UE shall cease using and shall delete a ciphering key when the validity period for the ciphering key has expired.

NOTE 2:
A UE that receives no ciphering keys in response to a request for ciphering keys may assume that the UE does not have a subscription to receive ciphering keys in the serving PLMN.
7.
The MME deletes all information for a ciphering key when the validity period has expired.
>>>Next Changes<<<<
10.1.1
LCS Data in the HLR/HSS for an UE Subscriber

The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

For GSM and UMTS, the LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.1: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional HLR Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

	Call/session Unrelated Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response

	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE


Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber

	Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O

O

C


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in TS 22.071 [4]. The following data may be present for each service type in the list:

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

-
Location allowed with notification

-
Location with notification and privacy verification; location allowed if no response

-
Location with notification and privacy verification; location restricted if no response


In case that UE's privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.2. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-call/session related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities.

Fourteen pseudo-external identities are needed to be defined. The pseudo-external identities are summarized in the Table C.1. The pseudo-external identities are registered in SLPP of each UE in advance.

LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.4: Logical States for each Mobile Originating LCS Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].

Table 10.5: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)

	LCS Mobile Originating Class
	Status
	Additional HLR Data when Class is provisioned

	Basic Self Location
	-
	No additional data

	Autonomous Self Location
	-
	No additional data

	Transfer to Third Party
	-
	No additional data


In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.

Table 10.6a: Temporary LCS data in the HLR

	Other Data in the HLR
	Status
	Description

	GMLC List
	O
	List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.


To support broadcast of assistance data for E-UTRAN access where assistance data is ciphered, the following data items may be stored in the HSS for a UE subscriber.

Table 10.6b: Data stored in the HSS to support broadcast of ciphered assistance data for E-UTRAN access

	Data in the HSS
	Status
	Description

	List of Assistance Data Types
	O
	A list of one or more types of location assistance data for which ciphering keys should be provided to the UE if requested by the UE when the assistance data is broadcast using ciphering.
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