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1
Network identification
1.1
Overview

SA1 has defined two types of networks to be supported for communication for automation in vertical domains [1]:
-
Type-a network: a 3GPP network that is not for public use and for which service continuity and roaming with a PLMN is possible. 

-
Type-b network: an isolated 3GPP network that does not interact with a PLMN. 
For identification of those networks, SA1 has defined the following draft requirements:
-
The 5G system shall support unique network identifiers for type-a and type-b networks. 

-
IDs of type-b 5G networks shall readily be distinguishable from PLMN IDs.
1.2
Type-b network identification
While the latter requirement already points to the need to introduce a new network identifier at least for type-b networks, the need to do so also stems from the limited number space of the current PLMN ID [1]:


As the use cases for local type-b networks are required to be scalable for massive numbers of deployments, including by non-traditional MNO actors, identification of the local type-b network need to avoid bottleneck into PLMN ID allocation ( the PLMN IDs with  limited number space might quickly exhausted in those countries with high uptake of local type-b networks).

Observation 1: A new network identifier (referred to as type-b network ID (TB-NID)) is needed for type-b networks.
An important property of a network identifier is whether uniqueness can be assumed. Uniqueness is dependent on the available number space, which can be defined sufficiently large by Stage 3 groups, and the related allocation strategies. From the author's perspective two allocation strategies can be expected:
-
Managed type-b network IDs require an entity, e.g. a registry responsible for a given region to manage the type-b network ID number space and assign type-b network IDs. In this scenario type-b netword IDs can be assumed to be unique.

-
Unmanaged type-b network IDs are assumed to be assigned by type-b operators (e.g. factories) themselves and can therefore not assumed to be unique. (This does not preclude that type-b operators (e.g. factories) will try to avoid local type-b network ID collisions with neighboring networks.)
Note that in a given region both allocation strategies may also coexist, i.e. are not mutually exclusive.

While managed type-b network IDs are desirable since they help avoiding network ID collisions, the administrative burden is high due to the need for a central entity to manage the number space. Also depending on the radio resources where the type-b networks operate management may not be possible e.g. when operating in unlicensed spectrum. Therefore it is proposed to support both managed as well as unmanaged type-b network IDs. 
Observation 2: The type-b network ID number space may be managed to ensure uniqueness. Alternatively, type-b network operators (e.g. factories) may assign type-b network IDs themselves; in this case the type-b network IDs cannot be assumed to be unique. Both models may coexist in the same region.

Conclusion 1: A type-b network is identified by a type-b network ID. Type-b network IDs shall support both centrally managed (and hence unique) values as well as indepedent type-b network ID allocation by type-b network operators (e.g. factories). In the latter case type-b network IDs cannot be assumed to be unique.
1.3
Type-a network identification
To determine whether a new network identifier is also needed for type-a networks it is worth considering additional requirements for type-a networks. One of the key differences between type-a and type-b networks is that type-a networks also support service continuity and roaming with PLMNs according to clause 8.2.2.2 in [1]:


Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support mobility between a type-a network and a PLMN. 

In the author's understanding the use case for type-a networks is that an MNO provides in-factory connectivity based on or as an extension (e.g. using locally deployed small cells and optionally other network functions like UPFs) of its macro network. 
One could argue that this implies that type-a networks can be identified by a PLMN ID, e.g. by the PLMN ID the macro network MNO. Furthermore, use of a PLMN ID to identify a type-a network would also simplify interworking with other PLMNs (e.g. for roaming scenarios).
However, support of service continuity and roaming with PLMNs does not apply to all UEs that are using the type-a network, e.g. UEs that are connecting factory equipment to their local control units. (We refer to these UEs as Restricted Network use-enabled UEs in the remainder of the paper.) This scenario has also been described in clause 5.3.20.2 in [1]:

-
The factory equipment is only able to access the type-a network.

-
The employee UEs may access both the type-a network and a PLMN.

This implies that a PLMN ID of a macro network MNO is insufficient to ensure that a Restricted Network use-enabled UE (e.g. a factory equipment UE) only registers with the type-a network but not with the PLMN that may be using the same PLMN ID. To distinguish the type-a network from the rest of the PLMN a separate network identifier is needed.
Observation 3: For type-a networks a new network identifier is needed (type-a network ID (TA-NID)) in addition to the PLMN ID to enable Restricted Network use-enabled UEs to only register with the appropriate type-a networks but not with the PLMNs that the type-a network is part of or may support service continuity/roaming with.
Similarly as for type-b networks it is important to address the uniqueness property of the type-a network ID. Given that the type-a network ID is proposed to be used together with a PLMN ID it appears reasonable to assume the PLMN to manage the number space of its associated type-a networks. As a consequence, type-a network IDs can be assumed to be unique.

Observation 4: Type-a network IDs are managed by a PLMN and can therefore be assumed to be unique.
Conclusion 2: -
A type-a network is uniquely identified by the combination of a PLMN ID and a type-a network ID (TA-NID). 

2
Network discovery, selection and access control

2.1
General
A key requirement relevant in the context of network discovery, selection and access control is documented in clause 8.2.5.4 in [1] and reads as follows:

-
The 5G system shall support a mechanism to prevent a UE from attempting to attach to a network it is not authorised to select.
To enable a UE to avoid selecting and attempting to attach to networks it is not authorized for implies (1) that the UE needs to be aware of the type-a and type-b networks it is authorized to select and register with, and (2), that the UE can learn the identity of a network before accessing that network. The latter means that an NG-RAN node needs to broadcast the identities of the type-a and type-b networks it supports.
Conclusion 3: A UE is assumed to be aware of the type-a and type-b networks it is authorized to select and register with. NG-RAN nodes supporting access to type-a or type-n networks broadcast the related network IDs. Based on this, a UE shall automatically select and attempt to register only in type-a or type-b networks the UE is configured for.
2.2
Support of Restricted Network use-enabled UEs

As already pointed out in clause 1.3 there is a need to support scenarios where a UE is only allowed to register with a type-a network but not with the PLMN(s) that the type-a network is part of or may support service continuity/roaming with. This is to avoid that e.g. a factory equipment UE registers with or is handed over to an NG-RAN node that does not support the type-a network the UE is authorized to use.
Conclusion 4: A Restricted Network use enabled UE shall not attempt to automatically select and register in networks other than the type-a and type-b networks the UE is configured for.
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4
Proposal
The following change is proposed to be applied to TR 23.734.
*** 1st Change ***
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

Type-a network: a 3GPP network that is not for public use and for which service continuity and roaming with a PLMN is possible. 

Type-a network ID: uniquely identifies a type-a network within a PLMN.

Type-b network: an isolated 3GPP network that does not interact with a PLMN. 
Type-b network ID: identifies a type-b network.

Restricted Network use-enabled UE: a UE that is configured to only access specific type-a and/or type-b networks.

*** Next change ***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>
TA-NID
Type-a network ID 
TB-NID
Type-b network ID 
*** Next change ***
4
Architectural Assumptions and Principles
The following architecture assumptions and principles apply:

-
A type-a network is uniquely identified by the combination of a PLMN ID and a type-a network ID (TA-NID).
-
The UE is assumed to be configured with one or multiple tuples consisting of PLMN ID and TA-NID corresponding to the type-a networks the UE is authorized to register with.
-
NG-RAN nodes supporting access to type-a networks broadcast one or more tuples consisting of PLMN ID and TA-NID to indicate to UEs the type-a networks they support.

-
A type-b network is identified by a type-b network ID (TB-NID). In a given region, TB-NIDs may be managed (and hence considered unique in that region) or allocated by type-b network operators, i.e. unmanaged and hence not unique. Both allocation strategies may exist in the same region.
-
The UE is assumed to be configured with the TB-NIDs corresponding to the type-b networks the UE is authorized to register with.
-
NG-RAN nodes supporting access to type-b networks broadcast one or more TB-NIDs to indicate to UEs the type-b networks they support.
*** Next change ***
5.X

Key issue X: Network selection and access control for type-a and type-b networks
5.X.1
Description
This key issue aims at studying network selection and access control for type-a and type-b networks. 
5.X.2
Architectural requirements

-
A UE shall automatically select and attempt to register only in type-a or type-b networks the UE is configured for.
-
UEs not configured for a given type-a or type-b network shall not automatically select and attempt to register in that type-a or type-b network.

-
A Restricted Network use enabled UE shall only select and register with type-a or type-b networks and shall only automatically select and attempt to register with type-a and type-b networks the Restricted Network use enabled UE is configured for.
5.X.3
Open issues

The open issues for this key issue are as follows:

-
Network selection for type-a and type-b networks
-
How to enable the network to verify whether a UE is authorized to access a type-a or type-b network?
-
How to enable a Restricted Network use enabled UE to access only a type-a network but prevent the Restricted Network use enabled UE from accessing PLMNs?
-
How to prevent the NG-RAN node from handing over a Restricted Network use enabled UE from a type-a network to unrestricted cells of a PLMN?

-
How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?
Editor’s note:
Support for connected mode mobility from/to type-a networks is FFS.
*** End of changes ***
�May be replaced by alternative definition in S2-186637
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