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Abstract of the contribution: This contribution proposes architectural requirements and a solution using hash-based identification of UE radio capabilities.
1 Discussion
Currently 3GPP SA2 and RAN2 discuss optimization of UE capability signaling as part of the Rel-16 work. At RAN#80 a SI was approved for RAN2 to study possible solutions.

It seems to be widely agreed that the need for optimization comes from the size of the UE capability information and the issues stemming from the related message data transmissions.
One of the key issues to solve this problem is to determine how UE capabilities can be identified in a more efficient way. From the perspective of a mobile operator the solution for the UE radio capability signaling optimizations should take into account the following facts and considerations:

· Security and Privacy aspects should be treated with highest priority (where necessary SA3 shall be involved)

· The “UE Capability ID” should reflect the actual UE capabilities and not rely on parameters that may be faked, modified, or do not reflect the actual capabilities (e.g. IMEI and IMEISV might not fulfil this requirement)

Note: Even the same UE model with identical software version may have different UE capabilities e.g. due to customization based on vendor – operator agreements (sometimes the UE capabilities also differ depending on the PLMN the device roams on).
· Complex handling of international databases to share “UE Capability ID” information should be avoided. Such databases with UE capabilities are not in place today, nor planned. It is also not clear which entity should maintain such a database. 

· Solution should be flexible enough to cope with additional UE capabilities that might be added by 3GPP in future releases.

· Signaling, management and configuration overhead should be minimized.
· Preferably information of the UE capabilities should be available in an early signaling phase so that the gNB can take this information into account for RRM decisions. 
2 Proposal
This document proposes to add the following architectural requirements and solution to TR 23.743.

* * * Start of Change 1(all new text)
4.1
Architectural Requirements

Editor's note:
This clause will define the architectural requirements.
Solution for the UE radio capability signaling optimizations shall take the following requirements into account:
· Security and Privacy aspects should be treated with highest priority (where necessary SA3 shall be involved)

· The “UE Capability ID” should reflect the actual UE capabilities and not rely on parameters that may be faked, modified, or do not reflect the actual capabilities (e.g. IMEI and IMEISV might not fulfil this requirement)

Note: Even the same UE model with identical software version may have different UE capabilities e.g. due to customization based on vendor – operator agreements (sometimes the UE capabilities also differ depending on the PLMN the device roams on).
· Complex handling of international databases to share “UE Capability ID” information should be avoided. Such databases with UE capabilities are not in place today, nor planned. It is also not clear which entity should maintain such a database. 

· Solution should be flexible enough to cope with additional UE capabilities that might be added by 3GPP in future releases.

· Signaling, management and configuration overhead should be minimized.
· Preferably information of the UE capabilities should be available in an early signaling phase so that the gNB can take this information into account for RRM decisions. 

* * * End of change 1 - Start of Change 2(all new text)

6.X
Solution #X: Solution using Hash-based Identification of UE radio capabilities
6.X.1.
Introduction
Editor's note:
This clause lists the key issue(s) addressed by this solution.

This solution addresses key issues X "How are the UE Radio Capabilities identified?".
Editor's note: It is assumed that such a key issue will be available but the text will need to align with the actual key issue number and text by the editor.

The following "Solution using Hash-based Identification of UE radio capabilities" proposes to use a mathematical HASH function on the output of the ASN.1 coding of UE capabilities (bitstring), to unambiguously identify the set of UE (radio) capabilities. It introduces an efficient way to minimise the information size needed to transfer UE capabilities without the need to maintain an international global database. It also provides a future proof mechanism which can cover future extensions when additional UE capabilities are defined and added by 3GPP.
6.X.2.
Functional Description
Editor's note:
This clause outlines solution principles and documents any assumptions made.
The solution is based on the fact that the UE capabilities are absolutely unambiguously defined in 3GPP specifications. E.g. UE radio access capabilities are defined in RAN2 using the RRC protocol defined in TS 38.331 for NR.

Based on the defined structure of the ASN.1 representation of the UE radio access capabilities, a defined bitstring representing the UE radio access capabilities is the output of the ASN.1 coding. 

If the UE capabilities change in a single capability the related bitstring differs. As the general principle the receiving side (in this case the gNB) can re-construct the relevant UE radio access capabilities from the received bitstring. 

Baseline for this solution proposal is the usage of this UE (radio) capability bitstring to derive a “Identification” of the UE capabilities. 

Instead of using the bitstring as such (which can be a couple of kBytes), it is proposed to use a mathematical HASH function on the bitstring to unambiguously identify the set of UE (radio) capabilities.

Using a hash function is a simple way for the UE to represent the UE radio capabilities. This requires the knowledge of the input stream on the receiver side (e.g. gNB). Hence in order to “interpret” the received hash value, the gNB needs a lookup table from which it converts the hash value back into the UE capabilities bitstring and then using the ASN.1 notation defined by 3GPP to derive the concrete UE capabilities of the UE. For the most common UE capabilities the network will have a number of hash values it can interpret based on the lookup table. In order to also allow update of such a lookup table with changed or new sets of UE capabilities it is proposed that the network also supports the transmission of the full set of UE capabilities in addition to the hash value based on network indication. Also an indication from the network of one or multiple sets of “default access” configurations could be considered.
6.X.3
Procedures
Editor's note:
This clause describes high-level procedures and information flows for the solution.
6.X.4
Impacts on existing entities and interfaces
Editor's note:
This clause describes impacts to existing entities and interfaces.

6.X.5
Evaluation of the Solution

Editor's note:
This clause provides an evaluation of the solution.

This solution provides a future proof very simple and efficient way to minimise the information size needed to transfer UE capabilities by using a hash function that provides the "identifier" of the UE capabilities without the need to maintain any international global database. It also provides a future proof mechanism which covers extensions when additional UE capabilities are defined and added by 3GPP.
End of changes(all new text)
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