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Abstract of the contribution: This paper proposes mandating IMS registration as per existing procedures for RLOS UEs.
Discussion
Solution 10 was proposed and accepted at SA2#127 Bis and proposed skipping IMS registration for RLOS UEs. Solution 10 was based on the analogy with UEs in limited service initiating emergency calls and where IMS emergency registration can be skipped since these UEs don’t have credentials. With this analogy, it is expected that "anonymous user" will be included in the RLOS session initiation request similar to emergency calls. It is important to note that this analogy is incorrect; RLOS users may have credentials but they can’t be verified.
[Observation-1] Regulations governing RLOS are orthogonal to emergency related regulations. Hence, there is no rationale for applying emergency related regulations to RLOS under any circumstances.
There are two main use cases where RLOS can be triggered:

· First use case includes manual roamers, roamers where connection with the home is not possible, and UEs that can’t be authenticated for any reason.
· Second use case includes users who are legitimate users, have credentials and are authenticated at the access and IMS level and roamed to cells belonging to a restricted area and with limited service. These are now required to also include "anonymous user" when they initiate an RLOS session following the analogy to UEs initiating emergency calls in limited state.  
[Observation-2] RLOS regulations apply only to use case 1. Operator policies apply to use case 2. Also, RLOS themselves can be different for different operators for users fulfilling use case 2.

Operators support for RLOS users for the above two cases will vary greatly. Most operators will not provide RLOS for the first case, unless regulations require that, because only a handful of users fulfil the criteria for the first case, and there may be no business case for this scenario. However, there will be many users fulfilling the second case scenario, and RLOS support will be essential. 
It should be expected that the RLOS themselves can be vastly different for each case. This assumption considers that the above scenarios are vastly different. Being able to authenticate a UE vs not being able to authenticate a UE is rather significantly different. Hence the RLOS framework must be flexible and cater to both scenarios effectively, and efficiently.  
For UEs falling in the second use case category, it is rather simpler, from a UE implementation and network prospective, to keep the same functionality for these UEs in restricted areas, like normal service, with the only exception being that they are currently eligible only for RLOS. Hence these UEs must follow existing IMS re-registration principles when some condition relevant for IMS has changed, such as IP address, RAT/WLAN access, Data Off, etc. In this case the changed condition is allowed IMS services. This implies that these UEs will IMS re-register as normal IMS users indicating they support RLOS, whenever they roam in a restricted area. Subsequently, they can initiate RLOS sessions when they so desire. 

[Observation-3] UEs fulfilling use case 2 can use existing IMS procedures for accessing RLOS.

This leaves solution 10 only limited to the first case scenario including manual roamers. And although the claim of the solution that it has re-used some rare case of IMS emergency sessions scenario, it is important to note that this solution breaks indeed existing IMS registration principles as well.  In IMS in support of S8HR, it has been decided to perform IMS emergency registration even it can’t be completed (like manual roamers in RLOS first use case). As stated before the analogy of RLOS users fulfilling use case 1 to UEs in limited service attempting an emergency session is incorrect. 
Hence, solution 10 forces UEs fulfilling use case 1 to support two variants depending on the roaming scenario; one for the manual roaming scenario in support of RLOS, and the second one in support of S8HR. This makes the case for this solution rather nil. Finally, we need to promote a framework for RLOS that is not artificially restrictive given the above scenarios.
[Observation-4] Solution 10, which is a new procedure, is essentially built around UEs falling in the first use case scenario category. These UEs can’t be authenticated with or without credentials. However, UEs fulfilling use case 1 can continue to use existing IMS procedures, as defined for S8HR, with minor modifications to access RLOS.
[Observation-5] The RLOS framework must be used for users of use case 1 and users of use case 2 independently and should be flexible enough to fulfil the needs of both use cases regarding regulations and operator policies and following existing principles.

It is thus proposed to eliminate solution 10 from any further consideration.
Proposal

It is proposed to update TS 23.715 and capture this in the conclusion 
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Conclusions

Editor's note:
This clause will capture agreed conclusions from the study.

The following conclusion applies:

· IMS registration shall be performed, and not skipped, as part of any solution to key issue IMS-1, IMS-2, and IMS-3: IMS support for RLOS users. IMS registration will be considered unsuccessful for RLOS UEs which cannot be authenticated.
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