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Abstract of the contribution: This contribution proposes a solution for how to handle mobility restrictions for 5WWC use cases.
Introduction

At the last SA2 meeting, a solution alternative for “Registration restrictions” (solution #14) was added to the TR. The intent was to allow a RG/CPE to be registered to the network only in specific locations, e.g. in a specific home. This would support features where a subscription for fixed broadband services can be used in specific location(s) only. However, it was not fully clear from the proposed solution #14 why a new concept “registration restriction” would be needed for 5WWC and why not the existing mobility restriction features from rel-15 could be enhanced. After all, with the 5GS the intention has been from the start to have a common core network with features that can be applied to multiple access technologies.
In this paper we propose a solution for mobility restriction for 5WWC based on the existing Service Area Restrictions and Forbidden Area features
Proposal

It is proposed to update TR 23.726 as follows

***** First Change *****

ALL TEXT IS NEW
6.X 
Mobility Restrictions to support W-5GAN use cases

6.X.1 Description

This solution applies to key issue #13. 

6.X.1.1
Overall description

This solution is based on the rel-15 Mobility Restriction features (Service Area Restrictions and Forbidden Area restrictions).
The existing features for Service Area Restrictions and Forbidden Area can be re-used also for 5WWC, with enhancements to better cater for 5WWC deployments and use cases. 

6.X.1.2 
Service Area Restrictions

The current Service Area restrictions feature allows the operator to define areas in which the RG may or may not initiate communication with the network. An Allowed Area may be defined, in which the RG is permitted to initiate communication with the network. Alternatively, a Non-Allowed Area can be defined in which an RG is not allowed to initiate Service Request or SM signalling to obtain user service.
When in a Non-Allowed Area (or outside an Allowed Area), the RG is allowed to register but not receive any services (except emergency services).
The solution is re-using the Service Area Restrictions in rel-15 with the following enhancements:

-
Type of location information in the Allowed Area and Non-Allowed Area: The current Allowed / Non-Allowed Area is based on lists of Tracking Area(s). The Allowed Area may also be limited by a maximum allowed number of tracking areas which can be suitable e.g. for cases where the exact location of the RG is not known beforehand but it is desired to limit the mobility of the RG. This type of location information is suitable for the case when a 5G-RG is connected via NG-RAN. However, when a 5G-RG is connected over wireline access some other location ID such as Line ID is required. An Allowed / Non-Allowed Area containing Line ID(s) is however only managed in the network and not sent to the UE (as the UE is not aware of the Line ID). 
6.X.1.3 
Forbidden Area

The Forbidden Area mechanism described in TS 23.501 is a feature where the UE, when inside a Forbidden Area, is based on subscription not permitted to initiate any communication with the network for this PLMN. The UE is thus not even allowed to Register to the network when inside a Forbidden Area. 
The solution is re-using the Forbidden Area solution in rel-15 with the following enhancements:

- 
Type of location information in the Forbidden Area: The current Forbidden Area is based on forbidden Tracking Area(s). This type of location information is suitable for the case when a 5G-RG is connected via NG-RAN access. However, when a 5G-RG is connected over wireline access some other location ID such as Line ID is required.  
- 
Encoding of Forbidden Area: In the current rel-15 solution, the Forbidden Area is provided from UDM to AMF as a list of forbidden TAs. However, with 5WWC use cases it may be that the forbidden area is large and the 5G-RG is only allowed to register in a small area, e.g. the subscriber’s home and possible some additional locations. The encoding of Forbidden Area from UDM to AMF should thus be enhanced to allow an efficient encoding for the case all TAs except a few TAs are forbidden (“white list” instead of “black list”). Also the Handover Restriction List sent from AMF to RAN would need similar capabilities. 
6.X.1.4 
Discussion on some aspects that are re-used:
The solution proposes that Service Area Restrictions and Forbidden Area restrictions can be applied mostly as is to 5WWC use cases. Below some specific topics are discussed, including motivation for how it is applied to 5WWC use cases.
-
Granularity of Forbidden Area and Allowed / Non-Allowed Areas: For NG-RAN, the granularity is currently based on TA, e.g. for Fixed Wireless Access (FWA) use cases, and this solution maintains that granularity. Having a more fine-grained area e.g. a granularity at Cell ID level to limit a 5G-RG to be used in one or a few cells, will also have RAN impact e.g. as it would need to be provided in the Handover Restriction List, so RAN would need to study whether such increased granularity is feasible. Additional impacts may be identified. Also, with the three octet TAC it is feasible for the operator to configure small TAs in case it is required. 

-
Creation of the forbidden area list in the UE (5G-RG) for the Forbidden Area feature: According to the NAS specification (24.501) the UE builds the list of forbidden TAs dynamically based on registration rejects with certain cause codes (e.g., “tracking area not allowed”). It is not proposed to change this principle. 
-
Erasing the forbidden area list and Allowed / Non-Allowed Areas in the UE (5G-RG): According to the NAS specification (24.501) the UE shall erase the list of forbidden TAs as well as Allowed / Non-Allowed Areas when the UE is switched off, the UICC containing the USIM is removed, and periodically (with a period in the range 12 to 24 hours). For a 5G-RG it is reasonable that the areas are erased e.g. at power off and UICC change, in order for the UE to update the list e.g. in case subscription has changed (e.g. if the user brings the RG to a friend’s house while at the same time upgrading the subscription to allow a new location). 

6.X.2 
Procedure

Editor's note:
The impacts to the procedures, e.g. Registration Procedure, are FFS.

6.X.3
Solution Evaluation

Editor's note:
The solution evaluation is FFS.
***** End of Changes *****
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