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Abstract of the contribution: This contribution proposes requirements on the URSP rules to support the Mutually Exclusive Access to Network Slices and to endorse that an active network enforcement of the Mutually Exclusive Access to Network Slices is needed.
1
Discussion 
At SA2 #127-bis was introduced in the TR 23.740 the following architectural assumption: 

The network operator shall be able to ensure that the UE is prevented to access Network Slices which are mutually exclusive for that UE.

The agreed text is the result of a compromise between the company that believes Mutually Exclusive Access to Network Slices is not an issue of the Rel-15 5GS and the companies that instead believe the Mutually Exclusive Access to Network Slices is an unresolved issue of the Rel-15 5GS. For this reason the text is vague and can be interpreted in both ways. The company for which Mutually Exclusive Access to Network Slices is not an issue of the Rel-15 5GS believes there is no need to enforce the new feature we are going to define because the enforcement comes for free from a conscious deployment of the 5GC: the assumption behind this position is that there are not valid deployment scenarios where an AMF could provide the UE with an Allowed NSSAI containing S-NSSAIs of Mutually Exclusive Access to Network Slices, i.e. Mutually Exclusive Access to Network Slices are always served by different AMFs.
However let’s consider the scenario of a corporate or a government plant were for security reasons during the working hours the employees are authorized to use only the special S-NSSAI X; on the contrary the supervisors can use all the time simultaneously both the special S-NSSAI X and the general purpose S-NSSAI
 eMBB. In this scenario the same serving AMF can provide both the S-NSSAIs in the Allowed NSSAI, but if requested by a supervisor such an Allowed NSSAI is fine whereas if requested by an employee it isn’t fine, because it contains a couple of mutually exclusive S-NSSAIs for the employees. In this scenario we see the need that the network prevents the employees’ UEs to access Network Slices which are mutually exclusive for those users, unless an complex and expensive segregation of the two classes of users on two different AMFs is put in place (consider that out of the working hours the employees can connect to the general purpose S-NSSAI eMBB but not to the S-NSSAI X).
In this scenario, even going for the UE based solution proposed in S2-185389, i.e.

This solution proposes to introduce a new sub-field, the S-NSSAI Group, in the URSP, as part of the Network Slice Selection field of the Route Selection component, with the following use:

-
If an S-NSSAI value in the URSP is associated with an S-NSSAI Group, all instances of this S-NSSAI in the URSP shall be associated with the same S-NSSAI Group value.

-
If the UE includes in the Requested NSSAI (or its associated mapping) an S-NSSAI value in the URSP is associated with an S-NSSAI Group, the UE shall not include in the Requested NSSAI another S-NSSAI value associated with a different S-NSSAI Group.

it might happen that an employee swaps the USIM from a Rel-16 UE (supporting the Mutually Exclusive Access to Network Slices feature) to a Rel-15 UE (not supporting the feature). 
Even though an S-NSSAI value in the URSP rules is associated with an S-NSSAI Group, the Rel-15 UE very likely does not understand the meaning of the grouping, ignoring it when asking to register to the network. Therefore the URSP rules shall be built in a self-contained and self-explicative way so that every UE can use them properly (also regarding the Mutually Exclusive Access to Network Slices feature), regardless it is compliant to Rel-15 or a later Release.

Observation 1: The URSP rules shall be built in a self-contained and self-explicative way so that every UE can use them properly (also regarding the Mutually Exclusive Access to Network Slices feature), regardless it is compliant to Rel-15 or a later release.
However, in spite of the best-built ever policies, a UE could still misbehave asking mutually exclusive S-NSSAIs: in such a case without an enforcement network side we will run into problems, because it is not always true that a conscious deployment of the 5GC can ensure that the UE is prevented to access Network Slices which are mutually exclusive for that UE (see scenario described above).
Observation 2: There is the need of an active enforcement of the Mutually Exclusive Access to Network Slices network side.
The enforcement network side would be desirable to happen at the UE registration. This can be achieved in Rel-16 making the AMF/NSSF aware of the Network Slices for which the access is mutually exclusive, e.g. either providing the AMF with Subscription Information arranged in groups of compatible S-NSSAIs or with general rules for S-NSSAIs’ mutual exclusion. However, if the UE roams into a Rel-15 network all the above approaches are not possible unless the backward compatibility requirement is relaxed, i.e. that impacts to Rel-15 5GC should be considered as acceptable, even though minimized.
Alternative 1: In order to achieve the network enforcement of the Mutually Exclusive Access to Network Slices, e.g. when a Rel-16 5G UE roams in a PLMN that has deployed a Rel-15 5GC, it is proposed to endorse that impacts to Rel-15 5GC should be considered as acceptable, even though minimized.
If Alternative 1 is not acceptable the network enforcement of the Mutually Exclusive Access to Network Slices may happen after the UE Registration, i.e. once the UE Registration has been done the activation of PDU Sessions/ Non Session Data Delivery in Network Slices mutually exclusive shall be blocked.
Alternative 2: The enforcement of the Mutually Exclusive Access to Network Slices may happen after the UE Registration blocking simultaneous establishment of PDU Sessions / Non Session Data Delivery in Network Slices mutually exclusive.
2.
Proposal 
Proposal 1: It is proposed to endorse that the URSP rules shall be built in a self-contained and self-explicative way so that every UE can use them properly (also regarding the Mutually Exclusive Access to Network Slices feature), regardless it is compliant to Rel-15 or a later Release.
Proposal 2: It is proposed to endorse that there is the need of an active enforcement of the Mutually Exclusive Access to Network Slices network side.
Proposal 3: It is proposed to select
· Alternative 1: In order to achieve the network enforcement of the Mutually Exclusive Access to Network Slices, e.g. when a Rel-16 5G UE roams in a PLMN that has deployed a Rel-15 5GC, it is proposed to endorse that impacts to Rel-15 5GC should be considered as acceptable, even though minimized.

or

· Alternative 2: The enforcement of the Mutually Exclusive Access to Network Slices may happen after the UE Registration blocking simultaneous establishment of PDU Sessions / Non Session Data Delivery in Network Slices mutually exclusive.

� An example: in a prison the guards who come into contact with the prisoners can only use the S-NSSAI X (no internet access) to prevent the prisoners from communicating with partners in crime outside the prison using stolen phones (to the guards) or consensual guards' phones. On the contrary, the prison staff who do not come into contact with the prisoners, can use both the S-NSSAI X and the general purpose S-NSSAI eMBB at the same time.
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