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Discussion
Solutions 1, 2, 4 and 6 all propose that the AMF is responsible for selecting I-SMF. However, they differ in how the AMF determines whether a new I-SMF is needed or not. In particular, they differ in the way AMF can learn the Service Area of the SMF

- 
Solution 2 proposes that the AMF receives the SMF SA as part of the NF profile when discovering SMFs via the NRF

-
Solution 4 has two alternatives: 

-
In alt #1 the AMF is configured with the SMF SA of each SMF. Such alternative would however require that the AMF is preconfigured with SMF information and the usage of NRF for SMF discovery becomes quite unclear. 

-
In alt#2 the AMF receives the SMF SA from the SMF itself. To make the selection of the SMF in the first place, the AMF provides UE location to NRF and NRF returns only SMF IDs that can server the UE location. In alt#2 it is thus assumed that also NRF is aware of the SMF SA. 

- 
Solution 6 provides several options but seems to assume that the AMF is never dynamically provisioned with SMF SA information:

-
In one option AMF may be aware of the area served by the SMF in the same region based on configured information.

-
Alternatively, the AMF can collect information to deduce whether a new I-SMF is needed. For example, the AMF requests NRF to select I-SMF(s) based on UE location and based on the returned I-SMF(s) and A-SMF(s), the AMF determines whether a collocated SMF that supports both I-SMF and A-SMF can be selected. Based on the SMF(s) returned from NRF, that AMF can also build its own map of what areas are served by what SMFs.

- 
In yet another option the SMF ID contains region information that can be used to determine whether an SMF can serve a certain UE location. 

In all three solutions it is thus assumed that the NRF is aware of the SMF SA. 
In our view solution 2 provides the simplest solution allowing the AMF to be explicitly aware of the SMF SA. It also enables a reduction a signaling frequency between AMF and NRF since AMF does not need to query the NRF every time a new UE location appears. 
Solution 2 is also aligned with current rel-15 where a NF registers its NF profile in NRF and NRF provides the NF profile to the client using the Discovery service. In particular, SMF can simply provide the SMF SA as part of its NF profile when registering with NRF.

Finally it should also be mentioned that stage 3 has already included the SMF SA in the SMF NF profile as shown below (TS 29.510, v15.0.0). So basically solution 2 is already supported in rel-15. 
--------------------------------

From TS 23.510, v15.0.0:

6.1.6.2.12
Type: SmfInfo

Table 6.1.6.2.12-1: Definition of type SmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnnList
	array(Dnn)
	M
	1..N
	DNNs supported by the SMF

	taiList
	array(Tai)
	O
	0..N
	The list of TAIs the SMF can serve. It may contain the non-3GPP access' TAI. The absence of this attribute indicates that the SMF can be selected for any TAI in the serving network.

	pgwFqdn
	Fqdn
	O
	0..1
	The FQDN of the PGW if the SMF is a combined SMF/PGW-C.


--------------------------------

Proposal

It is therefore proposed that for the architectures described in solution 1 and 6, solution 2 is used for I-SMF selection.
It is proposed to update TR 23.726 as follows

***** First Change *****

6.2
Solution #2: Selection of I-SMF and V-SMF
6.2.1
Overview

The solution is an extension of Solution 1, addressing the following two aspects:

1)
Triggering: which entity is determining that an I-SMF is needed; and

2)
Selection: which entity selects the I-SMF.

6.2.2
Description of the solution

6.2.2.1
Selection of I-SMF/V-SMF:

In this solution it is proposed that the AMF is responsible for I-SMF and V-SMF selection, in line with SMF selection in rel-15. In order for the AMF to select an I-SMF/V-SMF serving a certain location, the AMF provides the UE location (e.g. TA) in the SMF discovery procedure towards NRF.

The NF profile for the SMF is extended to include also a SMF Service Area (SMF SA). When the SMF registers its services with the NRF, or when OAM provisions the NRF, the SMF SA is included. When the AMF queries the NRF for SMF discovery, the AMF may include an indication that it also wants to receive SMF SA information together with the SMF ID information (the SMF ID here refers to information such as SMF IP address, FQDN, SMF Service List etc. that is delivered in existing NF Discovery service operation). The NRF returns a list of SMFs supporting the requested location, as well as the corresponding SMF SAs.

The SMF discovery procedure is done as in Figure 6.2.2-1.
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Figure 6.2.2-1: I-SMF discovery during PDU Session establishment or during the lifetime of a PDU Session

1.
The SMF NF profile, including SMF SA, is registered in NRF. This is done from SMF or OAM.

2.
AMF determines that SMF selection is needed. This may happen at PDU Session Establishment, or later during the lifetime of a PDU Session.

3.
AMF may send a Nnrf_NFDiscovery Request (DNN, S-NSSAI, SA indication, UE location) to NRF in order to discover SMF(s) that supports the S-NSSAI and the DNN. The SA indication is included if the AMF also wants to receive SMF Service Area information about each SMF. The request may also contain the UE location (TA).

4.
NRF returns a list of SMF IDs to AMF, including the SMF SA of each SMF.

5.
During the PDU Session lifetime, when the UE moves out of an SMF Service Area, the AMF may need to select a new I-SMF. In case the AMF does not have knowledge about SMFs that can serve the UE location, steps 3-4 are repeated to discover SMFs serving the UE location.

Editor's note:
It is FFS whether the explicit "SA indication" in step 3 is needed to request SMF SA information.

Editor's note:
The amount on information (e.g. size of IE) required to provide the SMF SA in step 4, e.g. in case the SMF SA contains many TAs, is FFS.

Another option is that AMF is explicitly configured with the SMF service area of available SMFs.

6.2.2.2
Determining that an SMF needs to be selected

The AMF determines that an I-SMF/V-SMF is needed based on information received from NRF as well as local configuration. In order for the AMF to determine when an I-SMF has to be inserted or relocated, the AMF may know the SMF Service Area received from NRF as described above. Alternatively, the AMF queries the NRF whenever the UE appears in a new location (e.g. Tracking Area) to determine whether the existing SMF can continue to serve the PDU Session without the need for I-SMF insertion/relocation.

6.2.3
Impact of the solution to existing entities


Delivery of the SMF SA as part of the SMF NF profile from NRF to AMF is already included in rel-15. 

Currently (rel-15) the full SMF NF profile is delivered to the client and it is not possible for a client to request a subset of it. The explicit "SA indication" described in step 3 above is thus not part of rel-15 solution. Without the explicit “SA indication” this solution has no impact to existing entities. 
6.2.4
Evaluation of the solution


This solution provides a simple solution allowing the AMF to be explicitly aware of the SMF SA. It also enables a reduction a signaling frequency between AMF and NRF since AMF does not need to query the NRF for each new UE location. 

This solution is aligned with current rel-15 where the SMF NF profile already contains the SMF SA. Whether the explicit "SA indication" is needed to request SMF SA information from NRF can be determined during normative phase, or by stage 3 as a protocol aspect.
***** Next Change *****

7
Conclusions
Editor's note:
This clause is intended to list interim or/and final conclusions, which have been agreed during the course of the study item activities.

For the architectures described in solution 1 and solution 6, the following applies:
-
AMF is responsible for selecting the I-SMF and AMF learns the SMF SA as described in solution 2. 
NOTE: 
Whether the explicit "SA indication" is needed to request SMF SA information from NRF is to be determined during normative phase, or by stage 3 as a protocol aspect.
***** End of Changes *****
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