

SA WG2 Temporary Document
Page 3

SA WG2 Meeting #128-bis	S2-188911
August 20-24, 2018, Sophia Antipolis, France	(revision of S2-188152, S2-188453)

Source:	NICT
Title:	FS_Vertical_LAN: Update to Key Issue #1: Network discovery, selection and access control for type-a and type-b networks
Document for:	Approval
Agenda Item:	6.15: 5GS Enhanced support of Vertical and LAN Services
Work Item / Release:	FS_Vertical_LAN/Rel-16
Abstract of the contribution: 
This document proposes an update to Key Issue #1: Network discovery, selection and access control for type-a and type-b networks.
Discussion
In the current description of Key Issue #1 it looks like an UE is provided with an identifier of type-a or type-b network and then network selection is based solely on this information and/or some preconfigured information in the UE.

While an identifier of type-a or type-b network may be sufficient for network selection in some solutions, especially for solutions focused on non-standalone networks, some additional information could be beneficial for network selection of type-a and type-b networks in other solutions to cover more use cases described in TS 22.804.
Examples of such additional information are mentioned in merged potential service requirements Nsq.cmd.1, Nsq.cmd.2, Nsq.cmd.5 in TS 22.804, which are part of 8.2.3 Service QoS monitoring, and reporting requirements:
The 5G system shall provide a mechanism for supporting real time E2E QoS monitoring within a system.
The 5G system shall be able to provide real time QoS parameters and events to an authorised application / network entity.
The 5G system shall provide information on the current availability of a specific communication service in a particular area (e.g. cell id) upon request of an authorised user.

It is proposed to update Key Issue #1: Network discovery, selection and access control for type-a and type-b networks to study two additional aspects:
· Whether there is a need to provide additional information about type-a and type-b networks (in addition to network identifier) for the purpose of automatic or manual network selection
· If yes, how such information could be provided.

Proposal

* * * * Start of Change * * * * 

[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc519346059][bookmark: _Toc519346112]5.1	Key Issue #1: Network discovery, selection and access control for type-a and type-b networks
[bookmark: _Toc435670434][bookmark: _Toc436124704][bookmark: _Toc509905227][bookmark: _Toc519346060][bookmark: _Toc519346113]5.1.1	General description
This key issue aims at studying network discovery, selection and access control for type-a and type-b networks. Solutions to this key issue are expected to address the following aspects:
-	Type-a and type-b network subscriptions
-	How is information identifying a type-a or type-b network provided to the UE for network discovery and selection?
-	Whether and how additional information about type-a and type b network is provided to the UE for network selection?
-	Which criteria are used by the UE for automatic selection of type-a or type-b networks
-	How to support manual selection of type-a and type-b networks
-	How to prevent UEs not authorized for a given type-a or type-b network from attempting to automatically select and register in that type-a or type-b network?
	How to enable the network to verify whether a UE is authorized to access a type-a or type-b network?
-	Which network entities perform access control for type-a and type-b networks?
-	Access barring aspects for type-a and type-b networks
-	Where access restrictions are configured (e.g. subscription or configuration)?
-	How to enable UEs to access type-b networks but prevent the same UEs from accessing public PLMNs?
-	How to prevent UEs not supporting type-a and type-b networks from attempting to access type-a and type-b networks?
-	How to prevent NG-RAN from handing over a UE to a type-a network if the UE is not permitted to access the type-a network?

* * * End of Change * * * *
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