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Abstract of the contribution: The paper proposes a solution for Key Issue #13 on UE Driven Analytics.
1
Discussion

At SA2 #128, Key Issue #13 on UE Driven Analytics was added to TR 23.791. A requirement of the Key Issue is that "The NWDAF shall be able to receive UE's analytics data." This document proposes a solution for "How the NWDAF collects the UE information". The solution is based on the UE optionally adding a header to each uplink PDU and that the header is populated by the UE with analytics information.

2
Proposal

This contribution proposes to implement the following updates to TR 23.791 v 0.5.0.
* * * Start of Change 1 * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System".

[3]
3GPP TS 23.502: "Procedures for the 5G System".
[4]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[6]
3GPP TS 23.724: "Study on Cellular Internet of Things (IoT) support and evolution for the 5G System".
[7]
3GPP TS 32.426: "Telecommunication management; Performance Management (PM); Performance measurements Evolved Packet Core (EPC) network".
[8]
3GPP TS 22.261: "Service requirements for next generation new services and markets".
[9]
3GPP TS 29.122: "T8 reference point for Northbound APIs".
[10]
3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[11]
ITU‑T Recommendation P.1203.3: "Parametric bitstream-based quality assessment of progressive download and adaptive audiovisual streaming services over reliable transport - Quality integration module ".
[x]
RFC 8300: "Network Service Header (NSH)".
* * * Start of Change 2 * * *

6.x
Solution x: Providing UE Analytics to the NWDAF via the User Plane
6.x.1
Description

This clause describes a solution to Key Issue #13: UE Driven Analytics. The solution focuses on addressing the question of "How the NWDAF collects the UE information" and fulfilling the requirement that "The NWDAF shall be able to receive UE's analytics data."
6.x.1.1
Principles of the Solution

The principles of the solution are that the UE optionally adds a header to each uplink PDU and that the header is populated by the UE with analytics information. The UPF removes the optional header before forwarding the uplink PDU to a Data Network. The UPF provides the analytic information from the header to the NWDAF. The End-to-End Applications whose PDU sessions get used to carry the analytics information may be unaware of the data collection. 
Editor’s Note: It is FFS what analytic data will be carried in the header.
6.x.2.1
Requirements of the Header 

The header, or protocol, that is used by the UE to encapsulate the uplink PDU and send analytics data to the UPF should be defined by stage 3. Additionally, the semantics of the analytics data should be defined by stage 3. Stage 2 requirements of the header are as follows:

· Whether the UE populates the header with analytics information should be optional for the UE 

· Which analytic data is included in the header can be based on UE implementation.

· The frequency with which a UE includes a given piece of analytic data should be based on UE implementation (e.g. whether geo-referenced radio data from Wi-Fi is reported once an hour or once a day)
· Data Analytic policies are communicated to the UE via NAS as SM Polices to indicate the network’s preferences of what analytic data should be collected by the UE (including its frequency of collection, etc.). What analytic data the UE collects is based on the network preferences and UE implementation.
· When the UE has analytic data to send and no associated PDU session data to send, the UE may send the only the header and an empty PDU in order to convey the analytic data to network. 
NOTE: 
An existing protocol, such as Network Services Headers (NSH) (RFC 8300 [x]), may fulfil the above requirements and be used to encapsulate the uplink PDU.
6.x.3.1
Activating and Indicating Support for the Solution

The solution is enabled on a PDU Session basis.

The UE indicates to the network, in the 5GSM Core Network Capability, if it supports the optional header and if local UE policies dictate that analytic data may be provided as part of this PDU session.
If SMF policies dictate that the header should be enabled and the UE indicated its support in the 5GSM Core Network Capability, then the SMF indicates to the UPF, then the SMF selects a UPF to process header and indicates to the UPF, in the N4 Session Establishment/Modification Request, if the header will be enabled in the PDU session
The SMF indicates to the UE, in the PDU Session Establishment Accept, if the optional header should be included in the uplink PDUs.

The SMF indicates to the (R)AN, in the N2 SM information, if the optional header will be included in uplink PDUs of the PDU session. (R)AN can take this information into account when performing header compression for the PDU session.
6.x.4.1
Providing Analytic Data to the NWDAF

The UPF provides collected analytic data directly to the NWDAF. How and when the UPF provides the analytic data information to the NWDAF will be determined by the Key Issue #3 conclusion.

6.x.5.1
Privacy and Integrity Protection of the Analytic Data
Integrity protection and ciphering may be applied to the header as if it is part of the PDU.

6.x.2
Impacts on Existing Nodes and Functionality
UE: 

· Requires support for the new header or protocol.
· Indicates its support of the header in 5GSM Core Network Capability
· Enables the header when the SMF indicates, in the PDU Session Establishment Accept, that it should be enabled 
· Receives data collection policies from the PCF. 

(R)AN:

· Receives an indication of whether the header is enabled for the PDU session
SMF: 

· Receives an indication of the UE’s support for the header in 5GSM Core Network Capability 

· If PDU session has multiple UPFs, selects which of these will process the header 

· Indicates to the UPF, in the N4 Session Establishment/Modification Request, if the header will be enabled 

· Indicates to the UE, in the PDU Session Establishment Accept, when the header should be enabled
· Indicates to the (R)AN, through the N2 SM information, if the header will be enabled
PCF:

· Creates and communicates data collection policies to the UE. 

UPF:

· Requires support for the new header or protocol.

· Receives an indication, in the N4 Session Establishment/Modification Request, if the header will be enabled 

· Removes the Header and Analytics information from the PDU

· Provides the Analytics information to the NWDAF 

6.x.3
Solution Evaluation

Editor's note:
Use this clause for evaluation at solution level.
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