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[bookmark: OLE_LINK6]Abstract of the contribution: This contribution proposes conclusion to ETSUN. 
1 Introduction
In this contribution, ETSUN solutions on KI#1/#2/#3/#4/#5 are evaluated, and interim conclusions are proposed.
2 Discussion
TR23.726 have listed 6 KI, the 6 KI can be categories as below item: 
A) I-SMF addition/removal due to different administrative domain,  KI#1, KI#4
B) UPF controlled by more than one SMF, which leads to the IP address/CN tunnel info management,  KI#2/KI#3 
C) UL-CL addition/remove due to AF policy related insertion/PCC,  KI#1, KI#5 
D) Latency reduction,  KI#6
In this paper we focus on the item A)/B)/C). 
2.1 I-SMF addition/removal due to different region management 
2.1.1  General
For this item, there are several solutions. Each solution list the related impacts on the existing 5GC architecture and procedure. It can be listed as below: 
	
	Architecture
	Procedure
	Others 

	
	
	I-SMF selection
	Reg
	MO/MT
	PDU Est
	Xn HOV
	N2 HOV
	

	Sol 1
	Arch1
	X
	X
	
	
	
	X
	

	Sol 2
	Arch1
	X
	
	
	
	
	
	

	Sol 3
	Arch1
	X
	
	X
	
	
	
	

	Sol 4
	Arch1
	X
	
	
	
	
	
	Not pursued suggested by author

	Sol 5
	Arch2
	X
	
	X
	
	X
	
	With additional UL-CL Insertion

	Sol 6
	Arch1
	X
	X
	X
	X
	X
	X
	


Note: two architecture are defined. We named it Arch1 for solution 1/6, Arch2 for solution5. 
 Based on above initial summary we try to give an analysis of the difference among different solutions. 
2.1.2 Architecture Selection
There are 2 categories of architectures. Except solution 5, solution 1/2/3/4/6 have similar architecture.
In solution 1/6, the I-SMF is located between the AMF and A-SMF. The AMF selects I-SMF. The architecture defined in solution 1/6 is as following:


In solution 5, the I-SMF only has an interfaces with A-SMF. The A-SMF selects the I-SMF. The architecture in solution 5 is as following:


The difference between two architecture can be listed as below: 
Inter PLMN: 
· Arch1, the I-SMF is same as the V-SMF, the whole architecture is aligned with the HR architecture define in R15.  
· Arch2: It is mentieond same as non roaming, i.e. the Nx interface is roaming interface. AMF need support V-SMF function defined before, e.g. for charging. In addition, the N11 interface in R15 is non roaming interface, but in this solution it may be a roaming interface. The roaming architecture (HR) in solution 5 is different from roaming architecture (HR) in R15. 
Data Buffering:
· Arch1: the data is buffered at the I-UPF and paging is triggered from the I-SMF. 
· Arch2: After the AN release, the I-SMF/I-UPF is released and data is buffered at A-UPF, which may be in a region different from AMF. 
· For the new Service Request procedure, the paging request/response cause 2 round trips of inter region/PLMN signallings, which adds delay to the procedure. 
· As the I-SMF/I-UPF is always released, the additioanl I-SMF reselection always need be executed no matter whether the UE is in the same place as last time. This cause unnecessary effort and delay. 
Difference comparing to Rel-15:
· Arch1 
· Except the I-SMF is not required to support the Charging function, other is same as Rel-15 home routed roaming architecture. Procedures defined in R15 can be re-used.
· AMF determines and selects I-SMF in the same administrative region (or PLMN), less delay for I-SMF selection as this can be combined with the mobility procedure.
· Arch2, different comparing to Rel-15. Backward compabitliy issue?
Based on above comparison, we see some benefit to adopt Arch1 , i.e. architecture defined in solution 1/6 for the case that the UPF is managed by different SMF. 
Proposal 1: The architecture in solution 1/6 is selected as basis for normative work for the case that the UPF is managed by different SMF.
2.1.3 I-SMF Selection
There are 5 solutions that support I-SMF selection based on architecture in solution 1 and 6, and they can be grouped into 3 groups: solution 1&2, solution 3&4, solution 6.
Table 1: I-SMF selection comparing
	 
	Mobility
	PDU Session Establishment

	Solution 1&2
	AMF determines the need of I-SMF selection:
· AMF determines based on SMF SA; or
· AMF query NRF whenever UE location changes (e.g. TA)
AMF selects I-SMF:
· AMF provides UE location and an optional SA indication to NRF, NRF returns I-SMF ID and SMF SA if SA indication included.
	Not described

	Solution 3&4
	AMF determines the need of I-SMF selection:
· SMF sends SMF SA to AMF; or
· SMF SA is configured in AMF
AMF selects I-SMF:
· AMF provides UE location to NRF, NRF returns selected I-SMF(or A-SMF) to AMF
	Not described

	Solution 6
	AMF determines the need of I-SMF selection:
· SMF SA is configured in AMF or collected by AMF
· If old I-SMF is not in the same region as AMF, I-SMF selection is needed
· AMF may query NRF whenever UE location changes (e.g. TA)
AMF Selects I-SMF:
· AMF provides UE location and S-NSSAI to NRF, NRF returns selected I-SMF to AMF
	AMF selects A-SMF based on S-NSSAI and DNN:
· AMF sends S-NSSAI and DNN to NRF, NRF returns A-SMF list.
AMF determines whether I-SMF is needed:
· Based on SMF SA and UE location
· Query NRF providing UE location and S-NSSAI, NRF returns I-SMF list, determine whether combined I-SMF and A-SMF is possible, if not, select an I-SMF from I-SMF list, and an A-SMF from A-SMF list.


To support I-SMF selection during UE mobility, the common thing among the solutions includes: 
· The AMF determines whether I-SMF re-selection is needed or not (all 3 solutions)
· AMF selects I-SMF based on UE location. AMF provides UE location to NRF (all 3 solutions)
· AMF queries NRF whenever UE location changes (e.g. TA change) if AMF can not determine whether the I-SMF change is needed or not (solution 1&2, solution 6)
The differences includes:
· How the AMF is aware of the SMF service area, i.e. whether the I-SMF reselection is needed? 
Solution 1&2 suggested that NRF provides SMF service area to AMF, while solution 3&4 suggests that SMF provides SMF service area to AMF, solution 6 suggests the AMF configures such info or learns this info by itself. 
The SMF service area is per Node information, and it may include a large amount of TA information. As such it may be difficult to exchange this information among different NF on the per UE message. It may be better to store this information at the NRF. The AMF can be preconfigured this information or store the query information, i.e. the TA and the associated SMF information. As such we suggest proposal in solution 6 is selected as the adopted mechanism. 
For the PDU session establishment, it is possible that I-SMF is inserted. However only solution 6 has described the I-SMF selection during PDU session establishment. It is assumed in other solution, they take similar solution as the mobility case. 
Proposal 2: 
· For UE mobility, the AMF determines whether I-SMF re-selection is needed and selects I-SMF by providing UE location and S-NSSAI to NRF. If the AMF cannot determine whether the I-SMF change is needed or not, the AMF tries to queries NRF whenever UE location changes. 
· The SMF service area is stored at the NRF. The AMF may be configured with SMF service area, or the AMF may learn SMF service area by implementation specific means. 
· For PDU establishment, the AMF determines whether I-SMF is needed based on service area of A-SMF and UE location.
2.1.3 SM Context Retrieval
When the UE move and the I-SMF reallocation happens, the new I-SMF need retrieve the SM context. The following table is a brief introduction of the solutions, and a comparison of these solutions:
Table 2: SM Context retrieval
	 
	Description
	Comparison

	Solution 1
	Registration: Target I-SMF retrieve SMF context from A-SMF
N2 HO: AMF retrieve from source I-SMF and send to target I-SMF

SR: N/A
	· Different handling for different procedures
· AMF is involved in some cases. So it has AMF impacts
· SR: not clear how it works

	Solution 3
	Registration: N/A
N2 HO: N/A
SR: I-SMF insertion, I-SMF retrieve from A-SMF, I-SMF change, no description.
	· Can be regarded as a companion SR procedure for solution 1

	Solution 6
	For all procedures: Target I-SMF retrieve from source I-SMF (A-SMF in case of I-SMF insertion)
	· Consistent handling for all procedures
· AMF is not involved, no AMF impact
· 2 inter region interfaces (between AMFs, and between source & target I-SMF), but without AMF handling delay


From the table it can be seen that Solution 6 has considered all procedures which need retrieve SM context, and has consistent handling for SM context retrieval. In addition, solution 6 has no impact on AMF. Hence, it is recommended that SM context is retrieved from old I-SMF directly by new I-SMF in mobility related procedures.
Proposal 3: the new I-SMF retrieves SM context from old I-SMF (or A-SMF in case of I-SMF insertion).
2.1.4 Forwarding Tunnel Establishment
Both solution 1 and solution 6 have procedures to support forwarding tunnel establishment between I-UPFs controlled by old/new I-SMF. 
Solution 1 suggests that during N2 based handover procedure, the source/target AMF help establish the indirect forwarding tunnel between old I-UPF controlled by old I-SMF and new I-UPF controlled by new I-SMF. Solution 6 proposes that the new I-SMF triggers the indirect tunnel establishment directly toward the old I-SMF.
The following is a table comparing the 2 alternative solutions:
Table 3: Forwarding Tunnel establishment
	 
	Description
	Comparison

	Solution 1
	N2 HO: The indirect forwarding tunnel is established via target/source AMF

SR: No solution has been proposed
	· AMF is involved, has AMF impacts, and couples SM handling with MM handling
· Solution is not complete: Not clear how forwarding tunnel is established for SR case. If it is via AMF, then there would be more signaling, hence more delay

	Solution 6
	N2 HO: the indirect forwarding tunnel is established directly between source and target I-SMF

SR: the forwarding tunnel is established directly between source and target I-SMF
	· AMF is not impacted and not involved, better functional split between SM and MM handling
· Consistent handling for all cases


Based on the comparison table, the solution 6 has no AMF impacts, it has better functional split between SM and MM handling. Also considering the service request procedure, the AMF involvement will make the procedure quite complicated. Hence, it is suggested that the forwarding tunnel is established between SMFs directly without involving the AMF.
Proposal 4: Forwarding tunnel is established directly between SMFs without involvement of AMF.
2.2 UL-CL management
2.2.1 General
For UL-CL management, there are three solution are related. Solution 5, 7, 16, 18. 
2.2.2 Insertion without Local SMF
For the case that UL-CL is controlled by A-SMF, Rel-15 has already supported it. No enhancement is foreseen for that case. However at Rel-15 as no I-SMF is defined, it has not discussed how to insert UL-CL in case the UPF is not controlled by the A-SMF. 
Solution 5 ask the A-SMF do the I-SMF selection and I-SMF select the UL-CL. However this solution assume that when the AN is released the I-SMF and all related UL-CL are released. So this solution cannot support the traffic from the local network when the UE is in IDLE state.  
Solution 18 and solution 7 support the management of UL-CL that is controlled by I-SMF. Solution 7 give a more detail explanation on how the I-SMF decide to insert the UL-CL. It is proposed to take 6.7.2.3.1.2 as base line, e.g. on who determine to insert/remove the UL-CL in case the UL-CL is not controlled by the A-SMF.  
Proposal 5:
· Procedure in clause 6.7.2.3.1.2 is taken as a basis for normative work, especially for the below items: 
· The UL-CL insertion shall be decoupled with mobility procedure.
· I-SMF receives policy related to AF influence
· I-SMF determines whether UL-CL needs to be inserted based on UE location and the policy received.
· I-SMF selects UL-CL and local PDU session anchor based on DNAI (optional) and UE location.
· In case of multi-homing, the I-SMF allocates local IP address
2.2.2 UL-CL Insertion with Local SMF
In the TR, there are 2 solutions that support inserting UL-CL controlled by local SMF: solution 7, and solution 16. Solution 18 suggest that local SMF is not needed from outside view. 
From our view, the local SMF and UPFs controlled by local SMF can be looked as one UPF from outside. The SMF selects the local SMF as a normal UPF. The only difference is that, if the local SMF is needed due to different administrative domain, the enhancement can be listed as below: 
· Internal UPF selection enhancement, the A/I-SMF provide some additional information to this local SMF, e.g. the UE location information and DNAI, 
· UL-CL/L-PSA handling differentiation. The PDR/FAR/QER/URR sent to the local SMF need to be differentiated whether it is to be installed at the UL-CL or L-PSA (to support they can be deployed separately). 
It is proposed that those enhancement can be seen as optional parameter to be added to the N4 interface per operator configuration. From the A/I-SMF view, they does not need be aware whether the local SMF exist or not. 
Then for the local SMF solution, following table highlights the key points of these alternative solutions:
Table 4: UL-CL Insertion with Local SMF
	 
	Description
	Comparison

	Solution 7
	· A-SMF or I-SMF selects L-SMF
· L-SMF only interfaces with I/A-SMF in control plane
· The interface between A-SMF and L-SMF is based on N4
	· L-SMF only interfaces with SMF (A-SMF or I-SMF) in 2 solutions
· In solution 7, L-SMF is selected by A-SMF or I-SMF, and the interface between L-SMF and SMF is based on N4
· In solution 16, A-SMF informs AMF to select L-SMF. 
· For inter region case, solution 7 assumes that I-SMF is inserted beforehand, which decouples the mobility procedure with UL-CL insertion.
· For inter region case, solution 16 assumes I-SMF and L-SMF are inserted at same time, which couples mobility procedure with UL-CL insertion.

	Solution 16
	· A-SMF determines inserting a ULCL/BP not controlled by A-SMF is needed
· A-SMF request AMF to select Local SMF
· L-SMF only interfaces with I-SMF in control plane
· L-SMF interfaces with I-SMF via N16
	



Solution 7 assumes that the interface between L-SMF and I/A-SMF is based on N4, and L-SMF is selected by I/A-SMF. Comparing two solutions as the charging may be required by the local UPF. In that case it is not clear whether for solution 16 the policy is transferred via the AMF? Also as mentioned above if the UL-CL is inserted due to special traffic is ongoing, solution 7 can be activated per policy information. However it is it not clear how the solution 16 activated if no mobility event happen?  So it is proposed to consider the solution 7. 
Proposal 6:
· N4 interface is required to support the below enhancement: 
· Additional information/ for potential further UPF selection, e.g. the UE location information and DNAI, 
· UL-CL/L-PSA handling differentiation to support they can be deployed separately. 
2.3 UPF shared by multiple SMFs
2.3.1 General
This item include two issue, i.e. IP address allocation and CN tunnel info allocation. 
2.3.1 IP address allocation
There are 5 alternative solutions in the TR that solves the key issue related to IP address allocation.
Table 5: IP address allocation
	 
	Description

	Solution 8
	· UPF allocates each UE IP address during PDN session establishment.

	Solution 9
	· UPF allocate 1 or more IP address to SMF.
· SMF allocate and releases IP address for each UE. 

	Solution 10
	· UPF send initial IP Section to SMF.
· SMF request more IP Section from NRF if the IP Section address space is not enough. 
· SMF release IP Section to NRF

	Solution 11
	· SMF request IP address from NRF or DHCP Server
· UPF/NRF provides Pool ID associated with an IP pool described by DNN, IP version, etc. to SMF, in IP address request, the SMF provides Pool ID.

	Solution 12
	· SMF request IP address from DHCP Server
· NRF/OAM provides Pool ID associated with an IP pool described by DNN, IP version etc. to SMF, in IP address request, the SMF provides Pool ID.


Each of the above solutions have some impacts on SMF, and on some other network function, for example, solution 8/9 impacts SMF and UPF, solution 10 impacts SMF/NRF/and optionally UPF. The solution are not converged. 
From our view, the most important aspect for solution selection is which entity manages IP Pool, we need to compare the impacts on the network function which is responsible for IP Pool management.
The existing solutions can be divided into 2 main categories based on which entity manages the IP Pool:
· Cat 1: The UPF manages IP Pool
· Cat 2: The Control Plane Function manages IP Pool
The Cat 1 solution includes solution 8 and solution 9. The Cat 2 solution includes solution 10/11/12. For Cat 1 solutions, the difference is per UE allocation or per IP section allocation. For Cat 2 solutions, the main difference is which control plane entity manages IP Pool.
In order to make a conclusion, we need to answer the following questions:
1. Should the IP Pool be managed by control plane function or by user plane function? i.e. which category do we prefer, Cat 1? Or Cat 2? Or we can support both Cat 1 and Cat 2?
2. If the IP Pool is managed by UPF, then should the IP allocation be per UE granularity or per IP Section granularity or we support both options?
3. If the IP Pool is managed by Control Plane Functions, which Control Plane Function should manage IP Pool? DHCP server? AAA Server? NRF? Or even some other control plane function?
We suggest that these open questions are discussed in order to make a conclusion.
Proposal 7: It is proposed to discuss the questions listed above.
2.3.2 Tunnel Info allocation
The only solution that support Tunnel info allocation is in solution 14. In this solution, the NRF provides TEID range associated with an interface of a UPF to SMF.
Since there are no other alternative solutions, it is suggested to adopt solution 14 as basis for normative work.
Proposal 8: Solution 14 is proposed as basis for normative work.
3 Proposal
It is proposed to add the following text into TR 23.726.

/*************************** Start of the first change ************************/
[bookmark: _Toc517275453]7	Conclusions
Editor's note: This clause is intended to list interim or/and final conclusions, which have been agreed during the course of the study item activities.
7.x	Interim Conclusions for I-SMF addition/removal due to different region management 
The KI#1/KI#4 address one scenario that in one PLMN the UPF in different region may not be able to be controlled by the SMF in other region. Due to that one I-SMF need be inserted/removed when the UE move among the different regions. Comparing the different solution, it is concluded as below:
· Architecture, the architecture described in 6.1.2.2. is same as architecture described in 6.6.2.1. It is concluded to take below architecture as baseline. 


Figure 7.x-1: Non-Roaming system architecture for A-SMF and AMF in different region
· I-SMF selection: It is concluded that AMF determines whether I-SMF needs to be selected based on service area of the SMF that controls the N3UPF, and AMF takes the role of the I-SMF selection. The Service area of SMF is preconfigured or learned by the AMF. If the AMF cannot determine whether the I-SMF change is needed or not, the AMF tries to queries NRF whenever UE location changes.The detail parameters for I-SMF selection can be left for normative work.
· SM context retrieval: It is concluded that the SM context retrieval is between SMFs directly for all procedures. Especially for the I-SMF reallocation, the new I-SMF retrieves SM context from the old I-SMF directly, as described in corresponding procedures in solution #6. 
· Forwarding tunnel establishment: It is concluded that forwarding tunnel is established between target I-SMF and source I-SMF directly as in N2 based handover procedure (6.6.2.4) and UE triggered service request procedure (clause 6.6.2.5).
7.x	Interim Conclusions for UL-CL addition/removal 
The KI#1/KI#5 also addresses how to insert an UPF supporting UL-CL/BP which is not controlled by SMF that controls the main PSA of the PDU Session. Two scenarios are considered.
· UL-CL/BP controlled by I-SMF: 
· Architecture described in figure 6.7.2.3.1.1-1 is taken as basis for normative work. 
· The I-SMF receives policies related to AF influence, selects DNAI, and selects UL-CL/BP and local PSA based on DNAI and UE location information, for multi-homing, I-SMF allocates local IP address.
· The UL-CL insertion shall be decoupled with mobility procedure. 
· The procedure defined in clause 6.7.2.3.1.2 is taken as basis for normative work. 
· UL-CL/BP controlled by Local SMF: 
· N4 interface is required to support the below enhancement: 
· Additional information/ for potential further UPF selection, e.g. the UE location information and DNAI, 
· UL-CL/L-PSA handling differentiation to support they can be deployed separately. 
7.x	Interim Conclusions for UPF shared by multiple SMF  
The KI#2 addresses UE IP Address allocation when UPF is shared by multiple SMFs:
Editor's note: It is FFS whether the IP Pool is managed by control plane function or by user plane function.
Editor’s note: It is FFS whether the UE IP allocation is per UE granularity or per IP Section granularity or both options are supported, if the IP Pool is managed by UPF.
Editor’s note: It is FFS which Control Plane Function manages IP Pool if the IP Pool is managed by Control Plane Functions, DHCP server? AAA Server? NRF? Or some other control plane function?
The KI#3 addresses UPF resource management impact when UPF is shared by multiple SMFs. It is concluded as below:
· Solution 14, i.e. 6.14, is taken as base line for normative work.
******************************* End of Changes *********************************
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