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Abstract of the contribution: This contribution introduces solutions on the key issue #1 NW discovery & selection for type-a and type-b networks.
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Discussion
For NW discovery & selection of non-public networks, we solve the following problems which are listed in the key issue #1: 

-
How is information identifying a type-a or type-b network provided to the UE for network discovery and selection?

-
Which criteria are used by the UE for automatic selection of type-a or type-b networks

-
How to support manual selection of type-a and type-b networks
-
Type-a and type-b network subscriptions
- 
How to enable the network to verify whether a UE is authorized to access a type-a or type-b network?
Network discovery

As discussed in the S2-188274(NW identification for non-public network), for both type-a and type-b networks, we may use the same format of network identification, which is combination of a PLMN ID(MCC +  MNC) and a non-public network ID. So, to enable UE to discover the available non-public networks, the NG-RAN nodes supporting access to non-public networks broadcast in SIB combination(s) of PLMN ID and non-public network ID, which identify the non-public networks they support.

Network selection
In automatic network selection mode when a UE subscribed to a non-public network discovers available non-public networks or public networks, the UE would select the highest priority network out of the preferred network selection list, where how to define or use the preferred network selection list will be decided by CT1 WG. 
In manual network selection mode, a user may select a preferred network out of the available non-public and public networks, which are displayed to the user. 

Subscription and UE/subscriber identity
· type-a non-public network : Subscriptions are stored in the non-public network’s UDM as well as the same operator’s public network’s UDM.
· Non-public network’s UDM has the UE subscription data related to the non-public network. And this UE subscription data for the non-public network can be stored in the same operator’s public network’s UDM. So, additional authentication for the non-public network can be skipped, and authorization for the non-public network can be done by the subscription data in the public network’s UDM, where the subscription data should be synchronized between non-public network and public network. 
·  For UE identity in the non-public network, the SUPI assigned in the public network can be used in the non-public network also which the operator of the public network manges.

·  In order to support some UEs (e.g. BYOD in office or factory) which have a subscription to a non-public network but have no subscription to the same public network, authentication and authorization for the non-public network should be performed by the AUSF/UDM in the non-public network.
· For UE identity in the non-public network, the NAI assigned by the non-public network is used, where the realm part of the NAI should include non-public network identification (e.g. PLMN ID + non-public network ID). Per non-public network policy, instead the SUPI assigned in the public network which the UE has a subscription to can be used in the non-public network, where the SUPI should be enlisted in the non-public network’s UDM via UE subscription management for the non-public network.

· type-b non-public network :Subscriptions are stored in the non-public network’s UDM. 
· Non-public network’s UDM only has the UE subscription data related to the non-public network. So authentication and authorization for non-public network should be performed by the AUSF/UDM in the non-public network.

· For UE identity in the non-public network, the NAI assigned by the non-public network is used, where the realm part of the NAI should include non-public network identification (e.g. PLMN ID + non-public network ID).
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Proposal
The following change is proposed to be applied to TR 23.734.

*** 1st Change(all new text) ***
6.xx
Solution #xx: discovery & selection for non-public network
6.xx.1
Description

The solution addresses key issue #1 ("Network discovery & selection for type-a and type-b networks"). The solution is based on the following principles:
-
The UE which subscribes to a non-public networks identified as combination of a PLMN ID and a non-public network ID is authorized to register with the non-public networks.

-
NG-RAN nodes supporting access to non-public networks broadcast in SIB one or more tuples of PLMN ID and non-public network ID to indicate to UEs the non-public networks they support.
- 
In automatic network selection mode when a UE subscribed to a non-public network discovers available non-public networks or public networks, the UE would select the highest priority network out of the preferred network selection list, which indicates the preference on UE’s network selection among public networks and non-public networks.  How to define or use the preferred network selection list will be decided by CT1 WG. 
-
For subscription and UE/subscriber identification for type-a network:
· Non-public network’s UDM has the UE subscription data related to the non-public network. And this UE subscription data for the non-public network can be stored in the same operator’s public network’s UDM. So, additional authentication for the non-public network can be skipped, and authorization for the non-public network can be done by the subscription data in the public network’s UDM, where the subscription data should be synchronized between non-public network and public network. 

·  For UE identity in the non-public network, the SUPI assigned in the public network can be used in the non-public network also which the operator of the public network manges.

·  In order to support some UEs (e.g. BYOD in office or factory) which have a subscription to a non-public network but have no subscription to the same public network, authentication and authorization for the non-public network should be performed by the AUSF/UDM in the non-public network.

· For UE identity in the non-public network, the NAI assigned by the non-public network is used, where the realm part of the NAI should include non-public network identification (e.g. PLMN ID + non-public network ID). Per non-public network policy, instead the SUPI assigned in the public network which the UE has a subscription to can be used in the non-public network, where the SUPI should be enlisted in the non-public network’s UDM via UE subscription management for the non-public network.

· For subscription and UE/subscriber identification for type-b network:

· Non-public network’s UDM only has the UE subscription data related to the non-public network. So authentication and authorization for non-public network should be performed by the AUSF/UDM in the non-public network.

· For UE identity in the non-public network, the NAI assigned by the non-public network is used, where the realm part of the NAI should include non-public network identification (e.g. PLMN ID + non-public network ID).
6.xx.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.xx.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.xx.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
*** End of changes ***
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