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Abstract of the contribution: This contribution introduces solution on the key issue #2 NW identification for type-a & type-b networks.
1
Discussion
There are two types of network for communication defined for automation in vertical domains. i.e. type a and type b;

-
Type-a network: a 3GPP network that is not for public use and for which service continuity and roaming with a PLMN is possible. 

-
Type-b network: an isolated 3GPP network that does not interact with a public PLMN. 
For identification of those networks, we need solve the following problems; 

-
What are the information elements included in the network identification and what is the granularity of each information, e.g. network operator identifier, type of the network, location information?

-
Whether and how to provide differentiation between type-a and type-b network in a network identification?

-
What are the assumptions on the uniqueness of the network identification?

-
Whether and how is the network identification related to the UE identification.
In the solution #1 of the TR 23.734, for type-a network identification combination of a PLMN ID and a type-a network ID is introduced.  And, for type-b network identification, a type-b network ID is used differently without help of PLMN ID. 
However, Considering CAV scenarios[1] e.g. inbound logistics etc., we should consider that the UE moves among type a network and type b network.  So it is preferable to have same nework idenfication and network discovery mechanism regardless of type of non-public network.
Hence, we propose to have same network identification for type-b as type-a network. i.e.
Proposal 1: non-public network is identified as combination of PLMN ID(MCC + MNC) and non-public nework identifier. 

Then, it should be solved how to distinguish the type-b network from the type-a.

In a given country, we may assume that its local regulation would manage or supervise the network identification of the non-public network.  Hence, the local regulation may allocate type-b dedicated MNC value(s) for type-b network identification, which are not used for public network. Currently 2~3 digits are used for MNC so that we have enough room for type-b dedicated MNC value(s).  Moreover, per the local regulation’s policy non-public network identifier values can be managed centerally by the local regulation or assigned in un-managed manner by individual type-b network operators.
Proposal 2: in a given MCC, the local regulation may allocate MNC values for type-b network identification. 
To enable UE to discover the available non-public networks, the NG-RAN nodes supporting access to non-public networks broadcast combinations of PLMN ID and non-public network ID, which identify the non-public networks they support.
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Proposal
The following change is proposed to be applied to TR 23.734.

*** 1st Change(all new text) ***
6.xx
Solution #xx: Identification for non-public network
6.xx.1
Description

The solution addresses key issue #2 ("Network Identification for type-a and type-b networks"). The solution is based on the following principles:
-
A type-a network is uniquely identified by the combination of a PLMN ID and a non-public  network ID.
-
A type-b network is identified by the combination of a PLMN ID and a non-public  network ID, where the PLMN ID consists of an MCC and a type-b dedicated MNC which a local regulation of the MCC may assign with the type-b network. 
In a given region, per policy of the local regulation in the MCC, the non-public network IDs may be centrally managed by the local regulation or assigned in un-managed manner by individual type-b network operators. 
-
A non-public network is disinguishable from public network by the non-public  network ID which is assigned in addition to PLMN ID.  type-a and type-b networks are distinguishable by the MNC value of the PLMN ID( i.e. it is determined by whether the MNC value is the type-b dedicated value in the MCC area)
-
The UE is assumed to be configured with PLMN ID and non-public network ID corresponding to the non-public networks the UE is authorized to register with.

-
NG-RAN nodes supporting access to non-public networks broadcast in SIB one or more tuples of PLMN ID and non-public network ID to indicate to UEs the non-public networks they support.

6.xx.2
Procedures

Editor's note:
This clause describes services and related procedures for the solution.
6.xx.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

6.xx.4
Solution Evaluation

Editor's note:
This clause provides an evaluation of this solution.
*** End of changes ***
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