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	Reason for change:
	A) No consistent use of “emergency registered” is made in 23.501 which leads to confusion i.e.

· Whether emergency registered only applies in limited service state or more broadly when the UE only has PDU Sessions for Emergency Services

· Whether emergency registered only applies over 3GPP Access

· Whether other PDU Sessions (i.e. not for emergency) are allowed when a UE is Emergency Registered

· “Emergency Registered” as such is confusing

· Note that “only has PDU Sessions for Emergency Services” also needs fixing as there can only be a single PDU Session for Emergency Services not more (as defined in §5.16.4.9)
· §5.16.4.1: Emergency Services are provided to normal registered UEs and depending on local regulation, to emergency registered UEs i.e. that are in limited service state.
· “i.e.” in this sentence is incorrect for a) a UE that is in limited service state may not necessarily be emergency registered (but of course cannot register for normal service) and b) it contradicts the following point.
· §5.16.4.1: UE is considered to be emergency registered if it has only PDU Sessions for Emergency Services.
· This contradicts the above as a UE registered for normal service and subject to mobility restrictions, may also only have PDU Sessions for Emergency Services (see below). Said otherwise, a UE that is emergency registered may not be in limited service state.
· §5.16.4.1: “UEs that had registered for normal services and do not have emergency PDU Sessions established and the UE is subject to Mobility Restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate the UE Requested PDU Session Establishment procedure to receive Emergency Services”

· §5.16.4.3: During Mobility Registration Update procedures, including a Registration Update as part of a handover, the target AMF ignores any Mobility Restrictions or access restrictions for UE with emergency services where required by local regulation. Any non-emergency services are not allowed, by the target network when not allowed by the subscription for the target location. Such UEs with only emergency PDU Sessions behave as emergency registered.
· §5.16.4.4: 

· An emergency registered UE over 3GPP access […] 

· emergency registered UEs on untrusted Non-3GPP access […]

· §5.16.4.9: If the UE is considered as registered for emergency services only in 3GPP access (i.e. limited service state), it shall not request a PDU Session to any other DNN
· As above, “i.e.” is inappropriate – a UE could camp in normal state and be registered only for emergency
· S2-187498 further introduced in §5.16.4.9:

· If the UE is considered as registered for emergency services only in 3GPP access (i.e. limited service state), it shall not request a PDU Session to any other DNN over 3GPP access.
· TS24.501 defines:

· Registered for emergency services: A UE is registered for emergency services if it has successfully completed initial registration for emergency services or if it has only one PDU Session established which is for emergency services
· This definition is inconsistent with TS23.501 – it is also misleading in that it points at two different UE states: one where the UE has a PDU Session established, one where the UE does not have such PDU Session established. While clear differences exist between limited service and normal service, in both cases, for emergency the UE needs a) a successful registration and b) a PDU Session Established for Emergency – thus it is this particular state of the UE that should be defined.
· EPS Case:

· 3GPP TS 23.401: An “Emergency Attached UE” is “a UE which only has bearer(s) related to emergency bearer service.” This term is equivalent to “attached for emergency bearer services” in Stage 3.

· 3GPP TS 24.301: “Attached for emergency bearer services: A UE is attached for emergency bearer services if it has only a PDN connection for emergency bearer services established”


B) It is not defined whether a UE that is registered for normal service provides a Request Type “Emergency” when requesting PDU Session Establishment for receiving Emergency Services. It is not defined that UEs camping normally on a cell shall not initiate Emergency Registration
C) Misc. Editorials

	
	

	Summary of change:
	A) The following corrections are made:

·  “Emergency Registered” is dissociated from limited service state, thus aligning with EPS definition i.e. “Emergency registered” is defined wrt PDU Session Established for Emergency.
· “Emergency Registered UE” is replaced by “UE using Emergency Services” and a definition is added accordingly

· Emergency Services provided through a single PDU Session, and no other PDU Sessions ongoing/maintained on the same Access Type
B) It is clarified that the Request Type “Emergency” is used. It is also defined that UEs camping normally on a cell shall not initiate Emergency Registration

C) Misc. editorial corrections / small clarifications

	
	

	Consequences if not approved:
	A) Misleading specification

B) Inability to detect the PDU Session being established is for emergency

C) N/A
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**** FIRST CHANGE ****

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

5G Access Network: An access network comprising a NG-RAN and/or non-3GPP AN connecting to a 5G Core Network.

5G Core Network: The core network specified in the present document. It connects to a 5G Access Network.

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same 5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.

5G QoS Identifier: A scalar that is used as a reference to a specific QoS forwarding behaviour (e.g. packet loss rate, packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.).

5G System: 3GPP system consisting of 5G Access Network (AN), 5G Core Network and UE.
Allowed NSSAI: NSSAI provided by the Serving PLMN during e.g. a Registration procedure, indicating the S-NSSAIs values the UE could use in the Serving PLMN for the current registration area.

Allowed Area: Area where the UE is allowed to initiate communication as specified in clause 5.3.2.3.

AMF Region: An AMF Region consists of one or multiple AMF Sets.

AMF Set: An AMF Set consists of some AMFs that serve a given area and Network Slice. Multiple AMF Sets may be defined per AMF Region and Network Slice(s).

Application identifier: An identifier that can be mapped to a specific application traffic detection rule.

AUSF Group ID: This refers to one or more AUSF instances managing a specific set of SUPIs.

Configured NSSAI: NSSAI provisioned in the UE applicable to one or more PLMNs.

DN Access Identifier (DNAI): Identifier of a user plane access to one or more DN(s) where applications are deployed.

UE using Emergency Services: A UE that has a PDU Session established for Emergency Services over 3GPP Access (respectively Non-3GPP Access). This UE may either be registered for normal services over 3GPP Access (respectively Non-3GPP Access) or in limited service state and registered for Emergency Services over 3GPP Access (respectively Non-3GPP Access).

Endpoint Address: An address used by a NF service consumer to access the NF service (i.e. to invoke service operations) provided by a NF service provider. An Endpoint Address is represented in the syntax of Uniform Resource Identifier (e.g. part of Resource URI of the NF service API).

Expected UE Behaviour: Set of parameters provisioned by an external party to 5G network functions on the foreseen or expected UE behaviour, see clause 5.20.

Forbidden Area: An area where the UE is not allowed to initiate communication as specified in clause 5.3.2.3.

GBR QoS Flow: A QoS Flow using the GBR resource type or the Delay-critical GBR resource type and requiring guaranteed flow bit rate.

Initial Registration: UE registration in RM-DEREGISTERED state as specified in clause 5.3.2.

Local Area Data Network: a DN that is accessible by the UE only in specific locations, that provides connectivity to a specific DNN, and whose availability is provided to the UE.

Local Break Out (LBO): Roaming scenario for a PDU Session where the PDU Session Anchor and its controlling SMF are located in the serving PLMN (VPLMN).

Mobility Pattern: Network concept of determining within the AMF the UE mobility parameters as specified in clause 5.3.2.4.

Mobility Registration Update: UE re-registration when entering new TA outside the TAI List as specified in clause 5.3.2.

MPS-subscribed UE: A UE having a USIM with MPS subscription.

NGAP UE association: The logical per UE association between a 5G-AN node and an AMF.

NGAP UE-TNLA-binding: The binding between a NGAP UE association and a specific TNL association for a given UE.

Network Function: A 3GPP adopted or 3GPP defined processing function in a network, which has defined functional behaviour and 3GPP defined interfaces.

NOTE 2:
A network function can be implemented either as a network element on a dedicated hardware, as a software instance running on a dedicated hardware, or as a virtualised function instantiated on an appropriate platform, e.g. on a cloud infrastructure.
Network Instance: Information identifying a domain. Used by the UPF for traffic detection and routing.

Network Slice: A logical network that provides specific network capabilities and network characteristics.

Network Slice instance: A set of Network Function instances and the required resources (e.g. compute, storage and networking resources) which form a deployed Network Slice.

Non-GBR QoS Flow: A QoS Flow using the Non-GBR resource type and not requiring guaranteed flow bit rate.

NSI ID: an identifier for a Network Slice instance.
NF instance: an identifiable instance of the NF.

NF service: a functionality exposed by a NF through a service based interface and consumed by other authorized NFs.

NF service instance: an identifiable instance of the NF service.

NF service operation: An elementary unit a NF service is composed of.

NG-RAN: A radio access network that supports one or more of the following options with the common characteristics that it connects to 5GC:

1)
Standalone New Radio.

2)
New Radio is the anchor with E-UTRA extensions.

3)
Standalone E-UTRA.

4)
E-UTRA is the anchor with New Radio extensions.

Non-Allowed area: Area where the UE is allowed to initiate Registration procedure but no other communication as specified in clause 5.3.2.3.

Non-Seamless Non-3GPP offload: The offload of user plane traffic via non-3GPP access without traversing either N3IWF or UPF.

PDU Connectivity Service: A service that provides exchange of PDUs between a UE and a Data Network.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.

PDU Session Type: The type of PDU Session which can be IPv4, IPv6, IPv4v6, Ethernet or Unstructured.

Periodic Registration Update: UE re-registration at expiry of periodic registration timer as specified in clause 5.3.2.

(Radio) Access Network: See 5G Access Network.

Requested NSSAI: NSSAI provided by the UE to the Serving PLMN during registration.

Service based interface: It represents how a set of services is provided/exposed by a given NF.

Service Continuity: The uninterrupted user experience of a service, including the cases where the IP address and/or anchoring point change.
Service Data Flow Filter: A set of packet flow header parameter values/ranges used to identify one or more of the packet (IP or Ethernet) flows constituting a Service Data Flow.

Service Data Flow Template: The set of Service Data Flow filters in a policy rule or an application identifier in a policy rule referring to an application detection filter, required for defining a Service Data Flow.

Session Continuity: The continuity of a PDU Session. For PDU Session of IPv4 or IPv6 or IPv4v6 type "session continuity" implies that the IP address is preserved for the lifetime of the PDU Session.

Subscribed S-NSSAI: S-NSSAI based on subscriber information, which a UE is subscribed to use in a PLMN

UDM Group ID: This refers to one or more UDM instances managing a specific set of SUPIs.

UDR Group ID: This refers to one or more UDR instances managing a specific set of SUPIs.

UPF Service Area: The area within which PDU Session associated with the UPF can be served by (R)AN nodes via a N3 interface between the (R)AN and the UPF without need to add a new UPF in between or to remove/re-allocate the UPF.

Uplink Classifier: UPF functionality that aims at diverting Uplink traffic, based on filter rules provided by SMF, towards Data Network.

**** NEXT CHANGE ****

5.16.4
Emergency Services

5.16.4.1
Introduction

Emergency Services are provided to support IMS emergency sessions. "Emergency Services" refers to functionalities provided by the serving network when the network is configured to support Emergency Services. Emergency Services are only provided to UEs using Emergency Services i.e. UEs that have a PDU Session established for Emergency Services over either 3GPP Access only or Non-3GPP Access only, and that are either registered for normal services over the corresponding access or depending on local regulation, in limited service state and registered for Emergency Services over the corresponding access. Receiving Emergency Services in limited service state does not require a valid subscription. A UE may only attempt to use Emergency Services over Non-3GPP Access if it is unable to use Emergency Services over 3GPP Access as specified in TS 23.167 [18]. Depending on local regulation and on operator's policy, the network may allow or reject a registration request for Emergency Services from UEs that have been identified to be in limited service state. Four different behaviours of Emergency Services as defined in TS 23.401 [26] clause 4.3.12.1 are supported i.e. 

-
Valid UEs only; 

-
Only UEs that are authenticated are allowed;

-
IMSI required, authentication required;

-
All UEs are allowed.
To provide Emergency Services, the AMF is configured with Emergency Configuration Data that are applied to Emergency Services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contains the Emergency DNN which is used to derive an SMF. In addition, the AMF Emergency Configuration Data may contain the statically configured SMF for the Emergency DNN. The SMF may also store Emergency Configuration Data that contains statically configured UPF information for the Emergency DNN.

When the UE is camped normally in the cell, i.e. not in limited service state, during Registration procedure described in TS 23.502 [3] clause 4.2.2.2, the serving AMF includes an indication for Emergency Services Support within the Registration Accept to the UE. The Emergency Services Support indication is valid within the current Registration Area per RAT (i.e. this is to cover cases when the same registration area supports multiple RATs and they have different capability).

The Emergency Services Support is configured in the AMF according to local regulations and network capabilities. AMF includes Emergency Services Support indicator in the Registration Area Accept message to indicate that the UE can setup emergency PDU Session to obtain emergency services. The AMF may include additional local emergency numbers associated with the serving network for the UE, further defined in TS 24.501 [47].

The 5GS includes Emergency Services Support indicator per RAT if any of the following conditions is true within the current Registration Area:

-
the Network is able to support Emergency Services natively over 5GS;

-
E-UTRA connected to 5GC supports IMS Emergency Services (e.g. voice), and the NG-RAN is able to trigger handover or redirection from NR to E-UTRA connected to 5GC at QoS Flow establishment for IMS Emergency Services (e.g. voice);

-
NG-RAN is able to trigger handover to EPS at QoS Flow establishment for IMS Emergency Services (e.g. voice); or

-
NG-RAN triggers redirection to EPS at QoS Flow establishment for IMS Emergency Services (e.g. voice).
The 5GS includes an indication per RAT whether it supports Emergency Services Fallback (as defined in clause 5.16.4.11) to another RAT in 5GS or to another System where Emergency Services are supported natively. The Emergency Services Fallback support indicator is valid within the current Registration Area per RAT.
If a certain RAT is restricted for Emergency, AMF signals that the corresponding RAT is restricted for Emergency Services Support to the Master RAN Node. This helps assist the Master RAN node determine whether to set up Dual Connectivity for Emergency Services.
UEs that are in limited service state, as specified in TS 23.122 [17], initiate the Registration procedure by indicating that the registration is to receive Emergency Services, referred to as Emergency Registration, and a Follow-on request is included in the Registration Request to initiate PDU Session Establishment procedure with a Request Type indicating "Emergency Request". UEs that had registered for normal services and do not have emergency PDU Sessions established and that are subject to Mobility Restriction in the present area or RAT (e.g. because of restricted tracking area) shall initiate the UE Requested PDU Session Establishment procedure to receive Emergency Services, i.e. with a Request Type indicating "Emergency Request". Based on local regulation, the network supporting Emergency Services for UEs in limited service state provides Emergency Services to these UE, regardless whether the UE can be authenticated, has roaming or Mobility Restrictions or a valid subscription. 
For Emergency Services over 3GPP access, other than eCall over IMS, the UEs in limited service state determine that the cell supports Emergency Services over NG-RAN from a broadcast indicator in AS. For Emergency Services over untrusted non-3GPP access, other than eCall over IMS, the UE in limited service state selects any N3IWF as specified in clause 6.3.6. Emergency calls for eCall Over IMS may only be performed if the UE has a USIM.


A serving network shall provide an Access Stratum broadcast indication from E-UTRA connected to 5GC to UEs indicating whether eCall Over IMS is supported. 
-
A UE that is not in limited service state determines that the E-UTRA cell supports eCall Over IMS via 5GC using the broadcast indicator for eCall over IMS. UE shall originate emergency calls for eCall Over IMS only over E-UTRA connected to 5GC and shall not originate emergency calls for eCall Over IMS over NR. Emergency calls for eCall over IMS are not supported over non-3GPP access.
NOTE 1:
The Access Stratum broadcast indicator is determined according to operator policies and minimally indicates that the PLMN, or all of the PLMNs in the case of network sharing, and at least one emergency center or PSAP to which an eCall Over IMS can be routed, support eCall Over IMS.

NOTE 2:
There is no restriction on handoff of an emergency call for eCall Over IMS to NR or on use of NR for call back by a PSAP.

-
A UE in limited service state determines that the cell supports eCall Over IMS using both the broadcast indicator for support of Emergency Services over E-UTRA connected to 5GC and the broadcast indicator of E-UTRA for eCall over IMS. Emergency calls for eCall Over IMS are not supported over NR and Non-3GPP access.
NOTE 3:
The broadcast indicator for eCall Over IMS does not indicate whether UEs in limited service state are supported. So, the broadcast indicator for support of Emergency Services over E-UTRA connected to 5GC that indicates limited service state support needs to be applied in addition.

For a UE using Emergency Services, if it is unauthenticated the security context is not set up on UE.

In order to receive Emergency Services and if not already using Emergency Services, UEs that camp normally on a cell and that are in RM-DEREGISTERED state (i.e. without any conditions that result in limited service state), or that decide to access 5GC via untrusted non-3GPP access (and not in limited service state over Non-3GPP Access), initiate the Initial Registration procedure for normal services only i.e. shall not initiate Emergency Registration. Upon successful registration, such UEs shall initiate the UE Requested PDU Session Establishment procedure with a Request Type indicating "Emergency Request" to receive Emergency Services if the AMF indicated support for Emergency Services in 5GC by setting Emergency Services Support indicator to YES for the RAT the UE is currently camped on. The UEs that camp normally on a cell or that are connected via untrusted Non-3GPP access are informed that the PLMN supports Emergency Services over 5G-AN from the Emergency Services Support indicator in the Registration procedure. This applies to both 3GPP and non-3GPP accesses.
NOTE 4:
The Emergency Services Support indicator in the Registration procedures does not indicate support for eCall Over IMS.

For a UE using Emergency Services, normal PLMN selection principles apply after the end of the IMS emergency session.

NOTE:
For Emergency Services, there is no support for inter PLMN mobility thus there is a risk of service disruption due to failed inter PLMN mobility attempts.

The UE shall set the RRC establishment cause to emergency as defined in TS 38.331 [28] when it requests an RRC Connection in relation to an emergency session.

In the case of Limited Service state, UE shall not include any Network Slice related parameters when communicating with the network.

When a PLMN supports IMS and Emergency Services:

-
all AMFs in that PLMN shall have the capability to support Emergency Services.

-
at least one SMF shall have this capability.

For other emergency scenarios (e.g. UE autonomous selection for initiating Emergency Services), refer to TS 23.167 [18] for domain selection principles.

**** NEXT CHANGE ****

5.16.4.3
Mobility Restrictions and Access Restrictions for Emergency Services

When Emergency Services are supported and local regulation requires IMS Emergency Sessions to be provided regardless of the Mobility Restrictions (see clause 5.3.4.1), or access should not be applied to UEs receiving Emergency Services. When the (R)AN resources for Emergency Services are established, the ARP value for Emergency Services indicates the usage for Emergency Services to the 5G-AN.

During handover, the source NG-RAN and source AMF ignore any UE related restrictions during handover evaluation when there is an active PDU Session associated with emergency service.

During Mobility Registration Update procedures, including a Registration Update as part of a handover, the target AMF ignores any Mobility Restrictions or access restrictions for UE with emergency services where required by local regulation. Any non-emergency services are not allowed, by the target network when not allowed by the subscription for the target location. To allow the UE using Emergency Services and registered for normal services to get access to normal services over the same Access Type after the Emergency Session has ended and when it has moved to a new area that is not stored by the UE as a forbidden area, after allowing a period of time for subsequent Emergency Services, the UE may explicitly deregister and register for normal services over this Access Type without waiting for the emergency PDU Session Release by the SMF.

This functionality applies to all mobility procedures.

5.16.4.4
Reachability Management

A UE using Emergency Services over 3GPP access and in limited service state, when its Periodic Registration Update timer expires shall not initiate a Periodic Registration Update procedure but shall enter RM-DEREGISTERED state. For UEs using Emergency Services over 3GPP access, the AMF runs a mobile reachable timer with a similar value to the UE's Periodic Registration Update timer. After expiry of this timer the AMF may change the UE RM state for 3GPP Access in the AMF to RM-DEREGISTERED. The AMF assigns the Periodic Registration Update timer value to UEs in limited service state registered for Emergency Services. This timer keeps the UE registered for Emergency Services after change to CM-IDLE state to allow for a subsequent Emergency Service without a need for Emergency Registration again.

For UEs using Emergency Services on untrusted Non-3GPP access, the UE is only reachable in CM-CONNECTED state: since the UE may only use Emergency Services over untrusted Non-3GPP access when it is not possible over 3GPP access, 3GPP access is assumed to be unavailable for paging the UE.

**** NEXT CHANGE ****

5.16.4.9
Handling of PDU Sessions for Emergency Services

The QoS Flows of a PDU Session associated with the emergency DNN shall be dedicated for IMS emergency sessions and shall not allow any other type of traffic. The emergency contexts shall not be changed to non-emergency contexts and vice versa. The UPF shall block any traffic that is not from or to addresses of network functions (e.g. P-CSCF) providing Emergency Services. If there is already an emergency PDU Session over a given Access Type, the UE shall not request another emergency PDU Session over any Access Type. The network shall reject any additional emergency PDU Session requests for a UE that is already using Emergency Services. The UE shall not request any PDU Session Modification for the emergency PDU Session. The network shall reject any UE requested PDU Session Modification that is for the emergency PDU Session. The ARP reserved for emergency service shall only be assigned to QoS Flows associated with an emergency PDU Session. If the UE is considered as registered for emergency services only (i.e. limited service state), it shall not request a PDU Session to any other DNN.

**** NEXT CHANGE ****

5.16.4.9a
Handling of PDU Sessions for normal services
A UE that is registered for normal services and initiating the UE Requested PDU Session Establishment procedure with a Request Type indicating "Emergency Request" shall locally release all other established PDU Sessions, if any, over the same Access Type. 
A UE using Emergency Services over a given Access Type shall not request another PDU Session over the same Access Type.
The network receiving a UE Requested PDU Session Establishment with a Request Type indicating "Emergency Request" for a UE registered for normal service shall locally release all other established PDU Sessions for this UE, if any, over the same Access Type. 
The network shall reject any additional PDU Session Establishment requests over a given Access Type if the UE is already using Emergency Services over this Access Type.
**** END OF CHANGES ****[image: image1.png]
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