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4.17.1
NF service Registration
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Figure 4.17.1-1: Nnrf_NF Registration procedure
1.
NF service consumer e.g. AMF instance sends Nnrf_NFManagement_NFRegister Request message (the NF profile of NF service consumer) to NRF to inform the NRF of its NF profile when the NF service consumer becomes operative for the first time. According to clause 6.2.6 of TS 23.501 [2], the NF profile of NF service consumer includes NF type, FQDN or IP address of NF, Names of supported services, NF Specific Service authorization information, Endpoint information of instance(s) of each supported service and other service parameters.


In case of UDR, the request message may include Range(s) of SUPIs and/or the Data Set Identifier(s) served by the UDR instance.
In case of CHF, the request message may include Range(s) of SUPIs.
NOTE 1:
The NF profile of NF service consumer that interacts with NRF are configured by OAM system.
2.
The NRF stores the NF profile of NF service consumer and marks the NF service consumer available.

NOTE 2:
Whether the NF profile sent by NF service consumer to NRF needs to be integrity protected by the NF service consumer and verified by the NRF is to be decided by SA3.

3.
The NRF acknowledge NF Registration is accepted via Nnrf_NFManagement_NF Register response.
* * * Next Change * * * *

4.17.4
NF/NF service discovery in the same PLMN
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Figure 4.17.4-1: NF/NF service discovery in the same PLMN

1.
The NF service consumer intends to discover services available in the network based on service name and target NF type. The NF service consumer invokes Nnrf_NFDiscovery_Request (Expected NF service Name, NF Type of the expected NF instance, NF type of the NF consumer) from an appropriate configured NRF in the same PLMN. The parameter may include optionally SUPI, Data Set Identifier(s), External Group ID (for UDM, UDR discovery), Routing ID part of SUCI for UDM discovery and AUSF discovery, S-NSSAI, NSI ID if available, NF Specific Service authorization information and other service related parameters. In addition, for AMF discovery, the parameters may include AMF Region ID, AMF Set ID, TAI.

NOTE 1:
The use of NSI ID within a PLMN depends on the network deployment.
NOTE 2:
The need for other service related parameters depends on the NF type of the expected NF instance(s) and refer to the clause 6.3 " Principles for Network function and Network Function Service discovery and selection" in TS 23.501 [2]. It is up to NF implementation whether one or multiple NF service instances are registered in the NRF.
2.
The NRF authorizes the Nnrf_NFDiscovery_Request. Based on the profile of the expected NF/NF service and the type of the NF service consumer, the NRF determines whether the NF service consumer is allowed to discover the expected NF instance(s). If the expected NF instance(s) or NF service instance(s) are deployed in a certain network slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance(s) are only discoverable by the NF in the same network slice.

3.
If allowed, the NRF determines the discovered NF instance(s) or NF service instance(s) and provides the information of a set of discovered NF instance(s) or NF service instance(s) to the NF service consumer via Nnrf_NFDiscovery_Request Response message. The information includes: FQDN, IP address, or end point addresses (i.e. URLs) for the set of discovered NF instance(s) or NF service instance(s). In addition, it can include GUAMI(s), TAI(s), if available.


In case the target NF is UDR, UDM or AUSF, if SUPI was used as optional input parameter in the request, the NRF shall provide the corresponding UDR, UDM, CHF or AUSF instance(s) that matches the optional input SUPI. Otherwise, if SUPI is not provided in the request, the NRF shall return all applicable UDR instance(s) (e.g. based on the Data Set Id, NF type), UDM instance(s), CHF instance(s) or AUSF instance(s) (e.g. based on NF type) and if applicable, the information of the range of SUPI(s) and/or Data Set Id each UDR instance is supporting.

NOTE 3: Service consumer need not be aware if information provided by NRF is based on NF instance(s) or NF service instance(s).
* * * Next Change * * * *

5.2.7.1
General

The following table shows the NRF Services and Service Operations:

Table 5.2.7.1-1: NF services provided by the NRF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnrf_NFManagement
	NFRegister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF

	
	NFUpdate
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF

	
	NFDeregister
	Request/Response
	AMF, SMF, UDM, AUSF, NEF, PCF, SMSF, NSSF, UPF, BSF, CHF

	
	NFStatusSubscribe
	Subscribe/Notify
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF

	
	NFStatusNotify
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF

	
	NFStatusUnSubscribe
	
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF

	Nnrf_NFDiscovery
	Request
	Request/Response
	AMF, SMF, PCF, NEF, NSSF, SMSF, AUSF, CHF


* * * Next Change * * * *

5.2.7.3
Nnrf_NFDiscovery service

5.2.7.3.1
General

Service description: This service enables one NF to discover a set of NF instances with specific NF service or a target NF type. The service also enables one NF service to discover a specific NF service. The service operations defined below allow the NF/NF services to communicate with NRF.

5.2.7.3.2
Nnrf_NFDiscovery service operation

Service operation name: Nnrf_NFDiscovery_Request
Description: provides the IP address or FQDN of the expected NF instance(s) or the Endpoint Address(es) of NF service instance(s) to the NF service consumer.

Inputs, Required: one or more target NF service Name(s), NF type of the target NF, NF type of the NF service consumer.

If the NF service consumer intends to discover an NF service producer providing all the standardized services, it provides a wildcard NF service name.
Inputs, Optional:
-
S-NSSAI and the associated NSI ID (if available), DNN, target NF/NF service PLMN ID, NRF to be used to select NFs/services within HPLMN, Serving PLMN ID, the NF service consumer ID, AMF Set.
-
If the target NF stores Data Set(s) (e.g., UDR): SUPI, Data Set Identifier(s). (UE) IP address or (UE) IPV6 Prefix.
NOTE:
In the context of network slicing the NF service consumer ID is a required input.

-
If the target NF is UDM or AUSF, the request may include Routing ID that was part of SUCI.

-
If the target NF is AMF, the request may include GUAMI.
-
If the target NF is CHF, the request may include the supported domain / subsystem / service specific middle tier TS and the list of supported specific functionalities within the middle tier TS as speficied in TS 32.290 [xx].
-
For the "UPF_Management" service defined in clause 4.17.6: UPF Provisioning Information as defined in that clause.

The (UE) IP address or (UE) IPV6 Prefix is provided for BSF discovery: in that case the NRF looks up for a match within one of the Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes provided by BSF(s) as part of the invocation of Nnrf_NFManagement_NFRegister operation. The NRF is not meant to store individual (UE) IPv4 addresses or (UE) IPv6 prefixes.

Outputs, Required: FQDN, IP address(es) or Endpoint Addresses for the target Service Name, or all the services supported by the target NF type.
FQDN, IP address(es) belong to a set of requested target NF instance(s). Endpoint Address(es) belong to a set of of requested target, NF service instance(s).
Outputs, Optional: NSI ID associated with the S-NSSAI. if the target NF stores Data Set(s) (e.g., UDR): Range(s) of SUPIs, Data Set Identifier(s) applicable for each NF (e.g. UDR) instance returned.

NOTE:
Range of SUPI(s) is limited in this release to a SUPI type of IMSI as defined in 23.003 [33].
See clause 4.17.4/4.17.5 for details on the usage of this service operation.
* * * End of Changes * * * *


