


SA WG2 Temporary Document
Page 2

SA WG2 Meeting #128 bis	S2-187889
Sophia Antipolis, France, August 20-24, 2018	(updated revision of S2-18xxxx)
Source:	Nokia, Nokia Shanghai Bell
[bookmark: _Hlk517188540]Title:	Way forward for the Service request triggered RRC connection establishment request NSSAI value
Document for:	Approval
Agenda Item:	6.5.1
Work Item / Release:	5GS_Ph1/rel15
[bookmark: OLE_LINK6]Abstract of the contribution: this paper proposes a compromise way forward on how to handle the access stratum NSSAI value included in msg 5 of the service request.
1.	Introduction 
For quite some time, probably more than a year, we have been debating in SA2 and RAN2 what NSSAI value to include in the RRC Connection Establishment msg5 for the specific case of the service request triggered connection establishment. Various opinions have emerged and some merits can be identified in some comments on all sides.
This paper does not try to identify which position should prevail, rather it attempts to take a step back and reconsider the issue from another angle.
2. 	Discussion
The main crux of the debate has been whether it is more meaningful to include all the S-NSSAIs of the allowed NSSAI  in the NSSAI information in the RRC connection establishment msg5 or just those of the Slice(s) that is (are) triggering the Service request. Note that a service request may reactivate all the PDU sessions in one go or just a selected few or just one, for example, or the SR may be related to MT signalling or data so it is not clear what S-NSSAI triggers the SR (so all allowed slices S-NSSAIs should be in principle potential target of the MT signalling or data).
The RAN may use the received NSSAI information in RRC msg5 to trigger some initial access policies ahead of contacting the core network. The benefit of including the full Allowed NSSAI or a subset of it (which is the set of the Slices triggering the SR) in the RRC Connection Establishment msg 5, is predicated on the PLMN having configured such polices in the RAN. A PLMN may choose to not configure such policies. A PLMN may also decide to configure these in certain areas of the network but not others. Also some operators may be just happy to consider the slices that are immediately used by the UE for the initial access policies, and defer any subsequent treatment to the received Allowed NSSAI from the CN.
It is therefore proposed that a PLMN can instruct the UE on which behaviour to adopt in the Registration Accept Message (note that the UE is expected to include a Requested NSSAI in the registration request anyhow so we do not discuss here the behaviour for Registration messages) by including an indication as to whether the UE shall include in the Access Stratum Connection Establishment caused by a Service Request:
a)	NSSAI set to the Allowed NSSAI for the UE; or
b)	NSSAI including the S-NSSAI(s) of the Network Slice(s) that trigger the Connection Establishment; or
c)	No NSSAI.
[bookmark: _GoBack]The indication is based on the policies implemented in the (R)AN nodes in the Registration area: if at least some (R)AN node in the Registration area requires to know all the NSSAIs in the Allowed NSSAI, mode a) applies, otherwise mode b) applies unless no Initial Access policy is deployed in the RAN in the RA, in which case mode c) applies. As another example: if the operator requires knowledge of the Allowed NSSAI to implement the AMF overload control defined in clause 5.19.5.2 of TS 23.501, then Mode a) applies.
3.	Proposal
It is proposed that the way forward discussed above is adopted and the related CRs are approved.


3GPP
SA WG2 TD

