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Abstract of the contribution: This contribution proposes an update to solution 6.
Introduction

Proposal

It is proposed to update 23.715 as follows:

**** First Change ****

7.6
Solution #6: Solution to key issue #EPC-3 & #EPC-4 to enable IMS calls after initial attachment 
7.6.1
Functional Description

There are two options to support RLOS services through the RLOS APN. 

In the first option, the RLOS APN can lead to a portal that guides the user to various services, and after that, the UE can establish the VoLTE session. It is assumed that the SIP signalling in this case may not acquire the QCI 5 that would typically be associated with an APN dedicated for IMS. It is up to the discretion of the operator to associate the necessary QCI for the RLOS APN in this option. The operation of the portal, its functionalities, and its interactions with the UE are out of scope
In the second option, the RLOS APN may lead directly to the IMS network to initiate the requested  IMS service. The IMS network can be a regular IMS network provided that there is sufficient protection to ensure that RLOS users cannot acquire any service other than RLOS or can be a network dedicated to provide only RLOS.

It is up to operator policies to select the option it desires, and which alternative to adopt if the first option is selected.
7.6.2
Procedures

7.6.2.1 UEs in Limited Service State that cannot be authenticated– Option 1 
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Figure 7.6.2-1: IMS access following Attach/PDN connectivity procedure for Unauthenticated UEs – Option 1
1. UE attaches to EPC with RLOS indication.
2. MME skips authentication.
3. MME initiates Create Session Request to the SGW/PGW for the RLOS APN.

4. EPC attachment to the RLOS APN is completed.

5. UE is connected to the portal and performs transparently any exchanges with the portal
6. UE performs IMS registration

7.6.2.2 UEs in Limited Service State that cannot be authenticated– Option 2 
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Figure 7.6.2-2: Procedure after Attach/PDN connectivity procedure for Unauthenticated UEs – Option 2
1. UE attaches to EPC with RLOS indication

2. MME skips authentication

3. MME initiates Create Session Request to the SGW/PGW for the RLOS APN.
4. EPC attachment to the RLOS APN is completed.

5. UE performs IMS registration

7.6.3
Impact on existing entities and interfaces

This solution requires a new RLOS indication be carried in an initial attach. The following nodes are impacted:
MME:   
MME supports RLOS indication from the UE, 
MME supports configuration of RLOS APN, and use this APN for RLOS attach.

**** End of Changes ****
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