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Abstract of the contribution: This contribution proposes to a key issue on using NWDA output for performance improvement and supervision of mIoT terminals.
1. Discussion
As introduced in use case 8, the 5G mIoT feature is supposed to be popular in diverse usage scenarios and vertical industries. In some vertical industries, for a specific group, the service behaviors, data traffic (frequency, size) and moving areas probably have obvious regularity. The business models for 5G mIoT are diversified, and the behaviors of mIoT terminals may vary a lot for different use cases, thus requirements for quality of service and power saving are different. The IOT terminals with massive number of users may be misused or hijacked, which may result in security issue and may need special mechanisms for monitoring and supervision.
In order to support performance improvement and supervision of mIoT terminals based on NWDA output, the following issues are required to be investigated:
· What necessary input is required for the NWDAF? considering both operator owned and third party mIoT terminals;
· What analytical results can be provided by the NWDAF for performance improvement and supervision of mIoT terminals?
· Which network functions can obtain the analytical results from the NWDAF directly or indirectly? And how?
· Based on the analytical results, what are the behaviors of network functions to improve the system performance and enhance the supervision of IoT terminals?

2.	Proposal
It is propose to include the added text into the TS 23.791.

* * * * First Change * * * *
[bookmark: _Toc463016657][bookmark: _Toc484168145][bookmark: OLE_LINK5][bookmark: OLE_LINK6]5.2.x	Key Issue x:  performance improvement and supervision of mIoT terminals
[bookmark: _Toc500949092]5.2.X.1	Description
As introduced in use case 8, the 5G mIoT feature is supposed to be popular in diverse usage scenarios and vertical industries. In some vertical industries, for a specific group, the service behaviors, data traffic (frequency, size) and moving areas probably have obvious regularity. The business models for 5G mIoT are diversified, and the behaviors of mIoT terminals may vary a lot for different use cases, thus requirements for quality of service and power saving are different. The IOT terminals with massive number of users may be misused or hijacked, which may result in security issue and may need special mechanisms for monitoring and supervision.
In order to support performance improvement and supervision of mIoT terminals based on NWDA output, the following issues are required to be investigated:
· What necessary input is required for the NWDAF? considering both operator owned and third party mIoT terminals;
· What analytical results can be provided by the NWDAF for performance improvement and supervision of mIoT terminals?
* * * * End of change * * * *
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