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1
Overall description
SA2 would like to inform RAN2 that SA2 has discussed what NSSAI to include in RRC Connection Establishment procedures triggered by other cause than the sending of a Registration Request (i.e. Service Request, Session Management).
For background, SA2 assumes the Access Stratum could use the NSSAI in the Connection establishment procedure to trigger upfront C-Plane policies in the (R)AN before the CN provides the 5G-AN with the Allowed NSSAI for the access type. One example is the Slice-aware Overload control procedure specified in TS 23.501. Other NSSAI-related policies may be configured in the (R)AN also. 

These (R)AN policies, e.g. in the case of the Slice-Aware Overload Control procedure aimed at protecting the AMF from NAS signalling from certain slices, may need a complete view of all the Slices the UE may use once the AS connection is established, as partial indication of the S-NSSAIs in the Allowed NSSAI may lead to needless release of the RRC connection (e.g if a smartphone uses IoT slice and eMBB and is served by one  AMF supporting both slices, it may still successfully connect to this AMF while the IoT slice only is subject to Overload control and devices that only use IoT (i.e. Allowed NSSAI is including the M-IoT NSSAI only)  therefore are subject to Overload Control).
Based on the above, SA2 is considering sending in RRC Connection Establishment procedures other than the one originated by Registration Requests a NSSAI value equal to the Allowed NSSAI the UE stores for the Access Type.

SA2 would like to understand if this is acceptable from RAN2 standpoint.

Alternatives to this (which should be considerd with lower priority if there was no issue to include a relatively small set of S-NSSAIs (in the most common scenarios most likely <=3) each between 8 and 32 bits in size in RRC msg 5) : 
1) Include in the RRC Connection establishment procedure only the S-NSSAI for the PDU session triggering the UL SM message or Service request for UL data.

The drawback of this is highlighted above in that the AS would apply partial upfront policies only based on the single S-NSSAI and may lead to unwanted consequences (like shown for the case of Overload Control, a smartphone access attempt is treated like a IoT device attempt if it only indicates M-IoT slice in Access stratum).

2)  Send nothing at RRC layer during RRC connection establishment.

The drawback in this case is the Access stratum has no upfront knowledge of what slices the UE is using and so no upfront control plane policies can be applied (so, for instance, one could not apply the overload control feature except for Registration procedures, which are relatively infrequent compared to service requests, and also e.g. a RRC Connection establishment for a Service Request from a device using a Public Safety slice would be not distinguishable from a Service Request for an IoT device)
2
Actions
To RAN2
ACTION: 
Please take the above into account and provide feedback as needed.
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