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Abstract of the contribution: This paper is to summarize the principles for AS Security Context setup.
1. Principles for AS security context setup

1) Do we need support for AS security context setup (without DRB)?

YES, in some scenarios e.g. for redirection, MDT.

2) Do we need support for AMF triggered NGAP procedure to provide AS security context (without DRB)?

YES, in some scenarios e.g. for emergency services redirection.
2. Solutions considered

Three alternative solutions considered:

a. Proposal from Nokia - AMF always provides AS security context during Initial Registration and SR procedure even for signalling only connection. 5G-AN decides when to use the AS security context and run AS security procedure, depending on the scenario.
b. Proposal from Ericsson – RAN requests AMF for AS security context when needed. It is always RAN triggered.
c. Proposal from Huawei – AMF provides AS security context for Emergency (ESFB) Service request; For some scenarios, RAN can request AMF for AS security context when needed.

3. Procedures for AS security context setup

3) Procedures when we need support for AMF triggered NGAP procedure (e.g. NGAP Initial Context Setup) to provide AS security context (without DRB)?

a. Registration Procedure {with Registration type = Initial}

b. Service Request for signalling only connection

c. Service Request {with Service Type = Emergency Services Fallback}
4. Annex 1
Scenarios requiring NGAP Initial Context Setup to provide AS security context (without DRB)

1) Emergency services Redirection 

2) Support for General Redirection

3) UE capability enquiry

4) Initial Registration Procedure for Non-3GPP access and 3GPP access
5. Annex 2

References to Scenarios requiring support for redirection 
1) General support for RRC Redirection for UE(s) in Single-Registration Mode

section 5.17.2.2.2
Mobility for UEs in single-registration mode “For connected-mode mobility from 5GS to EPS, either inter-system handover or RRC connection release with redirection to E-UTRAN is performed
2) Emergency Services Fallback - In this case, redirection happens with a pure signalling only connection. From N2 perspective, AMF has to provide AS security context immediately after NAS authentication procedure.

section 5.16.4.11:
· 5GC may support the mechanism to direct or redirect the UE either towards E-UTRA connected to 5GC (RAT fallback) when only NR does not support Emergency Services or towards EPS (E-UTRAN connected to EPC System fallback) when the 5GC does not support Emergency Services. 
Snippet from TS 23.502 vf.1.0:

section 4.13.4.2:

· 4.
5GC triggers a request for Emergency services fallback by executing an NG-AP procedure in which it indicates to NG-RAN that this is a fallback for emergency services. When AMF initiates Redirection for UE(s) that have been successfully authenticated, AMF includes the security context in the request to trigger fallback towards NG-RAN.
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