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Abstract of the contribution: This pCR proposes a new solution to KI#4, User Privacy Setting send via LMF.
1.	Discussion
The LPP (defined in TS36.355) is used point-to-point between a location server (E-SMLC or SLP) and a target device (UE or SET) in order to position the target device using position-related measurements obtained by one or more reference sources.
The counter-part of LPP in NR, would define similar procedures between UE and LMF for similar purpose. In rel-15, RAN2 agreed to extend existing LPP for NR.
-----excerption from RAN2 report of this year Feb RAN2 Meeting------
10.2.13 Positioning
R2-1803456    On the remaining details of NR Release 15 positioning support     Ericsson discussion     Rel-15

Agreements
1    Stage 3 positioning specification (LPP) 36.355 is used for NR positioning (at least for Rel-15).
FFS: Whether a procedure is needed to enable the network to request information about LTE cells including the SFN0 timing of the cells, or rely on time reference from a serving NR cell (purpose is to enable the network to provide the OTDOA assistance information). 
2    It would be up to LMF and E-SMLC implementation to handle the information sharing between E-UTRAN cells and LMF.
3    NR device should have the capability to request the NR cell to assign measurement gaps for the time when it wants to do E-UTRA positioning measurements. (i.e. following the procedure defined for LTE)
FFS Whether the UE needs to acquire MIB/SIB1 which would require longer idle periods.
4    RAN2 confirms that there is a need to define measurement gaps for inter-RAT E-UTRA RSTD and ECID measurements and requires RAN4 input for continuation of the work. 
-----End of the excerption------
 In REL-16, this extending option may continue; or be replaced by second option: to define the NRPP. However, which option to go is left for RAN2 decision after June. Both options enable the protocol procedure between NR UE and LMF.  Now, we/SA2 can safely and simply name both option as “NRPP-like”, to denote procedures between UE and LMF in Rel-16.
Based on the assumption that NRPP-like would be defined by RAN2, this P-CR is proposed to a new solution to KI#4, by using the NRPP-like to convey user privacy changes between UE and network, thus changes to AMF could be avoided.
This new solution is proposed based on text of solution 6, with following major difference:
1. When the changed user privacy setting need be updated to network, the UE use service procedure to establish signalling;
2. The NAS Transport message is used to transfer “NRPP-like” between UE and AMF; AMF invoke service operation to transfer the “NRPP-like protocol” messages. 
2.	Proposal
It is proposed to include following new solution in TR23.731: 

*** Start of 1st change ***all new text in 1st change
[bookmark: _Toc505246089][bookmark: _Toc508269006][bookmark: _Toc435670436][bookmark: _Toc436124714][bookmark: _Toc484181145]6.X	Solution x: User Privacy Setting send via LMF
[bookmark: _Toc505246090][bookmark: _Toc508269007]6.X.1	Introduction
This solution addresses Key Issue 4: Reduce overhead for repetitive non-successful privacy verification.
[bookmark: _Toc505246091][bookmark: _Toc508269008]6.x.2	Functional Description
The LPP (defined in TS36.355[x]) is used point-to-point between a location server (E-SMLC or SLP) and a target device (UE or SET) in order to position the target device using position-related measurements obtained by one or more reference sources. In Rel-16, by extending LPP or define its count-part for NR, similar procedure between UE and LMF is achieved. In this solution, we use “NRPP-likeUE-LMF” to denote the protocol that used to transfer messages between UE and LMFthose two options. The details of this protocol are left to stage 3. 
When user has changed the Privacy Setting on UE, the UE updates the network with such changes by using NRPP-like“UE-LMF” protocol. This NRPP-like“UE-LMF” protocol message is transferred via NAS message between UE and AMF, and the AMF and LMF use service interface operation to transfer those messages. The LMF in the VPLMN select VGMLC, and notify the changed privacy settings, the VGML will contact user’s home network (i.e. HGMLC and PPR are involved in following steps) to confirm such change is allowed, and return received result to LMF. 
The PPR decides the UE privacy profile based on operator policy and UE provided Privacy Setting preference. The PPR sends the changed UE privacy profile to GMLC. GMLC is responsible for privacy verification based on information received from PPR and UE. The function of PPR and procedure between GMLC and PPR could be found in TS 23.271.
When LCS request arrives, the GMLC performs the privacy verification. PPR may be a standalone network entity or it may be integrated in H-GMLC.
[bookmark: _Toc505246092][bookmark: _Toc508269009]6.x.3	Procedures
[bookmark: _Toc500703491][bookmark: _Toc500706498][bookmark: _Toc500706916][bookmark: _Toc508269010]6.x.3.1	Privacy Setting Update
The UE may provide Privacy Setting to GMLC by using NRPP-like“UE-LMF” protocol message, once the Privacy Setting has changed by user. If such change is made by user when UE is in IDLE mode, the UE initiates service request procedure to get NAS signalling established firstly. For this procedure, the V-GMLC is involved in roaming case.



Figure 6.x.3-1: Privacy Setting Update procedure
1.	User changed the UE privacy setting preference. If UE is in IDLE mode, the UE imitates service procedure to establish the NAS signalling. If UE is in CONNECTED mode, this step is skipped.
2.	UE sends NAS Transport message to the AMF. This NAS message includes NRPP-like“UE-LMF” message Request Setting Change (UE privacy setting preference, e.g. allowed service type). 
3   The AMF selects an LMF in the VPLMN and invokes the Namf_Communication_N1MessageNotify service operation towards this LMF to transfer the Request Setting Change.
4.	LMF sends Ngmlc_UserPrivacy_Set Request to V-GMLC including the UE privacy setting preference. 
5.	V-GMLC sends Ngmlc_UserPrivacy_Set Request to H-GMLC.
6.	H-GMLC sends Nppr_PVPreference_Set Request to PPR. The message includes the UE ID and UE privacy setting preference.
7.	PPR sends Nppr_PVPreference_Set Response to H-GMLC, which includes the PPR decided UE Privacy Setting. PPR may change the privacy setting preference based on operator policy..
Note: If the PPR changes the UE Privacy Setting preference, the privacy verification procedure to the UE may still happen. This may lead to repetitive unsuccessful privacy verification procedure. 
8.	H-GMLC stores the UE Privacy Setting, and sends Ngmlc_UserPrivacy_Set Response to V-GMLC. The message includes the UE Privacy Setting received from PPR.
9.	V-GMLC stores the UE privacy setting, and sends Ngmlc_UserPrivacy_Set Response to LMF. The message includes the UE Privacy Setting.
10. The LMF invokes the Namf_Communication _N1N2MessageTransfer service operation towards the AMF to send Accepted Privacy Setting to the AMF. The Accepted Privacy Setting is a NRPP-like“UE-LMF” protocol message, and includes the UE Privacy Setting accepted by network.
11.	The AMF forwards the Accepted Privacy Setting to the UE in a NAS transport message.

[bookmark: _Toc508269011]6.x.3.2	Privacy Verification
Same as that of solution 6, please see sub-clause 6.6.3.
6.x.3.3	Service of GMLC and PPR
Same as that of solution 6, please see sub-clause 6.6.3.
[bookmark: _Toc505246093][bookmark: _Toc508269012]6.x.4	Impacts on existing entities and interfaces
Impacted entities:
-	UE provides privacy setting to LMF, by using NRPP-like“UE-LMF” protocol.
-	AMF provides NRPP-like“UE-LMF” protocol message transfer between UE and LMF.
-	LMF: support NRPP-like“UE-LMF” protocol: 
-	Receive privacy setting from UE
-	Send the UE provided privacy setting to GLMC, receive updated setting from GMLC, and provide it to UE.
-	PPR decides the privacy setting based on UE provided setting and operator policy, and provides it to LMF.
-	GMLC receives UE privacy setting profile from PPR and performs privacy check based on the setting.
Impacted interfaces: 
-	N1, interface between LMF and GMLC, interface between PPR and GMLC are impacted.
[bookmark: _Toc505246094][bookmark: _Toc508269013]6.x.5	Evaluation
Editor's Note: This clause provides an evaluation of the solution.
*** End of 1st change ***

*** Start of 2nd changes ***with change marks

[bookmark: _Toc508693899]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".
[3]	3GPP TS 22.071: "Technical Specification Group Systems Aspects; Location Services (LCS)".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[7]	3GPP TS 38.305: "NG Radio Access Network (NG-RAN); Stage 2 functional specification of User Equipment (UE) positioning in NG-RAN".
[8]	3GPP TR 38.913: "Study on scenarios and requirements for next generation access technologies".
[9]	3GPP TR 23.716: "Study on the Wireless and Wireline Convergence for the 5G system architecture".
[10]	3GPP TR 22.872: "Study on positioning use cases".
[11]	3GPP TS 38.455: "NR Positioning Protocol A (NRPPa)".
[12]	3GPP TS 36.305: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Stage 2 functional specification of User Equipment (UE) positioning in E-UTRAN".
[x]	3GPP TS 36.355: "Evolved Universal Terrestrial Radio Access (E-UTRA); Stage 2 LTE Positioning Protocol (LPP)".
*** End of changes ***
3GPP
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