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Abstract of the contribution: In last meeting, a new LMF based architecture was introduced. This contribution is to update solution5 (solution for privacy setting) to adapt the new architecture, i.e. the LMF based architecture. 
Text Proposal
*** Start of changes ***

6.5
Solution 5: Privacy Check with UE privacy setting
6.5.2
Functional Description
In order to reduce overhead for repetitive non-successful privacy verification, it is proposed that the UE indicates to the network the privacy setting according to the user's location privacy preference. The privacy setting specifies whether the LCS request from the external LCS client is disallowed.

With respect to the privacy handling requirement of commercial LCS requests as defined in TS 22.071 [3] and the need to reduce the overhead caused by repetitive non-successful privacy verification, 
- it is proposed to introduce a kind of 5GC-MT-LR procedure with privacy check (See clause 6.5.3.1) based on the 5GC-MT-LR Procedure defined in clause 4.13.5.3 of TS 23.502 [5];
- it is also proposed another kind of 5GC-MT-LR procedure with privacy check (See clause 6.5.3.X) based on the LMF based architecture as specified in clause 6.2.

During the privacy verification with the UE about the current LCS request, the UE can indicate the privacy setting for the subsequent LCS request from the external LCS client, e.g. disallow the subsequent LCS requests for a time period.

The procedure for privacy setting update (See clause 6.5.3.2) is also proposed:

-
It can be used along to indicate and update the privacy setting of the UE;

-
Or it can be used along with 5GC-MT-LR with privacy check procedure, i.e., update the privacy setting which has been provided within 5GC-MT-LR with privacy check procedure.

The GMLC, via privacy check W.R.T. the privacy setting and the subscription, can decide whether to reject the receiving LCS request immediately. When privacy setting disallows the LCS request, the GMLC rejects the LCS request immediately.

6.5.3
Procedures
6.5.3.X
5GC-MT-LR with privacy check based on LMF based architecture
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Figure 6.5.3.X-1 – 5GC Mobile Terminated Location Request (5GC-MT-LR) for a UE

Step1 to step 2 are as the same as step1 to 2 in chapter 6.2.3.1.

3.
The UDM returns the serving AMF address and possibly a VGMLC address and/or an LMF address in the VPLMN. The UDM may also return subscribed privacy requirements for the target UE - e.g. if not stored in the HGMLC.
If the privacy setting of the target UE is included in the privacy requirement and indicates that the LCS requests is disallowed, the HGMLC immediately returns the rejection response back to the LCS client. 
Step4 to step 10 are as the same as step4 to 10 in chapter 6.2.3.1.

11.
The UE notifies the user of the location request and verifies user permission if UE privacy is to be verified. The UE then returns a supplementary services Location Notification response to the LMF indicating whether the user grants or withholds permission for the location request when UE privacy is verified. The supplementary services response is transferred via the serving AMF and delivered to the LMF using an Namf_Communication_N1MessageNotify service operation.

The notification result may also indicate the privacy setting for the subsequent LCS requests. The privacy setting for the subsequent LCS requests indicates whether the subsequent LCS requests is disallowed by the UE. The privacy setting for the subsequent LCS requests may also indicate a time for privacy setting for disallowing the subsequent LCS requests.

12.
If receiving the privacy setting for the subsequent LCS requests from the UE, the LMF invokes a Nudm_UECM_Update service operation towards the UDM of the target UE to request the store the privacy setting of the UE for the subsequent LCS requests.
Step 13 to step 18 is same as step 12 to step18 in 6.2.3.1.
*** End of changes ***
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