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Abstract of the contribution: When the UE is moving, the V2X Application Server may be relocated to meet the packet delay requirements. It is proposed to specify criteria for selecting the NEF to support domain management and to minimize the delay of transferring the control and possible data packets over the NEF.
Discussion
In the SA WG2 meeting #125, a new key issue on “Support of edge computing” is added to TR 23.786. 

“This key issue will study that the existing mechanisms specified in TS 23.501 [7] can be reused for V2X purposes and whether any enhancement is needed to support specific needs for V2X, e.g. local routing to/from V2X Application Server(s) in a local DN close to NG-RAN.”

Since the NEF is the interface for exchanging control messages between the AF and CN network functions, it is important to make sure that the NEF is properly selected to minimize the delay of control messages and possible data packets sent over the NEF. For example, in V2X applications, many control messages sent from AS/AF to the UE are location-dependent. If the location information of the UE is not quickly sent to the AF, the AF/AS may send incorrect control messages to the UE. Hence it is important to study existing mechanisms for NEF selection and identify possible issues for improvements. 
In this contribution, a basic NEF selection solution mechanism is proposed as the starting point for the study. The AF can discover the NEF instances by using the CAPIF framework. In the SA WG2 meeting #125, SA WG2 agreed to support CAPIF [2]. Therefore, it is assumed that the work of SA2 on NEF discovery in 5GC shall be carried in parallel.
Proposal
Proposal 1:

It is proposed to agree the following changes vs. TR 23.786.

* * * * Beginning of Changes * * * * 
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* * * * Next Change * * * * 
6.X
Solution #X: NEF (Re)selection for Mobility Support

6.X.1
Functional Description
This solution addresses Key Issue #8 (Support of edge computing). When a vehicle travels a long distance, the V2X Application Server (V2X AS) may be relocated along with the V2X UE in the vehicle to guarantee low packet delay requirements. Figure 6.X.1-1 illustrates possible relocations of the network functions and V2X Application along with the UE’s trajectory. The AF, a V2X AS orchestrator (e.g. the MEC Orchestrator) coordinates the operation of V2X ASs. The CP messages between the AF and the CN are exchanged via the NEF. The NEF may be required as specified in clause 5.6.7 “Application Function influence on traffic”, TS 23.501 [7]. The UP connection between the UE and V2X AS is provided by a (R)AN node, UPF, and DNAI. To support the UE mobility, the following steps can be carried out:

1. The moving UE is now served by a different RAN node.

2. The UPF and CP NFs may be re-selected.

3. The V2X Application may be relocated. The 5GC provides methods for the CN and the AF to negotiate the DNAI.

4. The NEF may be (re)selected.

Except for the NEF selection, other selection or reselection procedures have been specified (for (R)AN, AMF, UPF, DNAI) or being studied (in case of SMF). The UE can be handed over between RAN nodes as described in TS 23.502 [9], clause 4.9. The re-selection of UPF and DNAI have been specified in TS 23.501 [7], in clause 5.6.7 'Application Function influence on traffic routing' and clause 5.13 'Support for Edge Computing'. The AMF may be re-allocated as described in TS 23.502 [9], clause 4.2.2.2.3 “Registration with AMF re-allocation”. The relocation of some CP functions can be separately studied. For example, the relocation of SMF and UP is being studied in Release 16 SID “Study on Enhancing Topology of SMF and UPF in 5G Networks” (ETSUN) [11].  
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Figure6.X.1-1: Illustration of NEF reselection.

Currently, the NEF selection is not explicitly specified in TS 23.501 and TS 23.502. Anyway, according to the Common API Framework (CAPIF) [10] supported in 5GS, the AF can discover NEF instances by using CAPIF services. Multiple NEF instances may be assigned to serve one or multiple applications for mitigating potential denial of service (DoS) attacks as well as to improve domain administration and signalling efficiency. The AF may select an NEF to send requests to the CN and subscribes to network exposure events. The NEF re-selection may be required to reduce the packet delay for control messages as well as load balancing, if needed.

One NEF instance can be configured to serve one or multiple Applications, one or multiple Network Slice instances, one or multiple DNs, one or multiple Geographical Zones, one or multiple DNAIs, one or multiple UE groups. The NEF configuration information can be stored in the CAPIF Core Function, NRF, or the AF.

During the movement, the V2X UE may be served by a different set of CN functions in different administrative domains. If V2X Application knows the trajectory of the vehicle, the V2X Application may select different NEF instances, each for one administrative domain, to send AF-Influence Traffic Routing requests and subscribe to the CN event exposure services. These procedures could be performed anytime by the AF to make sure that the control link between the AF and CN is ready to serve the UE whenever the UE enters an administrative domain.

The AF may cancel the AF-Influence Traffic Routing requests and unsubscribe to the CN exposure events at an NEF when the V2X UE is no longer in an administrative domain.
6.X.2
Procedures

During the lifetime of a PDU Session of a V2X Application, the NEF may be (re)selected to support control messages exchanged between CN functions and the AF. Figure 6.X.2-1 provides a high-level procedure for NEF (re)selection. The AF is currently served by a Source NEF (S-NEF). The AF may want to connect to another Target NEF (T-NEF).
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Figure 6.X.2-1: NEF (re)selection procedure
1. 
If the AF has not yet discovered a T-NEF, the AF discovers a set of T-NEF(s) by using the Service API Discover of CAPIF Core function as described in 3GPP TS 23.222, clause 8.7 [10]. The AF may send the following query information for NEF discovery: DNN, S-NSSAI, External Group ID, and application information (Geographical Zone IDs, AF-Service-Identifier, DNAI).

2.
The AF may subscribe to Event Exposure Services provided by the T-NEF. The AF may use Nnef_EventExposure_Subscribe provided by the T-NEF to send event subscriptions to the CN. The T-NEF may 

3.
The AF may send request to influence traffic routing to the T-NEF by using Npcf_PolicyAuthorization_Create service described in clause 5.2.5.3.2, as part of AF-Influence Traffic Routing procedure in clause 4.3.6.2 of TS 23.502. The T-NEF may perform PCF discovery procedure to identify the serving PCF.

4. 
The AF may unsubscribe to event exposure services of the S-NEF by using Nnef_EventExposure_Delete service, described in clause 5.2.6.2.3 of TS 23.502. The S-NEF may cancel network exposure services provided by the UDM, AMF, and PCF.

5.
The AF may cancel the AF-influence traffic routing requests previously sent to the S-NEF by using Npcf_PolicyAuthorization_Delete service as described in clause 5.2.5.3.4 of TS 23.502.

6.X.3
Impact on existing entities and interfaces
The procedure in Figure 6.X.2-1 uses some existing services of NEF. The only required change is to specify the query information the NEF provides to the CAPIF Core Function for NEF (re)selection in TS 23.501 and TS 23.502, including: DNN, S-NSSAI, External Group ID, and application information (Geographical Zone IDs, AF-Service-Identifier, DNAI). 

Additional work on NEF discovery may be specified in CAPIF framework (owned by SA6) and is out of scope of this technical report.
6.X.4
Topics for further study

6.X.5
Conclusions
* * * * End of Changes * * * *
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