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Abstract of the contribution: This paper would like to propose the solution for performance improvement and supervision of mIoT terminals.
1.	Discussion
This document aims to propose the solution for performance improvement and supervision of mIoT terminals. 
2 Proposal
It is proposed to make the following changes to the TR 23.791.
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6.x	Solution for Key Issue #x: performance improvement and supervision of mIoT terminals
[bookmark: _Toc508717943]6.x.1	Description
6.x.1.1	General
In Release 16, the NWDAF should be able to collect data from the operator OAM, the untrusted or trusted AFs and even 5GS network functions, furthermore, the NWDAF is expected to provide the analytical result to the AFs and 5GS NFs upon performing data processing with the purpose of performance improvement and supervision of mIoT terminals.
6.x.1.2  Information for support of performance improvement and supervision of mIoT terminals
Regarding data collection by the NWDAF, traditionally the operators have already been able to collect network information, e.g. through OAM to obtain the network data. For the untrusted AF, e.g., the 3rd party application, the AF may provide the data to the NWDAF via the NEF, while for the trusted AF, the existing service based interfaces can be used to access the NWDAF directly.For other 5GS NFs, the NWDAF utilizes the service based interfaces to communicate to get the network data.
6.x.1.3	Procedures
Based on the aforementioned data collection, the NWDAF performs big data analysis and may provide the service dependent optimization information to the AFs, via the NEF if needed:
-	The UDM/UDR to update the UE subscription information, 
-	The PCF to create or update the UE policy,
-	The AMF to update UE based mobility management information, via the PCF if needed,
[bookmark: _GoBack]-	The SMF to deliver the related parameters for enforcement in user plane traffic handling to the UPF, via the PCF if needed.
The procedure is shown in the Figure below.  

 
Figure 6.x.1.2-1: procedure of performance improvement and supervision of mIoT terminals
1.	The NWDAF collects the data from the O&M, the AFs and 5GS network functions. The AF provides the application information to the NWDAF, e.g. TCP Window Size, Service Experience, Service Start and End time, etc. For the untrusted AFs, the related data may be transferred via the NEF.
2.	The NWDAF performs big data analysis based on the application information provided by the AFs and other input information collected from the relevant 5GS NFs and even O&M.
3.	Based on analytical result, the NWDAF provides the proposed application dependent optimization information to the AF, e.g. recommended TCP Window Size, recommended Service Start and End time(e.g. for background data transfer), etc. Also for the untrusted AFs, the message can be send via the NEF.
4.1.	The NWDAF provides UE specific analytical result to the UDM/UDR to update the UE subscription information, e.g., Supported SSC mode, default SSC mode, Subscribed S-NSSAI and periodic registration update timer.
4.2.	The NWDAF provides UE specific analytical result to the PCF, which may create or update the UE policy accordingly.
4.3.	The NWDAF provides UE specific analytical result to the AMF, e.g. UE based mobility management information (Mobility Restriction, Mobility Pattern. etc), Tracking Area List, and Handover indication.  Alternatively, the analytical result may be provided to the AMF via the PCF.
4.4.	The NWDAF provides UE specific analytical result to the SMF, e.g. User Plane part of policy rule enforcement, QoS handling for user plane. Alternatively, the analytical result may be provided to the AMF via the PCF. The SMF delivers the related parameters to the UPF, which should be enforced in user plane traffic handling.
5.	The PDU Session Modification procedure is performed if needed.
 
[bookmark: _Toc508717944]6.x.2	Impacts on Existing Nodes and Functionality
Editor's note:	Capture impacts on existing 3GPP nodes and functional elements.
[bookmark: _Toc508717945]6.x.3	Solution Evaluation
Editor's note:	Use this section for evaluation at solution level.
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