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>>>First of  Change<<<
6.1.2.4
Negotiation for future background data transfer

The AF may contact the PCF via the NEF (and Npcf_BDTPolicyControl_Create service operation) to request a time window and related conditions for future background data transfer.

NOTE 1:
The NEF may contact any PCF in the operator network.

The AF request shall contain an ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window and optionally, network area information (e.g. list of TAs/RAs).

NOTE 2:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.

The PCF shall first retrieve all existing transfer policies stored for any ASP from the UDR. Afterwards, the PCF shall determine, based on the information provided by the AF and other available information (e.g. network policy, congestion level (if available), load status estimation for the required time window, network area, and network slice existing transfer policies) one or more transfer policies. The PCF may recognize the network slice to which the ASP belongs from the ASP identifier.

A transfer policy consists of a recommended time window for the background data transfer, a reference to a charging rate for this time window and optionally a maximum aggregated bitrate (indicating that the charging according to the referenced charging rate is only applicable for the aggregated traffic of all involved UEs that stays below this value). Finally, the PCF shall provide the transfer policies to the AF together with a reference ID. If the AF received more than one transfer policy, the AF shall select one of them and inform the PCF about the selected transfer policy.

NOTE 3:
The maximum aggregated bitrate (optionally provided in a transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.

NOTE 4:
It is assumed that the 3rd party application server is configured to understand the reference to a charging rate based on the agreement with the operator.

The selected transfer policy is finally stored by the PCF in the UDR together with the reference ID and the network area information. The same or a different PCF can retrieve this transfer policy and the corresponding network area information from the UDR and take them into account for future decisions about transfer policies for background data related to the same or other ASPs.

At the time the background data transfer is about to start, the AF provides for each UE the reference ID together with the AF session information to the PCF (via the N5 interface). The PCF retrieves the corresponding transfer policy from the UDR and derives the PCC rules for the background data transfer according to this transfer policy.

NOTE 5:
The AF will typically contact the PCF for the individual UEs to request sponsored connectivity for the background data transfer.

NOTE 6:
A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies from the UDR is up to implementation.
The time window and network area information in the transfer policy may be transferred from the PCF to UEs. The details are described in clause 6.7.
>>>Second of  Change<<<
6.7
UE Background Data Transfer related policy information

6.7.1
UE Background Data Transfer Policy Information

6.7.1.1
General

The UE Background data transfer policy is an optional one that may be provided to UE by the network. Groups of UEs which are managed by the particular ASP are identified by a Group identifier. The network delivers the UE Background Data Transfer policy to the UEs identified by the Group identifier, after the negotiation for future background data transfer is completed with the ASP
In this release of the specification, the UE Background Data Transfer policy shall contrain only rules that aid the UE in activating and releasing the particular PDU Session for the background data transfer based on the time window and the network area information.
Table 6.7.1.1-1: UE Background Data Transfer Policy

	Information name
	Description
	Category
	PCF permitted to modify in a UBDTP
	Scope

	UBDTP rules
	1 or more UBDTP rules as specified in table 6.7.1.1-2
	Mandatory
	Yes
	UE context


Table 6.7.1.1-2: UE Background Data Transfer Policy Rule

	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the UBDTP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	Time window
	the start time to activate PDU session and end time to release PDU session
	Optional
	Yes
	PDU Session

	Network area information
	the location to activate PDU session. When UEs enter outside the location, the PDU session will be released.
	Optional
	Yes
	PDU Session

	NOTE 1: Rules in a UBDTP shall have different precedence values.
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