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Abstract of the contribution: This discussion paper proposes an update to Clause 6.5.2 Functional Description for the Privacy Check with UE privacy setting.
1
Introduction
TR 23.731 is the study on Enhancement to the 5GC Location Services for Release 16.  Clause 6.5 describes the Privacy Check for the UE privacy setting.  Specifically, clause 6.5.2 Functional Description, illustrates how the UE indicates to the network the privacy setting based on the user’s privacy setting.  The privacy setting specifies whether the LCS request from the external LCS client is allowed or disallowed.  
2
Discussion
Clause 9.5.1 Privacy Override Indicator (POI) of TS 23.271 states the use of the POI, override or not override, is based on the type of client requesting location information (i.e., emergency, law enforcement).  The POI is used to determine whether the privacy settings of the subscriber to be positioned shall be overridden by the request for location services.  The POI is applicable only to Emergency service and Lawful intercept service.  The value of the POI assigned is determined based on the LCS client profile.
3
Proposal
It is proposed to make the following changes to Clause 6.5.2 (Functional Description) of TR 23.731:
· Update functional description and reference requirements in 23.271 related to the include Privacy Override Indicator, which is applicable only to Emergency service and Lawful intercept service.
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