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* * * First Change (6.1.2.2.2) * * * *
6.1.2.2.2
Distribution and installation of the policies to UE

The UE access selection and PDU Session related policy control policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

The PCF may provide the UE access selection and PDU Session related policy information at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [3]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that UE access selection and PDU Session related policy information delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF.  The PCF delivers to the UE transparently via the AMF.

The PCF may divide the UE access selection and PDU Session related policy information into different policy sections, each identified by a Policy Section Identifier (i.e. PSI). It is up to PCF decision how to divide the UE access selection and PDU Session related policy information into policy sections.

NOTE 1:
PCF may, for example, assign the URSP as one whole policy section, or it may subdivide the information in the URSP into multiple policy sections by assigning one or several URSP rules to each policy section.

When providing the UE with UE access selection and PDU Session related policy information, the PCF shall provide  a list of Policy Section Entries. Each Policy Section Entry (PSE) includes the following information:

· A Policy Section Indentifier (PSI) and

· Policy Section Rules: URSP rules (see the clause 6.6.2.1) or WLANSP rules (see the clause 6.6.1) or both.
The AMF forwards the UE access selection and PDU Session related policy information to the UE. 
NOTE 2:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.
If the PCF determines to perform multiple iterations of policy delivery procedure due to the size limitation of UE Policy Container, the PCF performs mutiple iterations of the procedure in a sequential manner. When performing a last transaction of policy delivery procecedures, the PCF includes a last transaction indicator in the UE policy container to indicate that UE can start activating the enforcement of the received UE policies.

Upon receiving the last transaction of the policy delivery, the UE checks the correctness of the received UE policies for example, whether there is/are missing component(s) of each rule or conflicting rule(s). 

The UE updates the stored UE access selection and PDU Session selection policies by the one provided by the PCF as follows:

-
If the UE has no policies with the same PSI, the UE stores the Policy Section Entry;

-
If the UE has existing policies with the same PSI, the UE replaces the stored policy information with the received Policy Section Entry;

-
The UE may remove the stored Policy Section Entry if the received information content is empty.



After performing the installation, the UE sends a full list of installed PSIs to the PCF in order to show a complete comprehension of the installed policy. In addition, if the UE has a problem to activate the enforment of whole or some of received UE policies, it may send reasons for failures (for example, installation failure or activation failure).

For the URSP rules and ANDSP rules in successfully installed list of Policy Section Entries, the UE decides to activate the enforcement of those rules immediately with taking a risk of interrupting the existing application traffic connections (i.e. forcible enforcement). Alternatively, it may decide to defer the enforcement of those rules that may cause interruption of the existing application traffic connections and activate them later without service interruption (i.e. graceful enforcement). 
At Initial Registration the UE provides the list of stored PSIs identifying the policy sections that are currently stored in the UE, if no policies are stored in the UE, UE does not provide any PSI. The AMF provides the UE access selection and PDU Session related policy information to PCF in the Npcf_AMPolicyControl_Get procedure.

The UE may trigger an Initial registration with the UE Policy Info to request a synchronization of UE policies for example in the following scenarios:

-
if the UE powers up for the first time and has no policies;

-
if the USIM is moved from one device to another.

During the Initial Registration, the PCF retrieves the list of PSIs to be installed for this SUPI and its content stored in the UDR. The PCF compares the two lists of PSIs (i.e. the installed list of PSIs received from the UE and the list of PSIs to be installed), in addition the PCF checks whether the list of PSIs and its content needs to be updated according to operator policies. If the two list of PSIs are different or an update is necessary, the PCF provide an updated list of PSIs and corresponding policy contents to the AMF via UE policy delivery procedure. In case the PCF decides to spit the policies to be sent to the UE, the PCF uses UE policy delivery procedure and then AMF uses using UE configuration Update procedure for transparent UE policies delivery procedure to deliver the policies to the UE.


The PCF stores the installed list of PSIs after it receives the acknowledgement of the successful installation from the UE in the UDR using the Nudr_UDM_Update including DataSet "Policy Data" and Data Subset "Policy Set Entry".

NOTE 3:
The PCF ensures that the PSIs provided by H-PLMN and V-PLMN(s) do not overlap.

NOTE 4:
The UE doesn't provide to the PCF the list of pre-configured UE access selection and PDU session related policy information stored in the UE.

NOTE 5:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.
* * * End of Changes * * * *
�Moved above.


�Try not to use specific operation name (it will be described in TS 23.502)


�Multiple interation of policy devliery procedures are described in the above.





