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	Reason for change:
	Currently the specification states that the default QoS rule is generated by the SMF based on the PCC Rule that includes the default 5QI/ARP,  so that packet filers are derived from SDF templates in PCC Rules. However for those scenarios where PCC rules with aplication detection filters cannot be used to generate packet filter information to the UE, see NOTE 1 in 23.203 clause 6.2.2.2:
NOTE 1:
When PCC rules with application detection filters cannot be used to generate traffic mapping information for the UE, the application detection may need to inspect traffic on multiple bearers. The PCEF uses implementation specific logic to determine for what bearers the up-link service data flow detection applies. The uplink traffic will get the QoS of the bearer carrying the traffic. The QCI of the bearer may therefore be different than the QCI of the PCC rule detecting the service data flow. The charging and other enforcement functions performed by the PCEF will still be carried out based on parameters of the PCC rule detecting the service data flow. If the PCC rule contains a GBR QCI, the GBR resource reservation will only apply on the bearer where the PCC rule is bound to. The PCRF can prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero in the PCC rule.
 In order to cover the case when the packet filters cannot be derived, the SMF  may include a match all traffic filter in the default QoS Rule, this will depend on local policies in the SMF that determines the need to inspect uplink traffic for this service data flow in multiple QoS flows.
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	SMF may, based on local policies, derive the packet filter(s) for the default QoS rule from the PCC rule(s) in which the authorized default 5QI and ARP or include a match-all filter in the default QoS rule.
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* * * First Change * * * 

6.2.2.4
QoS control

The SMF receives the authorized QoS for a service data flow in the PCC rule The SMF calculates the QoS parameters for a QoS Flow as described in TS 23.501 [2] clause 5.7.1. In addition, for GBR QoS Flows, the SMF should set the QoS Flow GBR to the sum of the GBRs of all PCC rules that are bound to that QoS Flow and the QoS Flow MBR to the sum of the MBRs of all PCC rules that are active and bound to that GBR QoS Flow.

The SMF receives the authorized Session AMBR and the default 5QI and default ARP in the PDU Session information. The SMF ensures that the authorized Session AMBR for a PDU Session is enforced for bandwidth policing at the UPF(s) as described in TS 23.501 [2] clause 5.7.1. For PDU Sessions of unstructured type the default 5QI and default ARP is the authorized QoS for all traffic in the PDU Session as described in TS 23.501 [2] clause 5.7.1.

During the PDU Session establishment, the SMF generates the QoS parameters in the default QoS rule using the authorized 5QI provided in the PDU session information. The SMF may generate packet filtersin the default QoS rule, based on the PCC Rules bound to the QoS Flow associated with default QoS rule or may include a match-all filter in the default QoS rule, the decision is based on local policies in the SMF. 
The SMF generates QoS rule(s) other than default QoS rule as described in TS 23.501 [2]. During the PDU Session establishment. 
For a PDU session of unstructured type, only one PCC Rule allowing all packets is to be activated in the SMF
* * * End of Change * * * 

