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1. Overall Description:

SA3 has discussed the handling of the UE UP Security Policy during Xn and N2 handovers. SA3 understands that a target gNB rejects a PDU Session for which the QoS Flows cannot be met. SA3 concluded that a similar mechanism can be used by the target gNB when a PDU Session UP Security Policy cannot be met. 
Therefore, SA3 concluded that the target gNB shall reject all PDU Sessions for which the target gNB cannot comply with the PDU Session UP Security Policy. The target gNB shall indicate its decision accordingly to the target AMF.
2. Actions:

To SA2 group.

ACTION: 
SA3 kindly request SA2 to confirm SA3’s working assumption and conclusion.
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