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Discussion
Design issues:
1.	Is AMF aware of service areas of SMF?
	In Rel-15, the assumption was all SMFs served the entire PLMN. Hence, the concept of SMF service area was by default the entire PLMN. However, in ETSUN the service areas of SMF will be smaller than PLMN area.  In Rel-15 in idle-mode TAU, the AMF never communicated with the SMF. 
We probably do not want this to change. (In LTE at every TAU, the MME needed to check if SGW relocation was needed and relocated SGW if needed). With this assumption (AMF does not change SMF during idle-mode), SMF relocation may be needed during service request. Hence, I-SMF relocation can occur during service mode.
	This also implies:
-	 I-SMF insertion and re-location only occurs during connected mode mobility and service request.
-	Service areas of A-SMF or I-SMFs do not need to be full TAIs (as I-SMF relocation is allowed during service request).
-	Service area of UPFs do not need to be full TAIs (as UPF relocation is supported during service request from Rel-15 onwards).

[bookmark: _Toc510875039]<<<<<<<    Start of Changes >>>>>>>>
[bookmark: _Toc508645429]6.5	Solution #5: I-SMF as only a UPF Controller
Editor's note:	This solution should be given a name.
[bookmark: _Toc508645430]6.5.1	Overview
This solution is pertaining to the Key Issue 1 and Key Issue 4 where intermediate SMF (I-SMF) is added along with the existing SMF (referred as Anchor SMF or A-SMF) when the UE leaves coverage area of the A-SMF and can no longer serve the UE's new location..
[bookmark: _Toc508645431]6.5.2	Description of the solution
This solution supports deployments where the SMF (A-SMF) that controls the PDU Session Anchor cannot control all UPFs serving the PDU Session.
If the UE moves to a new area which is not served by A-SMF and there is no UPF under the A-SMF control which can connect to the target NG-RAN, the A-SMF decides to add an I-SMF. This may happen if the A-SMF is controlled by third party or the UE roams in to different region / administrative domain so that A-SMF cannot serve the new area.
Determination of whether I-SMF is essential is based on the coverage area of the A-SMF. If the UE roams outside of the coverage area of the A-SMF, the A-SMF is notified by the AMF and at that time, either the A-SMF selects an I-SMF or it may request the AMF to select an I-SMF. But the decision whether to add or remove the existing I-SMF will remain up to the A-SMF.


Figure 6.5.2-1: Network architecture with I-SMF
Figure 6.5.2-1 shows network architecture where connectivity with the AMF (i.e. N11 interface) is still maintained with the A-SMF. In this case, the A-SMF remains NAS SM termination point. Similarly, N6 connectivity is also maintained with the PDU Session Anchor which is controlled by the A-SMF.
New I-SMF is added when the UPF controlled by the A-SMF no longer serves the UE's new location. A new interface Nx is defined between the A-SMF and I-SMF which may be considered as a variation of N4 interface. In this case, the I-SMF provides limited functionality of controlling user plane resources while all interactions with other network functions including AMF, PCF and UDR continued to be supported by the A-SMF. If buffering is supported by the UPF controlled by the I-SMF, its interactions over N4 are relayed to the A-SMF by the I-SMF. Otherwise, if b Buffering is supported by the A-SMF A-UPF (UPF connected to the A-SMF, data packets are forwarded to the A-SMF by the I-SMF.
Editor's note:	Implication of supporting buffering at I-SMF is FFS.
I-SMF may be removed when the UE moves out of the coverage area of the I-SMF. In this case, the A-SMF may decide to reallocate the I-SMF with a new I-SMF or continue with A-SMF depending on the current location of the UE.
[bookmark: _Toc508645432]6.5.3	Network architecture and relation to use cases
Editor's note:	Information regarding relation of architecture with use cases defined in section 5.1 is FFS.
[bookmark: _Toc508645433]6.5.4	Procedures
6.5.4.1	Handover with I-SMF insertion
The handover procedure where the target NR-RAN is not reachable from the UPF’s managed by the A-SMF is illustrated in the call flow below for Xn based handover. It is assumed that service areas of SMF are full TAIs.
[image: ]
Figure 6.5.4.1-1: Xn based handover with I-SMF and I-UPF insertion

1-3.	As per TS 23.502 [3] clause 4.9.1.2.3.
Editor's note:	It if FFS if the target NG-RAN node should be able to send uplink data to the A-UPF.
4.	Based on the UE location information provided in this step, e.g., the TAI of the target gNB, the SMF determines whether the existing UPF can continue to serve the UE.
5-6.	The A-SMF performs UPF selection based on clause 6.3.3.3 of TS 23.501 or I-SMF selection. There could be operator configuration or the SMF could discover applicable UPF/I-SMF from an NRF discovery procedure if there are no suitable UPF’s known to the A-SMF.
	If the discovery was for UPF, in addition to the UPF, the NRF also returns the I-SMF for this UPF, along with capabilities. Otherwise, the NRF returns the I-SMF serving the region.
7.	The A-SMF selects I-SMF from the inputs from NRF. It provides minimal information for the I-SMF to make a selection including the Target gNB DL TEID information and the anchor UPF UL TEID.
	The I-SMF selects the I-UPF as per clause 6.3.3.3 of TS 23.501 [2].
8-9.	I-SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN address and N3 DL tunnel identifiers, A-UPF F-TEID).
10.	I-SMF to A-SMF: Nx Response (Target UPF address, Tunnel Identifiers for DL N9 User Plane).
11-12.	SMF to PDU Session Anchor: N4 Session Modification Request/Response.
	The SMF sends N4 Session Modification message to the PDU Session Anchor.
	The PDU Session Anchor (A-UPF) responds with the N4 Session Modification Response message after which the requested PDU Sessions are switched. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-RAN using the address and tunnel identifiers of the Target NG-RAN via Target UPF (I-UPF).
13-14.	In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor (A-UPF) sends one or more "end marker" packets for each N3 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
15.	A-SMF to AMF: Nsmf_PDUSession_UpdateSMContext Response (CN Tunnel Info).
	The A-SMF sends a Nsmf_PDUSession_UpdateSMContext response to the AMF. CN Tunnel Info includes UL tunnel identifiers and address of the new intermediate UPF. This is the same as Step 8 in TS 23.502 [3] clause 4.9.1.2.3.
16-17.	Same as steps 7-9 defined in TS 23.502 [3] clause 4.9.1.2.3.
6.5.4.2	AN Release
This procedure illustrates how the AN release procedure is enhanced to release the N3 interface on the I-UPF and the N9 tunnel between A-UPF and I-UPF. At the end of the release procedure the A-UPF buffers DL data for PDU sessions and performs DDN to the AMF.
[bookmark: _GoBack][image: ]
Figure 6.5.4.2-1
The procedure is as defined in TS 23.502 [3] clause 4.2.6 with the addition of steps 9 to 12.
1-6.	As specified in TS 23.502 [3], clause 4.2.6 steps 1-5.
7-8.	The A-SMF request A-UPF to remove DL tunnel to the I-SMF. Hence, the A-UPF performs buffering of packets and DNN to the A-SMF for UE in idle mode. As specified in TS 23.502 [3] clause 4.2.6, except that the N9 tunnel is being removed instead of N3 tunnel.
9.	The A-SMF sends an Nx Session Modification Request to remove the N3 and N9 tunnel at the I-SMF.
10-11.	The A-SMF relays the command to the I-UPF.
12.	The I-SMF responds to the A-SMF.
13.	As specified in TS 23.502 [3] clause 4.2.6 step 7.
6.5.4.3	Service Request
This procedure illustrates how the UE would be reconnected during a network initiated re-activation and a service request.
[image: ]
Figure 6.5.4.3-1: Network requested service request with I-SMF and I-UPF insertion
When the UE goes idle, the N3 and the N9 tunnels are removed. A DL packet triggers a DDN from A-UPF to the A-SMF as shown in Step 2.
1-6.	As specified in TS 23.502 [3] clause 4.2.3.3 step 1-3b.
7-8.	As specified in TS 23.502 [3] clause 4.2.3.3  step 4b.
9-10.	As specified in TS 23.502 [3] clause 4.2.3.2 steps 1-2.
11.	As specified in TS 23.502 [3] clause 4.2.3.2 steps 4. The UPF selection procedure is as specified in clause 6.5.4.1 steps 5-6 which optionally uses the NRF and returns the UPF and the controlling I-SMF.
12.	The A-SMF sends a session establishment request to setup the N3 tunnel to the NG-RAN and the N9 tunnel to the A-UPF.
13-14.	The I-SMF relays the command to the I-UPF.
15.	The I-SMF determines the DL F-TEID for the N9 tunnel and the N3 UL F-TEID and relays this to the A-SMF.
16-17.	The A-SMF updates the A-UPF with the N9 DL F-TEID of the tunnels.
18-20.	As specified in Ts 23.502 [3] clause 4.2.3.2 steps 11-13.
The advantage of the A-SMF handling the DDN and communicating directly with the AMF is that the following policy can be applied with no changes to the 5GC.
-	If the Paging Policy Differentiation feature is supported by the A-SMF, the A-SMF determines the Paging Policy Indication based on the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the received downlink data packet and identifies the corresponding QFI of the QoS Flow for the DL data packet.
6.5.5	Impact of the solution to existing entities
AMF:
-	No impacts.
NRF:
-	UPFs records have controlling SMF information.
SMF:
-	Selection of I-SMF.
-	Nx support.
Editor's note:	Identification of further impact on existing network functions is FFS.
[bookmark: _Toc508645434]6.5.6	Evaluation of the solution
Editor's note:	Evaluation of the solution is FFS
This solution minimizes the impact on other NF’s when the UE moves to a region that has UPF’s that are not connected to or managed by the A-SMF. The A-SMF remains in control of all session management, selection of the I-SMF and preserves the functions of the A-SMF so that it does not delegate these to the I-SMF. This simplifies the I-SMF function and does not re-home the N11 connection to the SMF. As such the NEF, PCF and other NF’s are not aware of the UE’s mobility and the downlink buffering is still performed in the A-SMF where session policy is installed.

<<<<<<<    End of Changes  >>>>>>>>
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